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Abstract of the contribution: This contribution is to address a Reflective QoS problem in the TR 23.799.
1. Discussion
1.1 FMSS and Policy
Some OTTs (e.g. Amazon/Alibaba/JD) sale goods online to customer, in a special day per year(e.g. 11th Nov in China), they cut the price of goods to stimulate people to buy more goods online at a very good price.But there are so many people visit its web and a lot of traffic to its web, the OTT needs to provide information to operator to cache some picture/video to decrease the direct traffic to its web. In this way, the OTT needs to provide information to the operator to cache the assigned media type data for a assigned time.
There is a well-defined traffic Steering control part as below in TS 23.203, the traffic steering policy needs to be defined based on one or more pieces of information. And proposed “Expected packet handling (video compression, cache, etc.)” is just one of the information to generate or select a traffic steering policy.  The proposed text is aligned with TS 23.203.
----------------------------Start of Quote--------------------
6.1.17    Traffic Steering Control
Traffic steering control is triggered by the PCRF initiated request and consists in applying a specific (S)Gi-LAN traffic steering policy for traffic detected based on application level information or service data flow level information for the purpose of steering the subscriber's selected traffic to appropriate (S)Gi-LAN service functions.
The PCRF uses one or more pieces of information such as network operator's policies, user subscription, user's current RAT, network load status, application identifier, time of day, UE location, APN, related to the subscriber session and the application traffic as input for selecting a traffic steering policy.
----------------------End of Quote---------------
Proposal 1:  To add parameters for FMSS policy decision in the WT;
Proposal 2: And Propose to add following parameter for the FMSS policy decision in Solution 10.3:
Expected packet handling (video compression, cache, etc.): this information if provided by the application provider can be used to select the traffic steering policy which defines to steer the subscriber's traffic to appropriate service functions (e.g. NAT, antimalware, parental control, DDoS protection) in the (S)Gi-LAN which is defined in TS 23.203;
1.2 URLLC M2M/IoT and Policy
For the URLLC M2M/IoT, Huawei think the low latency requirement is needed, as also defined in TS 23.682 as below:
----------------------------Start of Quote--------------------
4.5.11    Support of setting up an AS session with required QoS
The 3rd party SCS/AS may request that a data session to a UE that is served by the 3rd party service provider (AS session) is set up with a specific QoS (e.g. low latency or jitter) and priority handling. This functionality is exposed via the SCEF towards the SCS/AS.

The SCS/AS can request the network to provide QoS for the AS session based on the application and service requirements with the help of a reference to pre-defined QoS information.

----------------------End of Quote---------------

And one of the key method to enforce the “low latency” method is using the most efficient User plane path, and using the most efficient user plane may need introduce some session/service interruption e.g. PGW relocation to support low latency, so the “session continuity requirement” will define how the user plane reselection method can be used to enforce the “low latency”.

Proposal 3: to remove the following editor's notes in the solution 10.3:
- 
Application QoS requirement (bandwidth, latency, session continuity requirement, etc.): this information is the key input for QoS policy is provided by the application (e.g. URLLC M2M/IoT) for the QoS enforcement in NextGen System;
Editor's note:
How the bandwidth, latency influence, the session continutiry the QoS information for enforcement is FFS.

2. Proposal
It is proposed to update the following description in the TR 23.799 “Study on Architecture for Next Generation System”.
* * * First change* * * *
5.10.2
Work Tasks
Table 5.10.2-1: Work tasks for Policy framework

	Work Task ID
	Work Task(s)
	Work Task Description

	Policy_WT_#1
	Define overall non-roaming and roaming/interworking policy related framework for NextGen
	1.1
Define entities which constitute the policy related architecture and interfaces between those entities.
1.2
Which information accounts for policy decisions and which entities provide it?
1.3
How policy provisioning performed?

1.4
Which entities enforce policy decisions?

1.5
Decide on policy interactions, referring to the granularity and type of information provided by the policy function to the policy requesters.
NOTE 1:
The granularity of the policy information may be for example per PDU session or for a group of PDU sessions. Policy information for all PDU sessions may also be possible without policy interactions.

NOTE 2:
The type of policy information may be QoS, charging, usage monitoring, etc, depending on the outcome of other key issues. The policy decision and provisioning depends on specific type of required functionality (e.g. charging, usage monitoring etc.), Policy information may be predefined in the enforcement point or may be dynamically provisioned by the policy function.

NOTE 3:
The purpose of the enforcement of the policy related information depends on the outcome of other key issues.

NOTE 4:
The policy architecture will use the solutions' outcome from other key issues in TR 23.799. It may not be possible to fully progress but rather define a baseline framework to be enhanced as other key issues progress.

	Policy_WT_#2
	QoS information provided by the Policy Function
	2.1
Define whether the defined QoS related actions (e.g. redirection, bandwidth limitation, gating, priority/ preemption, resource management, etc.) are sufficient or not and establish policy enhancements as needed.
2.2
Define whether providers and enforcers of those QoS related actions are the same as in the existing policy framework and establish policy enhancements as needed.

NOTE 1:
This Work Task covers the QoS information that the Policy function provides, the granularity, the QoS information enforcers and the information flows. This depends on QoS key issue outcome. If needed, reference QoS framework key issue outcomes for new QoS related actions and define the source/destination for those actions. 

	Policy_WT_#3
	Information controlled over charging interfaces
	3.1.
Define which charging interfaces are applicable, what charging related information provided to/by Policy function over those interfaces and how it is used for credit management and reporting.

NOTE:
Some relation with the charging key issue and its solutions exists. An analysis of potential overlapping will be performed when the solution for charging key issue is stable.

	Policy_WT_#4
	Potential interactions with access network discovery and selection, if any
	4.1
Describe if and how policy framework interacts with network discovery and selection functionality.

NOTE:
This depends on "3GPP architecture impacts to support network discovery and selection" key issue outcomes and will be handled once the corresponding solution is stable.

	Policy_WT_#5
	Policies controlling access traffic steering, switching and splitting, if any
	5.1
Describe if and how policy framework interacts with access traffic steering, switching and splitting functionalities.

NOTE: This depends on access traffic steering, switching and splitting key issue outcomes and will be handled once the corresponding solution is stable.

	Policy_WT_#6
	Flexible mobile service steering policy control
	6.1.
Define how policy framework supports dynamically flexible mobile service steering. 
6.2 Which information accounts for Flexible mobile service steering policy decisions and which entities provide it?


	Policy_WT_#7
	User Plane Congestion management control
	7.1
Define how policy framework supports User Plane congestion management control.

NOTE:
This may depend on QoS key issue outcomes.

	Policy_WT_#8
	Alignment with other key issues solutions
	8.1
Address policy framework requirements/assumptions made by other key issues not explicitly mentioned by this table. 

	Policy_WT_#9
	3rd party policy interactions
	9.1
Define whether and how policy framework interacts with 3rd party supported services.

NOTE:
This depends on the outcome of the key issue#9 on network capability exposure. This will be handled once the corresponding solution is stable.

	Policy_WT_#10
	Session Management
	10.1
Decide whether and how policy framework provides policies to control a PDU session, e.g. at establishment/modification/termination of a PDU session, including support for multiple PDU sessions for the same UE.
10.2
Define the session information that is relevant for policy decisions.

NOTE:
This depends on the outcome of the key issue#4 on session management. This will be handled once the corresponding solution is stable.

	Policy_WT_#11
	Mobility Management
	11.1
Decide whether and how policy framework provides policies for mobility on demand within the Mobility Management key issue.

NOTE:
This depends on the outcome of the key issue#3 on mobility management. This will be handled once the corresponding solution is stable.

	Policy_WT_#12
	Slicing
	12.1
Decide whether and how policy framework provides policies for slicing within the Slicing key issue.

NOTE:
This depends on the outcome of the key issue#1 on network slicing. This will be handled once the corresponding solution is stable.

	Policy_WT_#13
	Enhanced Sponsored Data Connectivity
	13.1
Define a mechanism enabling sponsored data connectivity. This requires the detection and identification of encrypted traffic.
NOTE:
Depending on the solution, SA3 work may need to be involved in stage2/3.


* * * Second change* * * *
6.10.3
Solution 10.3: Policy function and framework for non-roaming case

This solution addresses Key issue 10, WT#1, i.e. an overall non-roaming policy framework for NextGen is described.

6.10.3.1
Architecture description

The figure 6.10.3.1-1 shows the NextGen policy architecture for non-roaming case.
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Figure 6.10.3.1-1: Non-roaming NextGen Policy Architecture

NOTE：
Policy Function is regarded as part of control plane. The CP function in this figure includes other control plane functions, e.g. SM function, MM function. Only policy related interfaces are shown with corresponding names in this figure. This architecture only includes those reference points relevant for policy in this solution. It does not depict other interfaces such as a direct interface between the CP function towards the USD for authentication or keeping track of the subscriber information
The following functions are involved in the NextGen Policy framework:

Policy Function: The Policy Function is the policy decision point to provide different control rules to NextGen CP Function based on the application session information received from the AF, operator's configuration, user subscription from the USD (User Subscription Database) and spending information from the Online Charging System. The Policy Function also supports the access type selection.
Editor's note:
How to support other policy functionalities, such as mobility policy, roaming policy and the third party policy are FFS.
User Subscription Database: The User Subscription Database stores the subscriber/subscription related information needed to support policy functionality.
Editor's note:
Whether or not the user subscription database for policy is collocated with the user subscription database for other CP functions is FFS.
NextGen UP Function: NextGen UP Function provides the packet core related user plane functionalities, including:

-
QoS enforcement

-
Measurement enforcement

-
Gating

-
SAF (Service Awareness Function): provides application detection and enforcement function.
Editor's note:
Whether or not the SAF is a standalone function as TDF in EPC is FFS.
-
TSF (Traffic Steering Function): enforces the user plan traffic steering related policy received from the Policy Function via NextGen CP Function, e.g. moving individual IP flows from one access network to another, and or from one service function to another service function (e.g. for video analytics, optimized local content distribution and data caching, Firewall, Parental Control).
Editor's note:
The access related traffic steering has dependency on the key issue#20, and it is FFS.
NOTE: The functionalities related to traffic steering for the services are the same as in EPC.
The NextGen UP Function may provide all above functionalities or part of these functionalities based on the operator's configuration/deployment.

NextGen CP Function: The NextGen CP Function provides the packet core control plane function. 

-
When receiving the control rules from the Policy Function, the NextGen CP Function instructs the NextGen UP Function to enforce the policy (e.g. QoS policy, charging policy, gating policy, SAF policy, TSF policy).

-
When receiving access type selection related control rules from the Policy Function, the NextGen CP Function will transfer them to the UE.
-
When enforcing charging control from the Policy Function 
-
For online charging, the NextGen CP Function sends the credit request for a charging key to the Online Charging System, and reports the usage when the threshold is reached, as defined for credit management in TS 23.203 [3].
-
For offline charging, the NextGen CP Function collects usage information per charging key /and service identifier combination and reports to the Offline Charging System as defined for reporting in TS 23.203 [3].
Online Charging System: Provides support to credit management with the NextGen CP Function and support for policy decision based on spending limits as defined in TS 23.203 [3].
Offline Charging System: Provides support for receiving usage information per charging key /and service identifier combination from the NextGen CP Function.
Editor's note:
How the access type selection related control policy can be transported to the UE is FFS.
The following reference points are defined for the NextGen Policy framework:
NP1:
Reference point between the Policy Function and the USD. Similar to Ud/Sp interface in EPC.

NP2:
Reference point between the Policy Function and NextGen CP Function. 

NP3:
Reference point between the Policy Function and the AF, the AF provides the application session information to the Policy Function. Similar to Rx interface in EPC.
NG5:
Reference point between the Policy Function and the AF, the AF provides the application session information to the Policy Function. Similar to Rx interface in EPC.
NG4:
Reference point between NextGen CP Function with NextGen UP Function, which is used by this solution to provide policy rules to NextGen UP Function.
NP3:
Reference point between the Policy Function and the Online Charging System, same functionality as Sy defined in the TS 23.203 [3].
NC1:
Reference point between the NextGen CP Function and the Online Charging System, same functionality as Gy defined in the TS 32.251 [19].
NC2:
Reference point between the NextGen CP Function and the Offline Charging System, same functionality as Gz defined in the TS 32.240 [20].

NOTE:
The Online Charging System and the Offline Charging System, and the protocols of NP3, NC1 and NC2 reference points are defined by SA WG5.
6.10.3.2
Function description

Editor's note:
This clause will contain function descriptions and the interactions among the network functions.
6.10.3.2.1
Input for Policy Decision

The Policy Function is responsible for the policy decision, such as QoS, charging , gating ,  TS policy. The following information is provided as policy decision input:

From the User Subscription Database:
-
User subscription (user’s type, user’s priority, etc): this information could allow the operator supply differentiated service for the UE, e.g. service for Gold User/Silver User; 
From the NextGen CP Function:
-
UE current location (location, etc.): this information could allow the operator adjust QoS policy to balance the load of access network. Also, the location information could help operator to make various charging; which is also defined in TS 23.203 [3];
-
Radio access Information (RAT, etc): radio access information is helpful for the QoS/charging policy decision, e.g. the operator may authorize more bandwidth and lower charging rate if the UE access via non-3GPP access; which is also defined in TS 23.203 [3];

-
PDU session information (PDU session type, APN, etc.): the policy function need the PDU session type (IPv4/Ipv6/Ethernet, etc.) to generate correct traffic filter in the policy; the policy function may select charging rate according to the date network, i.e. APN information;

-
Roaming status: for roaming user, the operator may use specific QoS/charging rate;

From the Application Function:
- 
Application type (video, web browsing, IM, etc.): the operator may use different QoS/charging/DPI policies according to application type;
- 
Application QoS requirement (bandwidth, latency, session continuity requirement, etc.): this information is the key input for QoS policy is provided by the application (e.g. URLLC M2M/IoT) for the QoS enforcement in NextGen System;

-
Application protocol (HTTP, P2P, encryption status, etc): the operator may perform traffic steering policy, e.g. proxy, accelerate, cache, DPI, according the application protocol; Normally well known port number in the application flow is used to identify the application protocols.
-
Application provider (My tube, etc.) : the application may be a sponsor of some traffic, therefore the application provider information will impact on the charging policy, which is also defined in TS 23.203 [3];
-
Expected packet handling (video compression, cache, etc.): this information if provided by the application provider can be used to select the traffic steering policy which defines to steer the subscriber's traffic to appropriate service functions (e.g. NAT, antimalware, parental control, DDoS protection) in the (S)Gi-LAN which is defined in TS 23.203;
From the local configurations:

-
Operator’s policies: operator specific policies may allow operator’s flexible policy decision.
Editor's note:
The list above of inputs for policy decision are not exhaustive and it is FFS whether more information are available as the input for policy decision. It is FFS if the list of inputs are available at the Policy Function or may be received from the Application Function or from the CP Function.
Editor's note:
The alignment of detailed description of policy parameters with descriptions in other network functions is FFS.
Editor's note:
It is FFS if policy decision input can be provided by the UE.
6.10.3.3
Solution evaluation

Editor's note:
This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

* * *End of the changes* * * *






3GPP

SA WG2 TD


