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1
Discussion

Void.

· In order to support a multi-homed PDU Session with network controlled prefix selection it is required that NG UE should be C type hosts according to IETF RFC 4191
“Type C hosts use a Routing Table instead of a Default Router List.

   (The Routing Table may also subsume the Prefix List, but that is

   beyond the scope of this document.)  Entries in the Routing Table

   have a prefix, prefix length, preference value, lifetime, and next-

   hop router.  Type C hosts use both the Default Router Preference

   value in the Router Advertisement header and Route Information

   Options.”
· it is required that NG UE support rule 5.5 of the RFC 6724” . From the RFC 6724:

· “Rule 5.5: Prefer addresses in a prefix advertised by the next-hop. If SA or SA’s prefix is assigned by the selected next-hop that will be used to send to D and SB or SB’s prefix is assigned by a different next-hop, then prefer SA. “  (SA=Source address A, SB=Source address B, D=destination)
2
Proposal

It is proposed to modify TR 23.799 as follows… 

6.4.13
Solution 4.13: Session Management model for multiple parallel PDU Sessions and for multi-homed PDU Session

This solution addresses WT#1 (SM model) 
6.4.13.1
Architecture description

This clause describes a session management model focusing on the following two cases:

-
Multiple parallel PDU Sessions of IPv4, IPv6, IPv4/IPv6 (if this type is supported in NextGen) or non-IP type;

-
Multi-homed PDU Session. 

Editor's note: Support of multi-homed sessions for IPv4 are FFS

Editor's note: roaming case is FFS
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Figure 6.4.13.1-1: Session management model with multiple parallel PDU Sessions

The proposed solution assumes the following session management model principles:

-
A PDU Session establishment and release is performed using NG1 signalling as in solution 4.2 and 4.3.

-
A PDU Session is identified with a Data Network Name (DNN).

Editor's note: It is FFS whether the DNN is identical to the APN.

-
CP functions in the NextGen core configure the user plane path for the PDU Session.

-
The user plane path in the NextGen core consists of user plane gateways (UP-GWs). The number of UP-GWs for a PDU Session is not imposed by the specification. 
NOTE0:
What this solution calls an “UP-GW” is called also User-Plane Function (UPF) in other solution (e.g. over all architecture)
-
For UE with multiple PDU sessions towards different DN there is no need for mandatory "convergence point" similar to the SGW. In other words, going out of the RAN the user plane paths of PDU Sessions belonging to the same UE may be completely disjoint. This also implies that for idle mode UEs (if NextGen_Idle state is supported) there can be a distinct buffering node per PDU Session. 

NOTE1:
In case session bitrate limitation across all PDU sessions to the same data network is required (to be determined by the QoS key issue), then for UE with multiple PDU sessions towards the same DN there is the need of a Core Network User plane "convergence point" to support across session bitrate enforcement and charging. Across-session bitrate enforcement has to be run in a unique entity that handles all the DL traffic from the same DN. DL traffic Charging is to be performed  after potential packet discard by across-session bitrate enforcement. 

-
A user plane path is materialised as a tunnel. There is one tunnel per PDU Session on between two entities . The tunnel carries all traffic of a PDU Session, regardless of the QoS requirements of individual traffic flows. The tunnel encapsulation header needs to be able to carry per-packet QoS markings and possibly other information.

-
The network may decide to reconfigure the user plane path of a PDU Session outside of any UE mobility event.

-
Multiple PDU Sessions to the same Data Network are supported as described in Solution 4.3 (clause 6.4.3) or by using a multi-homed PDU Session described below.

-
a PDU Session may be associated with one or multiple IPv6 prefixes or IPV4 addresses. The latter case is referred to as multi-homed PDU Session and is described in Figure 6.4.13.1-2 and Figure 6.4.4.1-3. In this case the PDU Session provides access to the Data Network via two separate IP anchors. The two user plane paths leading to the IP anchors branch out of a "common" UP-GW referred to as "branching point". The branching point is a logical functionality which may be co-located with other entities (e.g., a UP-GW for one of the IP anchors). The branching point functionality ensures that uplink packets take the appropriate path based on the UE's source address or other header fields The branching point is a Core functionality as it has to enforce APN AMBR and charging. It enforces split of UL traffic from the UE (forwarding the traffic towards the different IP anchors) and merge of DL traffic to the UE (merging the traffic from the different IP anchors towards the link towards the UE)

NOTE 2:
In case session bitrate limitation across all PDU sessions to the same data network is required (to be determined by the QoS key issue) then NOTE 1 applies also in this case.

-
The use of multiple IPv6 prefixes in a PDU session could be based on 

-
the "branching point" is configured as a mobility anchor that spreads the UL traffic between the IP anchors based on the Source Prefix of the PDU (selected by the UE based on policies received from the network).  This corresponds to Scenario 1 defined in IETF RFC 7157 "IPv6 Multihoming without Network Address Translation". This allows to make the "Common UP-GW" unaware of the routing tables in the Data Network and to keep the first hop router function in the IP anchors.
Editor's note: In  case of IPv4 multi-homed PDU session, it is FFS how the network can influence UE decisions on which source address to use 

-
In order to support a multi-homed PDU Session with network controlled prefix selection NG UE should 

-
be C type hosts according to IETF RFC 4191

-
support rule 5.5 of the IETF RFC 6724

-
The multi-homed PDU Session may be used to support make-before-break service continuity as described in Solution 6.1 (SSC mode 3 in clause 6.6.1) illustrated in Figure 6.4.13.1-2. The multi-homed PDU session may also be used to support cases where UE needs to access both a local service (e.g. Mobile Edge Computing server) and the Internet, illustrated in Figure 6.4.4.1-3. Access to local services may also be realized using the same address/prefix as for other services, as described in Solution 5.2 in more detail. In this case, the branching point may use filtering criteria other than the source IP address for uplink traffic.
-
A branching point for a given session may be inserted or removed by the control plane on demand. For example, when a session is first created initially with a single address/prefix, no branching point is needed. When a new address/prefix is added to the session, a branching point may be inserted. After the release of the additional addresses/prefixed, the branching point may be removed by the control plane when there is only a single address/prefix for the session.
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Figure 6.4.13.1-2: Multi-homed PDU Session: service continuity case
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Figure 6.4.13.1-3: Multi-homed PDU Session: access to local DN

6.4.13.2
Function description 
At the set-up of a PDU session supporting IPv6 traffic, the UE indicates to the network whether it supports multi-Homing
When a UE already has an existing multi-homed IPv6 PDU session established to a given Data Network with one or more UP-GW IP anchor(s), the network may control the an addition / removal of one UP-GW IP anchor in a multi-homed link of this PDU session to the same Data Network. This may arise in the following cases:
-
When the network determines that a service that the UE uses or intends to use (based on e.g., subscription information, local configuration, mobility or explicit signaling) can be better served via another UP-GW, such as a local UP-GW. 

-
In case of mobility, when a new more optimal UP-GW advertising new IPv6 Prefix should be connected to a multi-homed IPv6 PDU Session before the application layer sessions using current IPv6 Prefix assigned from an old UP-GW become terminated (”make before break” GW change, e.g. in SCC mode 3)

-
When the network detects an UP-GW does no more serve UE optimally should be removed from a multi-homed PDU session while the application layer sessions using IPv6 prefix assigned from such UP-GW become terminated.

When a UE has a multi-homed connectivity and receives IPv6 Router Advertisements from multiple UP-GW IP Anchors with different Prefix Information, the IPv6 host stack(s) in a UE shall configure multiple IPv6 prefixes/addresses on its multi-homed interface. 
Then the IPv6 host stack selects a source address (default GW/IP anchor) for its outgoing traffic according to the standard default source address selection rules as defined by IETF (IETF RFC 6724). The default router selection is entirely based on the existing IPv6 rules and practices supported in all standard IPv6 stack implementations.

Using the Multi-homed IPv6 PDU Session solution, a network operator can control the router preferences and more specific routes to choose which of the UP-GW IP anchors visible to the UE is to be used as the most preferred default router. Specifically, the IPv6 solution relies on RFC 6724 “Default Address Selection for IPv6” and RFC 4191 “Default Router Preferences and More-Specific Routes” which includes mechanisms by which the network can configure rules into the IPv6 host stack(s) in a UE to influence the selection of the address and thereby the selection of the used UP-GW IP anchor per each application layer session (IP flow). 
The RA with the Route Information Options is sent by the UP-GW(s) acting as PDU session anchor.
The network controlled traffic steering can be utilized simply in the UP-GW IP anchors by configuring these to send the operator desired rules in their IPv6 Router Advertisement (RA) messages to the UE. The UEs with standard host IPv6 stacks shall configure themselves accordingly and shall obey the provided rules.

Using this mechanism, the network can e.g. trigger addition of a new local UP-GW in the multi-homed PDU session with different address/prefix whenever the network determines that the user intends or benefits to use a service for which a local server is available. Using the routing rules configured into the UE, the network can direct the appropriate flows via the local UP-GW using the corresponding address. At mobility events, the network may determine whether or not to trigger the use of a new local UP-GW at a new location, depending on how the specific application is supported locally and based on the specific network deployment. 

6.4.13.3
Solution evaluation 

Editor's note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.
* * * * Next Change * * * *
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