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1. Background
T-ADS (Terminating Access Domain Selection) mechanism was developed in order to enable the IM CN to route an incoming call via the most suitable path, i.e. via CS or IMS. The T-ADS logic can be summarized as:
1)
Determine the most recent used RAT of the terminating UE;

2)
Retrieve the information of whether the most recent RAT supports IMS Voice over PS;
3)
Route the call based on the result of step 1) and 2), taking into account the operator policy and subscriber preference.

However, the current T-ADS mechanism does not cover the case when the UE is access IMS via WLAN. As a result, in some scenarios the routing decision may be wrong and thus the user experience impacted. 
2. Scenarios and problem analysis
2.0 assumption

a) WLAN is assumed to always support IMS services including voice service;

b) The UE is assumed to always register to IMS when moving into WLAN access;
c) MAPCON is not considered.

2.1 Scenario 1: UE moves from EPC integrated WLAN to UTRAN/GERAN, without explicit detach from EPC
Case 1-1: UE attaches to UTRAN/GERAN PS and registers to IMS subsequently.
· Analysis: the current T-ADS mechanism does not require SCC AS to save the timestamp of each IMS registration and corresponding RAT type. SCC AS has to query HSS about the most recent attched RAT and the capability of supporting IMS voice of that RAT. But HSS has no way to get timestamp of WLAN attachment, so it is not possible for HSS to find out which RAT is the most recent attached.
· Conlcusion: current T-ADS does not support this case and need to be enhanced.
Case 1-2: UE attaches to UTRAN/GERAN PS but does not register to IMS subsequently.
· Analysis: UE may not register to IMS when moving to UTRAN/GERAN, e.g. due to IMS voice is not supported. Similar to case 1-1, the SCC AS has to query the HSS for domain selection. HSS fails to do the selection due to lack of timestamp of WLAN attachment.
· Conclusion: current T-ADS does not support this case and need to be enhanced.

Case 1-3: UE does not attach to UTRAN/GERAN PS at all due to data-off.
· Analysis: The only information for T-ADS is the time of IMS registration on WLAN and CS attach status (no timestamp for it), which is not enough for current T-ADS mechnism.
· Conclusion: current T-ADS does not support this case and need to be enhanced.

2.2 Scenario 2: UE moves from UTRAN/GERAN to EPC integrated WLAN, without explicit detach from UTRAN/GERAN
Case 2-1: UE was registered to IMS via UTRAN/GERAN before moving to WLAN
· Analysis: same problem as case 1-1.
· Conlcusion: current T-ADS does not support this case and need to be enhanced.
Case 2-2: UE was not registered to IMS via UTRAN/GERAN before moving to WLAN
· Analysis: same problem as case 1-2.
· Conclusion: current T-ADS does not support this case and need to be enhanced.
Case 2-3: UE did not attach to UTRAN/GERAN PS at all due to data-off before moving to WLAN
· Analysis: same problem as case 1-3.
· Conclusion: current T-ADS does not support this case and need to be enhanced.
2.3 Scenario 3: UE moves from direct WLAN access to UTRAN/GERAN
Case 3-1: UE register to IMS via UTRAN/GERAN subsequently

· Analysis: same problem as case 1-1.
· Conlcusion: current T-ADS does not support this case and need to be enhanced.
Case 3-2: UE does not register to IMS via UTRAN/GERAN subsequently
· Analysis: same problem as case 1-2.
· Conclusion: current T-ADS does not support this case and need to be enhanced.

Case 3-3: UE does not attach to UTRAN/GERAN at all due to data-off
· Analysis: same problem as case 1-3.
· Conclusion: current T-ADS does not support this case and need to be enhanced.
2.4 Scenario 4: UE moves from UTRAN/GERAN to direct WLAN access, without explicit detach from UTRAN/GERAN
Case 4-1: UE was registered to IMS via UTRAN/GERAN before moving to WLAN

· Analysis: same problem as case 1-1.

· Conlcusion: current T-ADS does not support this case and need to be enhanced.
Case 4-2: UE was not registered to IMS via UTRAN/GERAN before moving to WLAN

· Analysis: same problem as case 1-2.

· Conlcusion: current T-ADS does not support this case and need to be enhanced.
Case 4-3: UE did not attach to UTRAN/GERAN due to data-off before moving to WLAN
· Analysis: same problem as case 1-3.

· Conlcusion: current T-ADS does not support this case and need to be enhanced.
2.5 summary
Current T-ADS mechanism can not support all the cases above and therefore needs to be enhanced.
For case 1-1, 1-2, 2-1, 2-2, 3-1, 3-2, 4-1 and 4-2, the main problem for current T-ADS to support is that there is no mechanism for HSS to get the time of WLAN attachment or the last periodic liveness checking.

For case 1-3, 2-3, 3-3 and 4-3, the main problem for current T-ADS to support is that there is no UTRAN/GERAN attachment information due to data-off.

3. Alternative solution discussion
3.1 Solution 1: HSS queries timestamp of WLAN attachment from ePDG
In this solution, ePDG saves the timestamp of the attachment or the most recent successful liveness checking to WLAN and responds the T-ADS query from HSS with the timestamp.

HSS take this timestamp and the capability of WLAN supporting IMS voice into account when doing the domain selection. HSS returns the RAT selected and the capability of supporting IMS voice as already specified.
SCC AS follows the existing T-ADS procedure and makes the final decision.
The general call flow is as follows:
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Figure 1: call flow of solution 1
This solution applies only to case 1-1, 1-2, 2-1, 2-2, 3-1, 3-2, 4-1 and 4-2.

3.2 Solution 2: SCC AS records the time of last 3rd party registration and retrieves timestamp of 3GPP Access from HSS
In this solution, SCC AS derives the timestamp of WLAN attachment according to the time of most recent 3rd party registration from WLAN access.
SCC AS queries HSS for T-ADS information including the timestamps of most recent radio contact for 3GPP access, which are campared by SCC AS with the derived timestamp of WLAN attachment to do the correct domain selection. It requires Sh interface extended to accommodate timestamps of most recent radio contact for 3GPP access.
The general call flow is as follows:
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Figure 2: call flow of solution 2
This solution applies to all cases above.
4. Evaluation

	Evaluation Criteria
	Solution 1
	Solution 2

	Impact on Nodes
	· ePDG saves the timestamp and responds to HSS query
· HSS takes the timestamp and voice capability of WLAN into account when returning the result to SCC AS
· HSS and 3GPP AAA support  timestamp query 
	· SCC AS saves the timestamp of most recent third party registration from WLAN;
· SCC AS and HSS support the transfer of timestamp of most recent radio contact for 3GPP access
· SCC AS takes the timestamps above into account

	Impact on interfaces
	SWm and SWx interfaces: new procedure for HSS query and new parameter to accommondate timestamp
	Sh interface: new parameter to accommondate timestamp

	Limitations of the Solution
	case 1-3, 2-3, 3 and 4 are not supported
	1-3, 2-3, 3-3,4-3 are not supported


5. Proposal

It is proposed to choose solution 2 as the way forward. T-ADS with data-off is not supported by both solutions but it is a common issue not specific to WLAN access, therefore it is suggested to study it further in a common WI.
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