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1. Overall Description:
SA2 thanks SA3 for their LS on Reply LS on "Next Generation" Security Requirements in S3-161182.
Regarding your question in:

"On the area of Network slicing SA3 is looking forward to a stable architecture and framework for network slice selection. To make progress with security solutions, SA3 kindly request clarification of the terms: network slice identification, UE network slice selection parameter, network slice tenant, slice type, and multi-tenancy."
SA2 would like to provide the following answers:

The solution on network slicing is still in progress so there may be different terms used in different solutions, however SA2 has agreed at the last meeting to use this terminology regarding the definition of a slice (see TR 23.799 definitions section 3.1):

Network Slice Template (NST): is a logical representation of the Network Function(s) and corresponding resource requirements necessary to provide the required telecommunication services and network capabilities.
Network Slice Instance (NSI): is an instance created from a Network Slice Template (NST).

Network Slice: is a concept describing a system behaviour which is implemented via Network Slice Instance(s). 

A network slice is identified by means that are solution dependent so until an agreed solution is available SA2 cannot provide a consensus view on how a slice is identified.
The concept of Network Slice Tenant and Slice Type (or service type) in context of NextGen are introduced by one specific solution. Please refer e.g. to the section 6.1.2 in TR 23.799 for a definition of it. 

The concept of Multi-tenancy in the context of NextGen is related to a network that supports multiple Network Slice Tenants. This may require the system to support an extra level of authentication to access tenant resources on top of the PLMN access authentication.
SA2 took in account the SA3 request for not accepting further contributions into their key issue "Security Framework", however SA2 would like to reiterate that it is intended to conclude FS_NextGen by SA#74/December 2016, and thus would like to ask SA3 to provide specific advice on the architecture assumption(s) to SA2 on the NextGen security including the support for network slicing so that SA2 can complete the NextGen study in time.   
2. Actions:

To SA3 group.

ACTION: 
SA2 asks SA3 to consider the above response.
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