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Abstract of the contribution: This contribution proposes an update to solution 2.1.
Introduction

In EPS, radio resources are reserved only for GBR bearers and as a result RAN needs to perform admission control for GBR bearers. On the other hands, non-GBR bearer do not reserves radio resources and admission control is not necessary for radio resource. In solution 2.1, Required Bit Rate is introduced regardless of flow type (e.g. GBR, nonGBR). In order to satisfy required bit rate, radio resource reservation is essential. It means that admission control for nonGBR PDU flow is required. This point is clarified in the evaluation part of the solution.

Proposal
It is proposed to add the following solution to the TR 23.799 for Study on Architecture for Next Generation System.

* * * * Start of 1st Change * * * *

[bookmark: _Toc458158078]6.2.1.1.3	Network Authorized QoS parameters
Based on the subscription, application requirements input from the service layer and QoS configuration as well as operator policies, the QoS parameters for the PDU session, for Service-specific and non-Service-specific PDU flows and for Service Data Flows are decided.
QoS parameters per PDU session:
-	Aggregated maximum bitrate for the session for all PDU flows of a PDU session.
QoS related parameters per Service-specific and non-Service-specific PDU flows:
-	PDU Flow Id: The marking in the tunnelling protocol encapsulation header that identify the PDU flow in the user plane
-	Traffic Flow templates and filters (when applicable): classifying the service data flow that the QoS parameters applies to. The TFT filter is defined to classify IP and non-IP flows. For example Ethernet flows may be classified based on Ethernet p-bit.
-	PDU Flow Priority: priority per PDU flow for admission to network resources, i.e. how the traffic associated with the flow shall be handled in the AN, at admission and resource mgmt and in CN_UP.
-	Maximum bitrate per PDU flow: UL and DL authorized bitrate value for a single PDU flow. This applies to Service-specific and non-Service-specific PDU flows.
-	Required bitrate per PDU flow: the bitrate (Minimum or Guaranteed bitrate per flow) that is required for the service to be delivered with sufficient QoE. This parameter is used by the AN and the AN tries to support the required bitrate. When the AN cannot satisfy the required bitrate, the AN drops packet(s) or provides a best effort service without any signalling to the core network based on the Network behaviour per PDU flow.
-	Delivery characteristic per PDU flow: for example packet delay budget, packet loss/late rate. The delivery characteristics may be expressed via a scalar value such as the QCI value, or explicitly indicated..
-	Network behaviour per PDU flow: the expected treatment if the QoS targets represented by the authorized QoS parameters for the flow are not met by the network.
NOTE: Not all QoS related parameters per PDU flow needs to be provided to the enforcement nodes (CN_UP, AN and UE) for all PDU flows. Which QoS related parameters that shall be enforced per PDU flow is an operator choice.
QoS related parameters per Service Data Flow:
-	Traffic templates classifying the service data flow that the QoS parameters apply to. The TFT filter is defined to classify IP and non-IP flows. For example Ethernet flows may be classified based on Ethernet p-bit.
-	SDF Priority: priority per SDF for admission to network resources, i.e. how the traffic associated with the flow shall be handled in the network at admission and resource mgmt and in CN_UP.
-	Maximum bitrate per SDF: UL and DL authorized bitrate value for a single SDF. 
-	Required bitrate per SDF: the bitrate (Minimum or Guaranteed bitrate per flow) that is required for the service to be delivered with sufficient QoE.
-	Delivery characteristic per SDF: for example packet delay budget, packet loss/late rate. The delivery characteristics may be expressed via a scalar value such as the QCI value, or explicitly indicated.
-	Network behaviour per Service Data flow: the expected treatment if the QoS targets represented by the authorized QoS parameters for the flow are not met by the network.
NOTE: Not all QoS related parameters per Service Data Flow needs to be provided from the Policy function for all service data flows. Which QoS related parameters that shall be enforced per Service Data flow is an operator choice.
[bookmark: _Toc458158079]6.2.1.1.3.1	Flow Priority
The Flow priority is a parameter indicating the relative priority of fulfilling the Required Bit Rate and delivery characteristics (delay budget, packet loss/late rate).  It impacts both the SDF/PDU flow admission to resources in the network as well as the distribution of resources for packet forwarding treatment, allowing consistency in admission and resource distribution to fulfil the service requirements.
In addition, whenever available, the Flow Priority is used as an input in the AN and in the UE to regulate the access control mechanisms (such as Access Class Barring and similar mechanisms) and thus the UE behaviour when connecting to the AN. 
[bookmark: _Toc458158080]6.2.1.1.4.2	Network behaviour per flow
Network behaviour per flow shall indicate the following behaviour
-	Admission. If the flow shall be admitted in the network even if there are not enough network resources to fulfil the service requirements (required bitrate and/or delivery characteristics) associated with the flow cannot be met (Keep/Drop)
-	Retention: If the flow can be discontinued to allow the network to admit a flow with higher priority (Retain/May be dropped)
-	Notification. If a network element shall send a notification (to the policy function) if the service requirements associated with the flow cannot be met. (Yes/No)
Editor's note:	It is FFS how frequently the network elements indicate repeated failures to meet the service requirements.
The Network behaviour may apply to both the SDF/PDU flow.
* * * * End of Changes * * * *
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