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Abstract of the contribution: This paper proposes solution for key issue 4 : reusing existing multicast/broadcast architecture to CIoT
Introduction

 In general, a lot of devices can be involved in IoT Application. Bunch of devices have located in certain area for the IoT Service. Therefore it would benefit if Downlink IoT traffic for the UE(s) is delivered via MBMS. It mitigate traffic load to send downlink message in which same application content is carried for the group of IoT devices.

Proposal
It is proposed to add following new section to TR 23.730:
In the revision, solution conclusion clause is removed.
6.y
Solution X – Reuse of GROUPE for multicast/broadcast of NIDD
6.y.1
Description
6.y.1.1 
General
This solution addresses the Key Issue 4 -  Reuse of existing multicast/broadcast architecture. 
As NIDD feature has been introduced in CIoT release 13, SCEF can transfer user data between a UE and a SCS/AS. While a large number of devices can be involved in IoT Service, each device can be grouped as per location. It would benefit if downlink IoT traffic for the group is delivered via MBMS to a certain location, so that non-IP data needs to be delivered over MBMS. Especially, using MBMS is good to trigger devices in a certain location but also transfer relatively large amount of data for a number of UE. (e.g., software update)
It is expected that the UE will be on power saving mode or eDRX which means the UE is not reachable at certain time. Therefore it is required to ensure the UE is available to receive MBMS traffic, and then SCS/AS or SCEF can set start time of MBMS traffic delivery. Following features can be used to determine to ensure the available time for receiving MBMS of the UE.

i) Utilizing MONTE, SCS/AS or SCEF gets to know when a UE is reachable and where the UE is located.
ii) Utilizing Communication pattern provisioning, SCS/AS can configure communication pattern as specified in 5.10.1. For example, Time zone and Day of the week when the UE is available for communication, Interval time of periodic communication, or duration interval time of periodic communication.
Alternative to i) and ii), based on application layer communication, a UE can be configured to request certain value of periodic TAU/RAU timer value for PSM or eDRX cycle during TAU/RAU. In this case, SCS/AS doesn’t have to rely on i) and ii).
6.y.1.2
Procedure
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1. Allocate TMGI Req.

2, Authorization

(TMGI allocation)

3. TMSI Allocation

4. Allocate TMGI Resp.

5. Application level interaction

via NIDD to inform MBMS context

7. Group Message Req.

(NIDD message, 

location/area info, 

TMGI, start time)

8. Activate MBMS Bearer request

9. MBMS Session Start Request/Response

10. Activate MBMS Bearer Response

11. Group Message 

Confirm

13. Action in response to group message

12. Group Message Delivery

0. NIDD configuration and T6a Connection establishment, During NIDD configuration, group delivery is authorized

6. Decision to send NIDD via 

MBMS

MBMS-GW/GGSN 


0. NIDD configuration and T6a connection establishment can be performed for NIDD. SCS/AS can send NIDD configuration request with including request for group message delivery of non-IP data. The SCEF can check that the SCS/AS is authorised to use the group message delivery based on local policy. If this check fails the SCS/AS is not allowed to use group message delivery. In this step, the request for the group message delivery is not about the external group ID but NIDD.
1 to 5. Same as clause 5.5.1 of the TS 23.682[3] Group message delivery using MBMS. In the step 5, if the SCS/AS wants to send non-IP data through MBMS, the SCS/AS doesn’t send IP related MBMS context to the UE.
6. After Step 5, SCS/AS can decide to NIDD via MBMS in order to send user data to UE(s). The SCS/AS can figure out the location of UE(s) and reachable time for the UE(s) based on Monitoring Event or Communication Pattern parameters provisioning (as specified by clause 5.6 and 5.10 of the TS 23.682[3]). Based on the above information, SCS/AS determines start time of NIDD via MBMS and location/area information to send MBMS traffic.
7. The SCS/AS sends the group message request (SCS/AS reference ID, location/area information, TMGI, start time, list of External ID/MSISDN, non-IP data) message to the SCEF. In this message, the SCS/AS may include non-IP data toward UE(s) in a certain location. If the user data to be sent to UE(s) is a large amount of data, the SCS/AS can send the data to the SCEF in the step 12. The SCEF can check the number of UEs and the location to authorize the group message request.
8 to 11. Same as clause 5.5.1 of the TS 23.682[3] Group message delivery using MBMS.
12. Before send MBMS traffic, application level interaction may be applied for the devices to retrieve the related MBMS service information, e.g. TMGI, start time. Those application level interactions can be done via NIDD. At or after the requested start time, the SCS/AS transfers the content to be delivered to the UE(s) to the SCEF.

13. In response to the received content, the UE may initiate NIDD to the SCS/AS.
6.y.2
Impact on existing nodes and functionality
SCEF: It is required to perform authorization for the group message delivery for NIDD. It is required to support authorization of the group message request from the SCS/AS based on the local policy in terms of the number of UE(s) and the location of the UE(s).

SCS/AS: It is required to perform MONTE or Communication Pattern provisioning to ensure location of the UE(s) and start time of MBMS traffic delivery.
6.y.3
Solution Evaluation
This solution requires the change on authorization of the group message request for NIDD.

This solution requires other functionality for MTC such as MONTE and Communication Pattern provisioning. Otherwise it should be done via application level signalling which is not scope of 3GPP.

This solution allows to SCS/AS can send NIDD via MBMS for UE(s) on certain location/area, not for the external group ID. If the group message request for NIDD is authorized, the SCS/AS can decide to send NIDD via MBMS based on the presence and location of the UE(s).
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