Page 1



SA WG2 Meeting #116bis
S2-164582
Aug 29 – Sep 2, 2016, Sanya, P. R. China
(revision of S2-xxxxx)
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	23.167
	CR
	0303
	rev
	-
	Current version:
	14.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Allowing ICS MSC to interact with IMS for IMS emergency call handling.

	
	

	Source to WG:
	Nokia, Deutsche Telekom, T-Mobile USA Inc, NEC

	Source to TSG:
	S2

	
	

	Work item code:
	DUMMY, SeDoC
	
	Date:
	2016-07-01

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-14

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	SeDoc has concluded its study in TR 23.719 that IMS can be reused to handle CS emergency call when MSC is enhanced with ICS. This CR implements this conclusion from TR 23.719. 

	
	

	Summary of change:
	· add reference to include ICS MSC for CS emergency call

· include new reference point I6 in the architecture between MSC server enhanced with ICS and E-CSCF

· point to TS 23.292 for MSC server related procedure

· relabel 7.7.2 in order to account for the use case with ICS MSC when CS eCall is used (fallback to inband scenario) and also added description related to ICS MSC scenario

· editorial: replace EPS with IP-CAN if figure 7.7.3-1



	
	

	Consequences if not approved:
	SeDoC conclusion for IMS emergency interworking is not implemented.

	
	

	Clauses affected:
	1,2,5.1,5.2,6.2.2,6.2.11 (new),7.7.2,7.7.2

	
	

	
	Y
	N
	
	

	Other specs
	x
	
	 Other core specifications

	TS 23.292 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


///*** First  change ***///
1
Scope

This document defines the stage 2 service description for emergency services in the IP Multimedia Core Network Subsystem (IMS), including the elements necessary to support IP Multimedia (IM) emergency services and IM emergency services for eCall. ITU‑T Recommendation I.130 [4] describes a three-stage method for characterisation of telecommunication services, and ITU‑T Recommendation Q.65 [3] defines stage 2 of the method.

This document covers also the Access Network aspects that are crucial for the provisioning of IMS emergency services. Other 3GPP specifications that are related to the IMS emergency services are TS 23.228 [1] on IMS in general, including fixed broadband access aspects, TS 23.060 [2] describing GPRS (UTRAN); TS 23.401 [28] describing EPS (UTRAN and E-UTRAN); TS 23.402 [29] describing Non 3GPP access (WLAN) to EPC; TS 23.271 [5] that covers location services; TS 23.216 [31] and TS 23.237 [32] describing Single Radio Voice Call Continuity (SRVCC) and Dual Radio Voice Call Continuity (DRVCC) for IMS Emergency session, and TS 23.292 [45] describing the use of IMS services when using CS access for the media bearer.. TS 25.301 [6] contains an overall description of the UMTS Terrestrial Radio Access Network; TS 36.300 [30] contains an overall description of the Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN). Other non-3GPP specifications that are related to the IMS emergency services include 3GPP2 cdma2000 HRPD IP‑CAN, as specified in 3GPP2 X.S0060 [25] when the UE is connected to a PDS core network and 3GPP2 X.S0057‑A [39] when the UE is connected to an EPC core network.

The emergency support in different IP-CANs is described in the Informative Annex E.

///*** 2nd  change ***///
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
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ITU Recommendation I.130: "Method for the characterization of telecommunication services supported by an ISDN and network capabilities of an ISDN".

[5]
3GPP TS 23.271: "3rd Generation Partnership Project; Technical Specification Group Services and Systems Aspects; Functional stage 2 description of LCS".

[6]
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3GPP TR 21.905: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Vocabulary for 3GPP Specifications".

[12]
3GPP TS 23.002: "3rd Generation Partnership Project; Technical Specification Group Services and Systems Aspects; Network architecture".

[13]
3GPP TS 24.008: "3rd Generation Partnership Project; Technical Specification Group Core Network and Terminals; Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

[14]
IETF RFC 4119: "A Presence-based GEOPRIV Location Object Format".

[15]
OMA AD SUPL: "Secure User Plane Location Architecture", http://www.openmobilealliance.org.

[16]
OMA TS ULP: "User Plane Location Protocol", http://www.openmobilealliance.org.

[17]
NENA I2 architecture: "Interim VoIP Architecture for Enhanced 9-1-1 Services (i2)".

[18]
ETSI ES 282 004: "Protocols for Advanced Networking (TISPAN); NGN Functional Architecture; Network Attachment Sub-System (NASS)".

[19]
3GPP TS 24.229: "IP multimedia call control protocol based on SIP and SDP; stage 3".

[20]
3GPP TS 23.203: "Policy and Charging Control architecture".

[21]
3GPP TS 23.003: "Numbering, addressing and identification".

[22]
Void.

[23]
ANSI/J‑STD-036‑B: "Enhanced Wireless 9-1-1, Phase 2".

[24]
3GPP2 X.S0002‑0: "MAP Location Services Enhancements".

[25]
3GPP2 X.S0060: "HRPD Support for Emergency Service".

[26]
3GPP TS 22.003: "Circuit Teleservices supported by a Public Land Mobile Network (PLMN)".

[27]
3GPP TS 22.228: "Service requirements for the Internet Protocol (IP) multimedia core network subsystem; Stage 1".

[28]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[29]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".

[30]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

[31]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SR VCC); Stage 2".

[32]
3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".

[33]
3GPP TS 24.301: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[34]
3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia telephony; Media handling and interaction".

[35]
3GPP TS 32.260: "Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging".

[36]
ETSI TS 181 019 V2.0.0: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Business Communication Requirements".

[37]
ETSI TS 182 024 v.2.1.1: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Hosted Enterprise Services; Architecture, functional description and signalling".

[38]
ETSI TS 182 025 v.2.1.1: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Business trunking; Architecture and functional description".

[39]
3GPP2 X.S0057‑C v1.0: "E‑UTRAN - eHRPD Connectivity and Interworking: Core Network Aspects".

[40]
NENA 08‑002, Version 1.0 (i3): "NENA Functional and Interface Standards for Next Generation 9-1-1".

[41]
3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station (MS) in idle mode".

[42]
3GPP TS 26.267: "Digital cellular telecommunication systems (Phase 2+); Universal Mobile Telecommunication System (UMTS); eCall data transfer; In-band modem solution General description".

[43]
3GPP TS 23.328: "P Multimedia (IM) Subsystem Sh interface; Signalling flows and message contents".

[44]
3GPP TS 33.203: "3G security; Access security for IP-based services".
[45]
3GPP TS 23.292: "IP Multimedia Subsystem (IMS) centralized services ".

///*** 3rd  change ***///
5
Architecture model and reference points

5.1
Reference architecture

This specification introduces an additional CSCF role to those defined in the IMS architecture TS 23.002 [12], called Emergency CSCF (E‑CSCF), see figure 5.1.
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Figure 5.1: E‑CSCF in reference architecture

NOTE 1:
P‑CSCF, MSC Server enhanced for ICS, EATF and E-CSCF are always located in the same (serving) network; this is the visited network when the UE is roaming. For emergency session initiation, the S-CSCF and AS are only applicable for non-roaming cases.

NOTE 2:
For simplicity, not all functional components, e.g. IBCF, MGCF and BGCF, are shown in this figure.

NOTE 3:
Based on operator policy, the E‑CSCF can route the emergency IMS session to the PSAP via an ECS. See the details in Annex D.

///*** 4th  change ***///
5.2
Reference points

The E‑CSCF uses Mw, Mg, Mi, Ml, Mm, Mx and I4 reference points to connect to other IMS entities and other IP Networks.

I4 is a reference point between an E-CSCF and an EATF. See TS 23.237 [32].

I5 is a reference point between an I‑CSCF and an EATF. See TS 23.237 [32].

I6 is a reference point between an MSC Server enhanced for ICS and E-CSCF. See TS 23.292 [45].

Sh is a reference point between LRF and HSS. See TS 23.328 [43].

6
Functional description

…

6.2
IMS Functional entities

…

///*** 4th change ***///
6.2.2
Emergency‑CSCF

-
Receive an emergency session establishment request from a P‑CSCF or an S-CSCF.

-
If the UE does not have credentials, a non-dialable callback number shall be derived where required by local regulation (e.g. see Annex C of J‑STD‑036 [23]).

-
If location information is not included in the emergency request or additional location information is required, the E‑CSCF may request the LRF to retrieve location information as described in clause 7.6 Retrieving Location information for Emergency Session.

-
If required, the E‑CSCF requests the LRF to validate the location information if included by the UE.

-
Determines or queries the LRF for the proper routing information/PSAP destination.

-
Route emergency session establishment requests to an appropriate destination including anonymous session establishment requests.

-
Subject to local regulation, the E‑CSCF may send the contents of the P-asserted ID or UE identification to the LRF.

-
Based on operator policy, the E‑CSCF may route the emergency IMS call to ECS for further call process.

-
For supporting SRVCC and/or DRVCC, see TS 23.237 [32] and TS 23.216 [31], the E CSCF forwards the session establishment request to the EATF in the serving IMS network for anchoring.

-
Generation of CDRs.

-
For an NG-eCall and if an LRF/RDF is not deployed, the E-CSCF may use an indication of an automatic eCall or a manual eCall to assist routing of an emergency session establishment request.
-
For supporting emergency session request from MSC Server enhanced with ICS, see TS 23.292 [45]. E-CSCF follows the same procedure as defined for handling emergency session request from P-CSCF. 
///*** 5th change ***///
6.2.11
MSC Server enhanced with ICS
The MSC Server enhanced with ICS may provide interworking mechanisms to support emergency call using CS media bearer and using IMS for routing/handling the emergency call toward PSAP. From the view point of E-CSCF, MSC Server enhanced with ICS behaves like a P-CSCF. Further details on MSC Server procedure are defined in TS 23.292 [45].
///*** 6th change ***///
7
Procedures related to establishment of IMS emergency session

…

7.7
Transfer of MSD for eCall

7.7.1
MSD Transfer/Acknowledgement during Session Establishment with PSAP supporting NG-eCall

Figure 7.7.1-1 illustrates a high level call flow for an interworking scenario between a UE and a PSAP supporting NG-eCall.

This scenario occurs, when the UE detects that the NG-eCall is supported by the IP-CAN.
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Figure 7.7.1-1: NG-eCall Scenario with PSAP supporting NG-eCall

1.
The UE performs steps 1 to 6 of the procedure shown in Figure 7.1.

2.
The UE sends an initial emergency SIP INVITE to the IMS core. The SIP INVITE shall contain the initial MSD and the eCall type of emergency service indicator (automatic, manual).

3a.
The IMS core routes the SIP INVITE towards the appropriate PSAP.

NOTE 1:
Routing within the IMS core is based on the UE location and the eCall type of emergency service indication, but not on the content of the initial MSD. The PSAP may use also location data contained within the initial MSD.

3b.
The PSAP verifies the correctness of the initial MSD and returns a SIP 200 OK to the IMS core. The SIP 200 OK explicitly includes a positive or negative acknowledgement for the initial MSD.

3c.
The IMS core proxies the SIP 200 OK to the UE.

4.
The emergency call establishment is completed. In addition to the transfer of MSD, media channels are established. In this case the emergency voice channel is established.

5.
The established audio channel supports bidirectional voice communication,

7.7.2
MSD Transfer/Acknowledgement during Session Establishment with fallback to inband eCall MSD transfer
Figure 7.7.2-1 illustrates a high level call flow for an interworking scenario between a UE and a PSAP via the CS domain.

This scenario may occur due to:

-
when PS access is available, but the UE does not detect that the NG-eCall is supported by the IP-CAN and there is no CS access available. In this case, the UE shall establish a regular IMS emergency call.

-
when the UE detects that the IP_CAN supports NG-eCall and initiates an NG eCall but the session is handled by a PSAP not supporting NG-eCall. The only exception would be step 2 and where the SIP INVITE shall contain the initial MSD and the eCall type of emergency service indicator (automatic, manual).
-
when UE is using CS access via MSC Server enhanced with ICS to interwork eCall handling with IMS. 

-
when the UE has changed the access network from IP-CAN to CS after initiated an NG eCall (eg., due to SRVCC).
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Figure 7.7.2-1: eCall Scenario with PSAP not supporting NG-eCall

1.
The UE performs steps 1 to 6 of the procedure shown in Figure 7.1.

2.
The UE sends an initial emergency SIP INVITE to the IMS core. The SIP INVITE implements one of the following 2 options:

-
shall not contain the eCall type of emergency service indication (automatic, manual) and shall not include the initial MSD in case the PS access is available, but the UE does not detect the "eCall supported" indication;

-
shall contain the initial MSD and the eCall type of emergency service indicator (automatic, manual) if the UE detected the "eCall supported" indicator.

3.
The IMS core routes the emergency SIP INVITE towards the appropriate PSAP. In this call flow, the appropriate PSAP is accessed over the MGCF and the CS domain after translating the eCall type of emergency service indication into the corresponding MSISDN.

3a.
The SIP INVITE is sent to an MGCF/MGW for interfacing to the CS domain.

3b.
The MGCF sends an IAM towards the appropriate PSAP for the emergency voice call.

4.
The emergency voice call establishment is completed with a voice path only.

5.
The UE shall attempt to transfer the MSD to the PSAP via the eCall Inband Modem, as defined in TS 26.267 [42].

///*** 7th change – just editorial to replace EPS with IP-CAN ***///
7.7.3
Transfer of an updated MSD

Figure 7.7.3-1 illustrates a high level call flow for transfer of an updated MSD in the case that the emergency centre or PSAP is accessed via the PS domain. The call flow is applicable following establishment of an emergency services session for eCall as described in clause 7.1.1 in which the initial MSD is transferred in the INVITE and prior to release of the emergency services session.
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Figure 7.7.3-1: Sending an updated MSD for eCall

1.
If the emergency centre or PSAP requires an MSD update, it may send a request for MSD to the IMS Core.

2.
The IMS Core shall forward the request to the UE.

3.
The UE shall send the most recent MSD to the IMS Core.

4.
The IMS Core shall forward the MSD to the emergency centre or PSAP.

NOTE:
Whether an acknowledgement message for the successful receipt of updated MSD by the PSAP is further provided to the UE is resolved in stage 3 level.
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