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Abstract of the contribution: Proposes overall evaluation and conclusion to the key issue #1 - Authorization of Coverage Enhancements in the TR 23.730.

Proposal

Overall evaluation and conclusion to the key issue #1 - Authorization of Coverage Enhancements in the TR 23.730 is proposed below:

***************** Start of changes **********************

7
Overall Evaluation

7.x
Key issue #1

Key Issue has 4 solutions. 

Solution 1 is based on principle of keeping new UE subscription parameter in HSS. This parameter dictates if coverage enhancements is authorized or not for the UE. Parameter is provided to the UE by the MME as part of NAS signalling (i.e. Attach and TAU procedures). Solution also addresses the architectural requirement to allow the 3rd party service provider to query the status of, or enable, or disable Coverage Enhancements capability per UE. Solution 1 has no impact on the RAN. 

Solution 2 is based on principle of configuring UE (e.g. using OMA-DM or at UE manufacturing) whether it is allowed to use coverage enhancements or not. Solution is only useful for UE which are not expected to change this capability. Given the limited applicability of this solution it is proposed to not use this solution for the normative work.

Solution 3 is also based on principle of keeping new UE subscription information in HSS (called as CE authorization information). This parameter dictates if coverage enhancements is authorized or not for the UE. Parameter is provided to the UE by the MME as part of NAS signalling (i.e. Attach and TAU procedures). This is very similar to solution 1. Comparison between solution 1 and solution 3 is as follow – 

a) Solution 3 uses CE authorization information which consist of CE indication parameter (same as Enhanced Coverage Allowed parameter in solution 1) and in addition, authorized CE level range parameter which indicates the maximum CE level that the UE can use. Solution 1 can be extended to include CE level range parameter.

b) Solution 1 address architectural requirement to allow the 3rd party service provider to query the status of, or enable, or disable Coverage Enhancements capability per UE. Solution 3 doesn’t address this architectural requirement but can be extended to address this. 

c) Solution 1 indicate interaction between Enhanced Coverage Info kept at MME and new CE parameters from HSS when downlink data is received. Solution 3 doesn’t address this but can be extended to address this. 

Solution 1 & 3 are very similar. It is proposed to extend Solution 1 to also include CE level range parameter as part of UE subscription in HSS and use as the basis for the normative work. 

Solution 4 is also based on principle of keeping new UE subscription information in HSS (called as CE authorization information). However as compared to solution 1 & 3, MME provides CE authorization information obtained from HSS to the RAN. The RAN enforces the CN decision and informs the UE. In addition to UE and CN impacts, solution has additional impacts on the RAN. Since eNB decides CE mode for the UE (as part of RRC msg 4) there is no benefit of RAN enforcing this. Only benefit of enforcement by the eNB, in addition to the enforcement by the UE, is to address limited case of misbehaving UEs but there is no incentive for the UE to misbehave as differentiated charging may be applied to UE using this feature. Given additional RAN impact and complexity but no additional benefits it is proposed to not use this solution for the normative work.

***************** Next change **********************

8
Conclusions


For key issue 1 - Authorization of use of Coverage Enhancement, it is proposed that solution 1 should be used as the basis for the normative work.

***************** End of changes **********************
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