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1
Discussion

Void.

2
Proposal

It is proposed to modify TR 23.799 as follows…

6.2.3
Solution 2.3: Content Aware QoS Framework

6.2.3.1
Overview

This is a solution to Key issue 2: QoS framework.

NOTE:
CN means Core Network; CP means Control Plane; UP means User Plane

The solution is based on following principles:
1. The CN (CP) is able to send to the RAN via CP signalling:

· Transport level rules associating a service data flow (e.g. IP flows in case of PDU sessions carrying IP traffic) with a set of transport level parameters (priority, delay,…) 

· but also more advanced rules  containing higher level (“Quality of Experience” related) QoS parameters: “Intent level” QoS rules. 

NOTE 1:
The solution assumes that the AN is able to access to the header (e.g. IP & transport headers) of the PDU carried between the UE and NG-Gi.

NOTE 2:
The transfer via signalling of QoS rules from the Core to the AN may not apply to all AN types.

NOTE 3:
Traffic subject of Application detection in the Core in not assumed to be subject of application detection in the RAN

PDU flows:  A flow of PDU(s) carried between the UE and NG-Gi on a given PDU session that have the same lower layer addressing information. 

· In case of an IP PDU session type, a PDU flow is identified by the same 5 Tuple same as in 4G EPC

· In case of an Ethernet PDU session type, a PDU flow is identified by the source and destination MAC address as well as  802.1q header

· In case of Unstructured PDU session type, there is no PDU flow ; only the whole content of the PDU session can be identified

A service Data Flow corresponds either to a set of PDU flows (identified by traffic filters that may use wildcarding) or to an application.

2. No usage of bearers: bearers are used neither in the Core nor on the Core to AN interface

NOTE 4: 
Whether bearers are used over the radio interface is totally transparent for the solution and totally under the scope of RAN WG

NOTE 5: 
The absence of bearers on the Core to AN interface is an important step towards an access independent interface

3. DL packet marking in the User Plane from the Core to the RAN to ensure coherency between information collected for charging (e.g. stored in CDR) and  the QoS rules applied by the AN.
Editor's note:
GBR traffic is FFS.
Editor's note:
Applicability of this solution for non-3GPP AN is FFS.

Principles 2 and 3 are common with solution in sub-clause 6.2.2.
6.2.3.2
Architecture description

The Figure 6.2.3.2-1 represents a QoS architecture that is used to describe the proposed QoS framework. 
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Figure 6.2.3.2-1: Content Aware QoS architecture


The architecture is the same than in solution 6.2.2 with following differences:

1 NG1-C may carry other QoS rules (Intent level QoS) than in solution 6.2.2..
2 The NextGen-RAN contains a Content Awareness Function in the RAN (CAF-RAN). The role of the CAF-RAN is detailed below. CAF-RAN contains both CP and UP functions. The potential split between CAF-RAN CP and UP is considered out of scope of SA2
Editor's note:
This solution has dependency on RAN WGs. Decision to support CAF-RAN within RAN belongs to RAN WGs.



3 NG-NAS is not used to carry QoS related information

CN UP functions

As in solution 6.2.2, the CN UP functions (User Plane part of the PCEF) are able to

· Receive QoS & charging rules from the CN CP. These rules target service data flows 
· Detect applications

· Carry out charging actions (CDR, on-line charging) based on the rules received from the CN CP

· Mark DL UP traffic sent to the (CAF-)RAN based on rules received from the CN CP. This marking is called FII (Flow Identification Indicator). The FII marking is not meant to directly control the QoS behaviour in the RAN: the QoS behaviour in the RAN is controlled by QoS rules that may refer to FII and that are sent by the CN CP to the CAF-RAN.
Content Awareness function in the RAN (CAF-RAN):

CAF-RAN:
· Receives QoS rules from the CN CP. These rules may target any combination of (FII (UP flow marking by CN UP), service data flows (PDU session flows))
-
QoS rules sent to CAF-RAN use FII to identify the targeted traffic. This allows the CN CP to ensure coherency between charging decisions (and potential application detection) from the Core and QoS enforcement in the RAN
· Is made aware of the PDU session type (IP, Ethernet, Unstructured) by the CN CP.
· NOTE: 
This is needed for the CAF-RAN to be able to filter traffic based on PDU session flows
· Transforms higher level QoS rules received from the CN CP into transport level QoS rules. This transformation may be dynamic and it takes into account the current radio load (in the cell(s) used to exchange UP traffic with the UE) and the radio quality for the UE

-
This transformation takes into account the user plane traffic mix, simultaneous competing flows and network status and resource availability. . 



· Can Shape DL and UL traffic. DL traffic shaping helps controlling the flow of UL traffic.

Co-ordination between CN UP and CAF-RAN:

The CN UP provides packet marking (FII) based on the rules received from the CN CP. The traffic shaping and policy enforcement in the CAF-RAN is bound by Intent level -QoS rules received from the CN CP that may refer to this marking. The CN CP is responsible of ensuring the coherency between any application detection (and related charging data collection) in the CN UP and QoS rules sent to the CAF-RAN. This ensures that the CN UP and CAF - RAN are working in coordinated manner : the CAF-RAN is bound by the charging and application detection performed in the core but is responsible of providing an appropriate QoS to the flows marked by the Core (FII).


CN CP function:

QoS rules are 



determined at the CN CP functions. They are transferred to the CAF- RAN and to the CN UP functions, at least at PDU session establishment.



Policy provisioning and enforcement:

Operator provisions subscriber and application specific QoS policies in the CN CP functions. The CN CP functions in the Core provide the rules to the CAF-RAN and CN UP functions.
Charging:

Traffic charging support (CDR, granted quota for on-line) is performed in the CN UP function based on the rules received  from CN CP.

























	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


The following reference points are assumed for the purpose of describing the QoS framework:

NG1-C:
Reference point between the RAN and CN CP functions.

NG3:
Reference point between the CN CP functions and an Application Function (AF).

NG5:
Reference point between the CN CP functions and CN UP functions.

NG1-U:
Reference point between the RAN and CN UP functions.

NR-Uu:
Reference point between the UE and the NextGen-RAN.

6.2.3.3
QoS related information exchanged between network functions
FII:  Flow Identification Indicator: Traffic Mark set by the CN UP on DL UP traffic sent to the (CAF-)RAN. This marking is based on rules received from the CN CP and may e.g. identify traffic of applications detected by the CN UP function and/or traffic subject of a specific charging. The FII marking is not meant to directly control the QoS behaviour in the RAN: the QoS behaviour in the RAN is controlled by QoS rules that may refer to FII and that are sent by the CN CP to the CAF-RAN.
The FII identification space is divided in 2 parts
· Standard FII values. Only usage of these values is expected in case of Home Routing type of roaming for a PDU session (where the PDU session anchor lies in the Home network)
· FII values for each operator deployment
Rules sent from CN CP to CN UP:

A QoS & charging rule sent from CN CP to CN UP (PCEF-UP) 

· Targets a service data flow 

· Is associated with a precedence to determine which rule to apply when a PDU would match multiple rules. The precedence applies only within a PDU session i.e. traffic detection takes place within the flow of a PDU session.
· Identifies the charging related information (out of scope of this solution)

· Identifies the FII tagging to be used to send the corresponding traffic downstream. This is intended for the CAF-RAN

· May correspond either to a transport level or to an intent level of QoS rule (a given QoS rule corresponds to one single level: either “transport” level or “Intent” level):
-
Transport QoS level rules map a set of PDU flows into Explicit QoS targets (priority, delay, jitter, packet loss, etc.).

-
Intent level QoS rules.

An Intent level rule associates a Load and quality level with a QoE level.

·  Load and Quality Levels may correspond to: “High”, “medium”, “low”.

· QoE levels may correspond to: “Higher”, “medium”, “lower” or to abstract rules: e.g. Voice type QoS, Smoothed Bit rate QoS (limit the bandwidth variation for the traffic), bulk traffic (traffic may be discarded when the network conditions are bad or the network is too loaded), etc 

The PCEF-UP is responsible to locally map Intent level QoS rules into Transport QoS level rules based on 

· Static information: local PCEF policies and 

· Dynamic information: load conditions inferred from traffic analysis, 

· bound by the upper limits of intent level QoS rules (QoE level).
Rules sent from CN CP to CAF-RAN:

A QoS rule sent by the CN CP to the CAF-RAN contains:
· Information to identify the target UP flow (equivalent concept than SDF descriptor in PCC)

· A QoS precedence rule to determine which QoS rule to apply when a PDU would match multiple QoS rules. The precedence applies only within a PDU session i.e. traffic detection takes place within the flow of a PDU session.
· Target QoS information; this may correspond to a “transport” QoS rule or to a set of higher level rules (“Intent” level). A given QoS rule corresponds to one single level: either “transport” level or “higher” level.
The target UP flow of a QoS rule sent to CAF-RAN may be identified by any combination of (including also wildcarding):
· FII (packet marking from CN UP)

· PDU flow  addressing information (e.g. a 5 Tuple in case of a PDU session of IP PDU session type)
The CN CP may send following level of rules (different level of Target QoS information) to the CAF- RAN:

-
Transport QoS level rules map a set of PDU flows into Explicit QoS targets (priority, delay, jitter, packet loss, etc.).

-
Intent level QoS rules which map a set of PDU flows into abstract QoS target e.g. Voice type QoS, Smoothed Bit rate QoS (limit the bandwidth variation for the traffic), bulk traffic (traffic may be discarded when the radio conditions are bad or the cell too loaded), etc.
An Intent level rule associates a (Radio) Load and quality level with a QoE level.
·  Load and Quality Levels may correspond to: “High”, “medium”, “low”.

· QoE levels may correspond to: “Higher”, “medium”, “lower” or to abstract rules.  
NOTE: 
CAF-RAN applies Intent level rules for an UP flow only if the Core allows it:

· Intent level QoS rules sent to the RAN are associated with FII marks by CN CP plane (e.g. for certain FII values, CAF-RAN is not allowed to apply intent level rules)
· Thus CAF-RAN may apply Intent level QoS on a PDU session flow only when the CN UP has sent DL traffic of this PDU session flow with the corresponding FII marking.
CAF-RAN is responsible to locally map Intent level QoS rules into Transport QoS level rules based on 
· Static information: local CAF-RAN policies and 
· Dynamic information: local (radio) conditions (current context of the user plane traffic mix, simultaneous competing flows and network status and resource availability), 
· bound by the upper limits of intent level QoS rules (QoE level).
The mapping from an Intent level rule towards actual Transport QoS level parameters is controlled by local operator policies. 

At Hand-Over from source RAN to target RAN, the source RAN provides the target RAN with 
·  The QoS policies receivd from the CN CP i.e. transport QoS rules and Intent QoS rules for the UE (information independent of the current PDU session flows of the UE)

·  but also with the derived transport QoS rules currently applying to the PDU session flows of the UE (information sent only for the on-going PDU session flows of the UE)
In case of Home Routing type of roaming for a PDU session (where the PDU session anchor lies in the Home network), the CN CP QoS policies that target the CAF-RAN come from the CN CP entities of the Home network and are likely to contain only Transport level policies. They may nevertheless contain Intent level policies based on specific roaming agreements (e.g. between operators belonging having signed specific roaming agreements)
6.2.3.4
Function description

Editor's note:
This clause will contain function descriptions and the interactions among the network functions.
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Figure 6.2.3.4-1

1.
A PDU session for user plane traffic is established between the UE and a data network. The PDU session carries all user plane traffic regardless of the QoS characteristics of individual traffic flows.


2,3.
The CN CP functions signals QoS rules to the CN UP Functions
. These rules are defined in § 6.2.3.3. They may refer to application detection
 and to FII marking to be set by the CN UP. The CN UP acknowledge(s) the rules received from the CN CP
4,5.
The CN CP functions signals QoS rules to the CAF-RAN. These rules are defined in § 6.2.3.3. They may refer to FII marking received from the Core. The CAF-RAN acknowledges the rules received from the CN CP

NOTE 2:
It is up to the RAN groups to define QoS framework in radio access.









6.2.3.3
Solution evaluation

Editor's note:
This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

* * * * Next Change * * * *
3GPP
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