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This contribution proposes a solution for the support of UE attached to multiple network slices simultaneously. First of all, a NextGen network architecture with multiple slices is presented. Then the procedures of UE’s attachment is described. Finally, after a service is triggered, how to select a slice for the service is illustrated. 
Introduction

Network Slicing Work Task Proposal in 3GPP NextGen SID is described as follows:
· NS_WT_1: Network slice instance selection and association

· NS_WT_5: Enable operators use the network slicing concept to efficiently support multiple 3rd parties(e.g. enterprises, service providers, content providers, etc.) that require similar network characteristics

· NS_WT_6: UE simultaneous association with multiple network slice instances

The intent of this paper is to present a complete solution to address the abovementioned work tasks for supporting network slicing. More specifically, the key issues that are addressed by this proposal are:
· An overarching NextGen network architecture regarding the support of multiple connections to multiple network slices for a UE.

· The procedure(s) for a specific type of UE initially attaching to corresponding core network.

· The procedure(s) for a specific service of a UE connected to appropriate network slice, whether or not the service is provided by the operator or the 3rd party service provider.

Discussions
In 5G Celluar Network, it is supposed to support more assorted applications, while the operator expects to increase their revenue and reduce their expenditure as far as possible. Network slicing enables the operator to create networks customised to provide optimized solutions for different market scenarios which demands diverse requirement. Therefore, it is possible that a UE which would like to obtain multiple services will have access to multiple network slices simultaneously. 
There are such an abundance of 5G services.. There is prominent differentiation in performance requirement for the services, communication target and terminal’s appearance among the eMBB, MIoT as well as CritCom. Natrually, NextGen core network architecture is firstly separated logically into three types of 5G core network according to which type the UE belongs to. For instance, an eMBB 5G terminal should be associated with eMBB core network no matter which service it would like to require. 
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Figure 1 Logical Separation of 5G Core Network

When initially attached to core network, UE’s attachment signalling is supposed to carry about UE type information or dedicated core network type information assigned by 5G core network to be associated with corresponding core network. 
Within specific core network, network resource is separated into multiple network slices to support exclusive service. It is up to the operator’s operation policy absolutely to separate network slice. The criteria of network slice division are extremely flexible, which are non-exhaustive as following:  
· Service type(e.g. the operator may isolate a certain network resource to support video call service)
· 3th service provider(e.g. Netflix)

· enterprise customer(e.g. Akama)

· subscriber’s characteristic(e.g. premium subscriber)

Nevertheless, considering the complexity of operation and management, the operator can’t create as much network slice as possible. Typically, it is impossible that the operator allocates a slice instance for individual network application. Anyway, the operator has to guarantee network slice’s QoS for specific application in terms of the information of subscription with the user and/or agreement with 3rd party service providers , etc. To ensure the service’s requirement, each slice characterizes guaranteeing QoS metrics. Specifically, for the eMBB Core Network, its architecture is described as following:
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Figure 2 NextGen Network Architecture about eMBB Core Network
In conclusion, QoS parameters is the essential metric to make the network slice selection decision if there is no other information to direct an application for the particular UE to appropriate network slice. 
The factors that can determine the targeted slice includes as follows:

· Service ID
· Requesting QoS parameters for the specific service

· UE’s subscription information

· the 3th party service provider’s policy if the requesting service is provided by the 3th party service provider

Editor’s note: The interaction between the operator and 3th party service provider may refer to the ongoing FS_SDCI SID, and further amendment to FS_SDCI is also applicable. 

Editor’s note: Other factors that influence network slice selection are FFS. 

Proposal

Based on above analysis, it is proposed to add the following changes to TR 23.799.
* * * * Start of changes * * * *
6.1.3
Solution 1.3: Support of multiple connections to multiple Network Slices
6.1.3.1
Architecture design assumptions
The solution proposed here assumes the following working assumptions:
· NextGen Core Network is logically separated into multiple core network including eMBB, mIoT as well as CritCom Core Network in terms of UE’s type.
· For the specific core network(e.g. eMBB), core network data plane can be separated into multiple slice instances based on the operator’s policy, each of which characterizes guaranteeing QoS metrics.
· A default network slice is allocated to UE when UE is initially attached to network.
· The default network slice could transmit the ordinary data traffic such as application level signaling, DNS query. 
· At least, the network functions such as authentication, policy and charging as well as network slice selection are shared in NextGen core network.

· Network function in access network is wielded to direct specific type of UE to corresponding core network control entity.
6.1.3.2
Network slicing architecture overview
Without loss of generality, a network slicing architecture regarding eMBB core network in NextGen is described in the following figure. 
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Figure 6.x.1-1 5G Network Architecture about eMBB Core Network
Application Server who works as the Application Function in EPC is used to receive application level signalling message and sends application information to policy and charging function entity.
Subscriber Database who works as the HSS in EPC stores the customer’s subscription-related information.
Editor’s Note:Whether or not particular network function is shared is left to Work Task 4 for further discussion. 
6.1.3.3
UE attachment procedures based on UE Type

Editor’s Note: This process may inherit or extend the solution in eDecor for there is no remarkable difference in between.
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Figure 6.x.1-2 Signalling Flow for Supporting the Attachment Process with the UE of Specific UE Type
1. UE finishes the process of RRC connection establishment with 5G RAT.

2. UE sends RRC Connection Setup Complete message with NAS message and Core Network Type selection parameters(e.g. UE Type or Dedicated Core Network ID), and the NAS message is an Attach Request, TAU Request or RAU Request.
3. Core Network Selection Entity receives the message and decides to direct the message to relevant core network control entity according to Core Network Type selection parameters.

4. After receiving the NAS message, core network control entity interacts with Subscriber Database in order to authenticate the UE.
5. After finishing authentication/security, the core control function entity assigns a default network slice for the attaching UE and allocates the relevant IP address to the UE.

6. The ordinary data traffic can be transmitted through default network slice(e.g. application signalling message).
6.1.3.4
Network slice selection procedures triggered by a service

After connected to corresponding Core Network, the UE may request certain service, such as voice, Video Call as well as VoD. The following procedures are committed to how to select the matching network slice for requesting service. 
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Figure 6.x.1-3 Signalling Flow regarding Selecting Proper Network Slice for the Service Requested by UE
1. After UE have been connected to matching core network, UE gets started with the service request. The UE sends the application signalling message which contains the description of service, and Application Server(P-CSCF in the IMS case) intercepts the application session signalling. 
2. Application Server provides the Policy and Charging Control Function entity with service-related information which may contain type of service, QoS information requested by the service ( e.g. GBR, delay, etc.) and so on.
Possibly, the QoS information for the service is also provided by the UE besides network-initiated request for service’s QoS resource.
3. To determine the final QoS parameters offered by the operator, the Policy and Charging Control Function entity need to acquire the subscription information related to the UE.

4. Furthermore, if the service is provided by the 3th party provider (e.g. VoD), it is necessary for the operator to interact with 3th party service provider to get its current policy and then make sure the QoS policy relying on the signed agreement.
5. Gathering all the decision information, the Policy and Charging Control entity formulates the final QoS policy rules for the UE’s service as well as charging rules for the UE and/or 3th party service provider.

6. The QoS policy rules are sent to network slice selection control function. The network slice selection control function matches the QoS policy rules with the guaranteed QoS metrics supported by all network slices in Core Network, and chooses a network slice who is mostly aligned with the QoS policy rules in order to bear the requesting service.
7. Session Mangement function allocates access network resource for the service and establishes e2e link.
8. Core Network Control Function assigns measurement and charging methods for the UE and/or 3th party service provider.
9. The e2e link is established and the UE’s service can be transmitted through the selected slice.
6.1.4
Solution evaluation
Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.
* * * * End of changes * * * *
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