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Abstract of the contribution: This contribution proposes updates to “Solution 2.3: Content requirement Aware QoS Framework”. We propose new interfaces allowing UE and Application Servers to send QoE/QoS requests and to report QoE feedback parameters to an Application Function of core network. A new QoS parameter called “effective bit rate” is proposed to represent actually required data rate to meet users’ QoE requests for services with varying bit rates, including real-time video services.
1. Discussion
In TR 23.799, Section 5.2 “Key issue 2: QoS framework” [3] states that 
“Solution for QoS framework enables optimal service level quality as per application needs, optimizing network capacity utilization.”
It is expected that the 5G systems will support diversified real-time video applications, including critical eHealth/mHealth, HD/4K/8K/3D video conferencing, 3D virtual-reality applications, gaming, mission critical communications, IPTV. Real-time video services require a low end-to-end packet delay budget, e.g. 150 ms. However, missing some video packets could be compensated by employing video concealment techniques at the video decoders. In 3GPP [1], the QCI for real-time video allows 10-3 packet loss rate. In practice, the error tolerance of different video codecs can be significantly varied, depending on video display resolution, robustness of video decoder, and the nature of video (e.g. fast or slow scene changes), among other factors. Therefore the acceptable packet loss rate could be different for different video codecs and display resolution. Furthermore, video applications have certain quality of experience (QoE) requirements. The user perceived QoE is a complex function of QoS parameters [3]. However, QoS parameters alone may not give a direct indication of actual user perceived QoE. Therefore, 3GPP video PSS and 3GP-DASH services support QoE reports [4] so that the actual QoE level can be derived reliably. Nevertheless, 3GPP has not supported QoE report for OTT services. 
In order to meet the QoE requirements of video services, we propose that the NextGen includes a common framework allowing any services of MNO and third party OTT to report QoE in real time. The QoE reports can be sent from either UE or application servers of MNO and third parties to the core network CP functions. The CP functions can process QoE report messages, provides a mapping between aggregated QoE reports and required QoS parameter configuration. 
The QoE reports should be customized for different traffic types, including real-time and none-real-time video services. The QoE reports include information to identify flows and services (e.g. IP 5-tupple information, user subscriber number, TMSI), and application status (e.g. playout buffer size, service interruption time, and whether the application is background).

Next we discuss fundamental issues with the GBR and MBR QoS parameter when it is used for radio resource management (RRM) and admission control for real-time video services. In video coding, the intra coded video frames (called I-frames) are generated periodically. The I-frames are used to refresh video coding quality as well as to provide random access to recorded video files during play back. The size of I-frames is usually much larger than the other video dependent frames (e.g. predictive frames or P-frames). When being transmitted in real time and due to the packet delay constraint, the instantaneous peak bit rate of I-frames can be several times higher than the averaged bit rate of video flows [5]. If some packets of an I-frame are lost, video decoders may be unable to decode this I-frame and other dependent P-frames, which results in a video stall of one or several seconds. Therefore, the MBR have to be set several times higher than the GBR as recommended in [5] [6]. Consequently, the system resources have to be largely reserved to handle the MBR of real-time video flows.

In RAN, there are two typical scenarios that could trigger optimization of radio resources.  

· Cell overloaded: The RRM is triggered to optimize radio resources, such as transmit power and antennas, and/or to add more spectrum to overloaded cells. The usage of radio resources of neighbour cells surrounding overloaded cells should be also adjusted. 

· Cell under loaded: Some network resources, e.g. spectrum, transmit power, and antennas, could be reduced to save energy and to reduce interference to other cells. This will help to meet one of the requirements for 5G network design is “minimize energy consumption in the overall network operation” [2].
For admission control and RRM optimization, using the average bit rate (ABR) would definitely lead to a poor QoE because the high max rate of video flows may not be satisfied if congestion happens. Therefore, it is often to use the max rate as an input parameter so that adequate resources are reserved to handle the high peak rates of real-time video flows. Unfortunately, this reservation can lead to a waste of resources if the reserved resources are not used by other flows. Thus both the ABR and MBR are insufficient to represent real-time video requirements. Another bit rate within the range of ABR and MBR should be used to make admission control decision and RRM for real-time video services; we call this rate as “effective bit rate”.
We propose that SA2 includes the “effective bite rate” (EBR) as a QoS parameter to provide “optimal service level quality as per application needs” and to “minimize energy consumption in the overall network operation” for real-time video flows. The EBR can be defined as a data rate that the system should be dynamically dimensioned to maintain an acceptable QoE level for end user applications. 

During real-time video sessions, the required EBR can be dynamically estimated by monitoring the QoE feedback parameters. The Core CP functions will estimate the effective rate. The EBR can be adjusted to achieve a QoE target level defined by mobile network operators. For example, if the long-term QoE level of a user application is above a threshold, the EBR can be reduced to improve the resource utilization. Vice verse, if the QoE level is dropped below another threshold, the EBR should be increased.

The EBR can be used for RAN functions (admission control and on-the-fly radio resource management (RRM) functions) in the uplink and downlink as follows.

· Admission control: The admission control function can use a statistical EBR to make admission decision. Since the EBR is not higher than the max rate, the used of EBR allows admission of more flows to the networks. The statistical EBR can be obtained based on the long-term data collection.

· Radio resource optimization: The radio resource dimensioning can be made using the dynamic effective rate, which could be varied during the session connection, instead of a fixed max rate parameter to avoid resource over provisioning.
· 
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· Figure 1: Illustration of impacts of using MBR and EBR for admission control and radio resource optimization. Using MBR will reduce the number of admitted video flows, while using of effective bit rate (EBR) can admit more flows to the system and users’ QoE and QoS still can be guaranteed.

The CP with a function to estimate the EBR and some network functions that use EBR are shown in Figure 2. The EBR estimator takes the QoE and QoS application requirements from service layer (application servers or UE) and QoE feedback parameters from UE to compute statistical and dynamic effective rates. The effective rates are then sent to the Admission Control and Radio Resource Optimization functions of RAN and UP resource management of CN and RAN.
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Figure 2: Network functions related to the EBR parameter.

The EBR can be adjusted based on accumulated QoE reports. Unlike QoE reports, which could be sent from UE every few seconds (2-10 seconds), the EBR can be adjusted every tens of seconds, for example every 10, 30 seconds or longer, depending on the operator’s QoE/QoS policy control in order to provide stable QoE levels to users.
The EBR concept for real-time video can be applied to other traffics having variable bit rates, such as voice telephony, and segmented video streaming, e.g. DASH-based video streaming, where users send requests to download video segment by segment.
2. Proposal

It is proposed to add the following solution into TR23.799.
* * * Start of changes * * * *

6.2.3
Solution 2.3: Content requirement Aware QoS Framework

This is a solution to Key issue 2: QoS framework.

6.2.3.1
Architecture description

The Figure 6.2.3.1-1 represents a QoS architecture that is used to describe the proposed QoS framework.
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Figure 6.2.3.1-1: Context Aware QoS architecture
Editor's note:
Applicability of this solution for non-3GPP access networks is FFS.

Editor's note:
This solution has dependency on RAN WGs. Decision to support CAF-RAN within RAN belongs to RAN WGs.

Application Function (AF):

The AF support communications between the CP Function and UE (through NG-QR/NG3 interface). The UE and Application Servers can inform CP Functions the required priority, QoS, QoE of flows or services. 
The QoE reports are customized for different traffic types, including real-time and none-real-time video services. The QoE reports include information to identify flows and services (e.g. IP 5-tupple information, user subscriber number, TMSI), and application status (e.g. playout buffer size, service interruption time, and whether the application is background).
Content requirement: Awareness function in the Core (CAF-Core):

It supports a mechanism to identify the application sessions. (e.g. a video download, a web page download, listening to music, posting to social media network, etc.) and to enforce QoS policies related with the detected applications. It receives QoS policies from the Core CP. Application detection is achieved by means of non standardized algorithms (e.g.- usage pattern, heuristics, SNI detection for encrypted traffic as described as part of FS-SDCI Key Issue 3). CAF performs QoS enforcement in the CN based on QoS policies received from the Core CP.

The Content requirement Awareness Function (CAF-Core) is able to process QoS policies and is able to derive dynamic QoS targets and local enforcement actions in the CN. As long as it is within the limits of the QoS policies provided by the NextGen core CP function, it is able to update them in real-time based on the current content requirement of the user plane traffic mix, simultaneous competing flows and network status and resource availability. Thus CAF-Core is bound to enforce QoS policies within the provided policy limits and there should be no deviation outside the range.

Content requirement Awareness function in the RAN (CAF-RAN):

It supports a mechanism to identify the application sessions (e.g. a video download, a web page download, listening to music, posting to social media network, etc.) and to enforce QoS policies. It receives QoS policies from the Core CP. Content requirement awareness function-RAN will use the application detection information provided by the core and it can infer additional specific requirements for the certain application session, shape the traffic for the given session at the same time. CAF-RAN performs QoS enforcement based on QoS policies received from the Core CP. This includes traffic shaping for DL and UL traffic. DL traffic shaping helps to control the flow of UL traffic.

The Content requirement Awareness Function (CAF-RAN) is able to process QoS policies and is able to derive dynamic QoS targets and local enforcement actions in the RAN. As long as it is within the limits of the QoS policies provided by the NextGen core, it is able to update them in real-time based on the current content requirement of the user plane traffic mix, simultaneous competing flows and network status and resource availability, and the application status information from the user’s QoE report (e.g. the buffer status, size and playing duration of the coming segment, and playout status, whether the application is background, etc). Thus CAF-RAN is bound to enforce QoS policies within the provided policy limits and there should be no deviation outside the range. This should ensure that the RAN is bound by the charging performed in the core thus there should be no impact to charging performed in the UP function within the core. Amount of specific traffic charged by the Core (in terms of bits) could be provided to RAN in terms of packet marking along with application marking so CAF-RAN can enforce and preserve charged capacity.

Editor's note:
Application detection typically requires to establish and maintain local state, which may have to be transferred between CAF-RANs to ensure successful application detection despite UE mobility. Whether and how state transfer from one CAF-RAN to another can be supported is FFS.

Co-ordination between CAF-Core and CAF-RAN:

Content requirement awareness function-Core can perform the application detection and provide that information in the form of packet marking based on the policies received from the CN CP. The traffic shaping and policy enforcement in the CAF-RAN is bounded by the packet marking indicated by Content requirement Awareness function -Core and policies received from the CN CP that may refer to this marking. This should help ensure that the Content requirement Awareness Function - Core and Content requirement awareness function - RAN are working in coordinated manner, also ensure that the charging is performed for the application as indicated by the Content requirement Awareness Function - Core.

Editor's note:
The functional split between CAF-Core and CAF-RAN is FFS.

Editor's note:
It is FFS how the Content requirement awareness function-RAN uses the application detection information provided by the core and to infer specific requirements for certain application session without requiring further application detection and considering multi-vendor deployments (e.g. different vendors for CAF-Core and CAF-RAN; multiple RAN vendors, home routed scenario, etc).

Editor's note:
What the role of the packet marking in the Core Network and the application detection in RAN is and whether they are both apply for the same UE traffic requires further clarification.

Editor's note:
How the intent based policies (e.g. High Definition experience for RT multimedia) are monitored and checked that are fulfilled is FFS.

Editor's note:
The "application detection information" provided by the CAF-Core to the CAF-RAN in the packet marking is FFS. Relation to UPCON FPI solution as in TR 23.705 is FFS.

CN CP functions:

QoS policies are stored at the CN CP functions. At session establishment, subscriber and application specific policies are transferred to the Content requirement Awareness Function residing in the RAN and in the CN UP functions. During the session, the UE can send QoE reports to the CN CP function, which include information to identify flows/services (e.g. IP 5-tuple, subscriber identification number) and the application status (e.g. the buffer status, size and Playing duration of the coming segment, and playout status, whether the application is background, etc). The CP functions can adjust the QoS policies for the application flows and then forwards the QoS policies to the UP function and AN for optimizing resource usage and policy enforcement.
CN UP functions:

The UP function in the core is responsible of traffic charging support (CDR, granted quota for on-line) based on the policies taking into account the outcome of Content requirement Awareness function. It also marks the traffic sent downlink to the RAN.

Policy provisioning and enforcement:

Operator provisions subscriber and application specific QoS policies in the NextGen Core CP function The CP function in the Core provides the policies to the RAN and CN UP function. The enforcement actions are derived by the enforcement points according to the current content requirement of the user plane traffic mix, simultaneous competing flows, and network status and resource availability.

Charging:

Traffic charging support (CDR, granted quota for on-line) based on the policies taking into account the outcome of Content requirement Awareness function is performed in the CN UP function.

Editor's note:
It is FFS how it can be ensured that the charging of packets is in line with the QoS provided for a given packet if different CAFs are responsible for application detection for QoS enforcement in the RAN and application detection for charging in the core.

Multiple levels of policies:

The following figures show the different set of QoS policies that may be provided to the UP functions and RAN:

-
Intent level QoE and QoS policies which map a set of flow that may be identified by a (packet marking, SDF descriptor) into abstract QoE and QoS target e.g. Voice type QoS, Smoothed Bit rate QoS (limit the bandwidth variation for the traffic), bulk traffic (traffic may be discarded when the radio conditions are bad or the cell too loaded), etc.

-
Transport QoS level policies which map a set of flow that may be identified by a (packet marking, SDF descriptor) into Explicit QoS targets (priority, delay, jitter, packet loss rate, etc.).

Editor's note:
How an "intent based policy" is translated to a set of QoS targets that is consistent in CN and RAN is FFS. It is FFS how to formalize intent-level policy descriptions.

Editor's note:
It is FFS whether packet marking or SDF descriptor or both are used in the RAN to enforce the QoS policies.

CP functions in the CAF-RAN and CAF-Core are responsible to locally map Intent level QoS policies into Transport QoS level policies based on local CAF policies and on local (radio) conditions (current context of the user plane traffic mix, simultaneous competing flows and network status and resource availability), bound by the upper limits of intent level QoS policies.

Editor's note:
It is FFS how it can be ensured that enforcement functions from different vendors in the same network are able to derive the same or similar enforcement actions based on intent level QoS policies.

Editor's note:
It is FFS how it can be ensured that intent level QoS policies are derived to the desired enforcement actions in roaming scenarios.

Editor's note:
It is FFS if the QoS enforcement action derivation process in the CAFs is based on static information or whether additional information needs to be dynamically provided to the CAFs to facilitate the derivation process.

Parameters needed for the QoS framework:

The following parameters are needed for the QoS framework definition:

-
Policy description:

-
Scope of definition: application name or application type.

-
Definition of Intent: QoE level, which is customized for specific services (e.g."High Definition experience for RT multimedia") and with  explicit QoS target level (e.g. maximum packet delay 150ms for IMS video).

-
Maximum Flow Bitrate: UL and DL bitrate value applicable for a single PDU session or aggregation of PDU sessions for a given UE. It indicates maximum bitrate authorized for the data session.

-
Allocation and Retention Priority level (ARP): it refers to the priority level, the pre-emption capability and the pre-emption vulnerability for a given PDU session.
-
Effective Flow Bit Rate: The bit rate the system should be dimensioned to provide a stable QoE range for single PDU flow.
Editor's note:
Support for GBR Services is FFS.

Editor's note:
It is FFS how ARP is applied for applications within the same PDU session.

Note that there can be multiple applications (e.g. video download, web browsing etc) sessions within a single PDU session.

QoS parameters are applicable at least in the following functions as summarized in the table below:

Table 6.2.3.1-1

	QoS parameters
	CN UP functions
	RAN
	UE

	Policy Description 
	*
	*
	

	Maximum Flow Bitrate
	*
	*
	?

	Effective Flow Bit rate
	*
	*
	

	Allocation and Retention Priority level (ARP)
	*
	*
	


The following reference points are assumed for the purpose of describing the QoS framework:

NG1-C:
Reference point between the RAN and CP functions.

NG3:
Reference point between the CP functions and an Application Function (AF).

NG5:
Reference point between the CP functions and UP functions.

NG1-U:
Reference point between the RAN and UP functions.

NR-Uu:
Reference point between the UE and the NextGen-RAN.
NG-QR:
Reference point between UE and AF
6.2.3.2
Function description for operation without QoE reports
Editor's note:
This clause will contain function descriptions and the interactions among the network functions.
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Figure 6.2.3.2-1: Interaction among network functions when QoE report is unavailable.
1.
A data session for user plane traffic is established between the UE and a data network. The data session carries all traffic related to user session regardless of the QoS characteristics of individual traffic flows.

NOTE 1:
At the time of user plane session establishment, RAN has the possibility to reject the request, if sufficient radio resources are not available.

2,3.
The CP functions in the core signals a subscriber specific QoS policy to the Content requirement Awareness Function within UP Functions and to the RAN. For intent level policies, the Content requirement Awareness Function in the UP functions and in the RAN shall be able to derive Transport (including RAN) QoS targets and shall ensure that the derived Transport QoS level policies are within the intent level.

Editor's note:
It is FFS how QoS enforcement can be triggered based on application detection.

4,5.
The UP functions and the RAN acknowledge the subscriber specific QoS policy configuration.

NOTE 2:
It is up to the RAN groups to define QoS framework in radio access.

6a.
The Content requirement Awareness Function (CAF-Core) within the UP functions in the CN detects the user's bi-directional application session, derives its service requirements and required transport resources. Taking into account the QoS policies received in step 2, the Content requirement Awareness Function sets the transport QoS targets to be enforced by the UP functions. Transport QoS targets are autonomously self-calibrated and re-configured in real time based on monitoring of this user's and other users' applications sessions and on transport network resource status.

Editor's note:
QoS policies to contain information about which traffic is prioritize. It is FFS how the priority rules are defined and used.

NOTE 3:
Different policies sent to the CAF functions are associated with priority rules. The relative priority between the flows is either explicitly provided by the CN CP function as part of Transport QoS level policies or it corresponds to a local mapping in the CAF-RAN from intent level QoS into transport QoS policies. The local mapping within CAF-RAN is dynamic but it is bound by the policies provided by the CN CP function.

Editor's note:
How the RAN monitors this user´s and other user´s application sessions and how RAN QoS targets and uplink QoS targets are self-calibrated is FFS.

6b.
The content requirement Awareness Function (CAF-RAN) within the RAN determines the user's bi-directional application session and derives the service requirements and required radio resources and uplink transport resources. Taking into account the QoS policies received in step 3, the Content requirement Awareness Function (CAF-RAN) configures the radio QoS targets to the radio scheduler and sets the transport QoS targets for uplink traffic. These radio QoS targets and uplink transport QoS targets are autonomously self-calibrated and reconfigured in real time based on monitoring of this user's and other users' applications sessions and on radio and transport network resource status.

NOTE 4:
This QoS framework does not require end-to-end bearers or tunnelling in order to provide QoS differentiation.

7.
In-band Coordination (i.e. using packet marking) happens between Content Requirement Awareness Function in the core and Content Requirement Awareness Function in the RAN to ensure consistent policy enforcement.

Editor's note:
The details of coordination are FFS.
6.2.3.2
Function description for operation with QoE reports
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Figure 6.2.3.3-1: Interaction among network functions when QoE report is available.
1. A data session for user plane traffic is established between the UE and a data network. The data session carries all traffic related to user session regardless of the QoS characteristics of individual traffic flows. UE informs CP functions codec capabilities, and required QoE and QoS for specific flows and servers. UE informs CP functions which entity (either UE or Application Server) will report real-time QoE feedback parameters.
2. The CN CP functions signals a subscriber specific QoS parameters to UP Functions and to the AN for uplink and downlink.

3. The CN CP functions signals a subscriber specific QoS parameters to the AN for uplink and downlink.

4. (Optional) If the UL traffic is requested, AN signals UE the UL QoS parameters. Alternatively, the UL QoS parameters can be sent from CN CP functions

5. (Optional) If the UL traffic is requested, UE acknowledges the UL QoS configuration

6. The AN acknowledges the subscriber specific QoS policy configuration, after admission control in AN are acknowledged.
7. The UP functions acknowledge the subscriber specific QoS policy configuration, after admission control in UP functions establishment are acknowledged.

NOTE 1:
It is up to the RAN groups to define QoS framework in radio access.

8a.
The UP functions enforce the QoS policy and perform traffic shaping within CN.
8b. 
The AN enforces the QoS policy and perform traffic shaping within RAN.

8c.
 (Optional) If UL traffic is present, UE applies QoS policy and performs traffic control in UL.

9.
 Coordination between AN and UP functions to deliver services and flows according to configured QoS parameters.
Editor's note:The details of coordination are FFS.
10a or 10b. QoE reports are sent to CP functions
11. 
CP functions process QoE reports and adjust QoS parameters
12 and 13. If QoS parameters of the flow are changed, CP functions sends QoS update messages to UP functions and AN.
14 and 15. (Optional) If UL traffic is present, AN informs UE relevant QoS parameters.

16 and 17. AN and UP functions acknowledge the new QoS parameter updates. AN may perform radio resource optimization to meet new QoS requirements.
 6.2.3.3
Solution evaluation

Editor's note:
This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

* * * End of Changes * * * 
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