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Abstract of the contribution: the contribution introduces a solution for key issue 1 based on solution 3 (6.1.3), based on eDECOR model and concepts and enabling support of network slicing with a single mobility management model.
1. Introduction
The contribution introduces a solution for network slicing that builds on solution 3 (section 6.1.3) in TR 23.799. However, the proposed solution is different from the point of view that, for a given UE and at any single time, it explicitly supports a single mobility management context (and model).
The contribution addresses 
· NS_WT_#1 (Network Slice Instance Selection and Association);
· NS_WT_#2 (Network Slicing Isolation); and
· NS_WT_#5 (Efficient Support of multiple 3rd parties)
· NS_WT_#6 (UE Simultaneous Association with Multiple Network Slice Instances)
· NS_WT_#7 (Network Slicing Roaming Support)
2. Proposal
It is proposed to add the following solution to the TR 23.799 “Study on Architecture for Next Generation System”.
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[bookmark: _Toc439686354][bookmark: _Toc439745372][bookmark: _Toc316022752]6.1.X	Solution 1.X: Support of multiple connections to multiple Network Slices
This solution is to solve the key issue#1 on support of network slicing. The solution builds on solution 3 in 6.1.3, with specific differences identified below.
6.1.X.1	Architecture Description for Single Mobility Management Model
The architecture in solution 3 in figure 6.1.3.1-1 is assumed as basis for this solution.
Differences from solution 3:
· The solution is based on the concept of enabling the functional separation of Mobility Management and Session Management functionality.
· The solution is based on the concept that a UE requests access to a Core Network Instance (CNI) when applications that require services by a specific Core Network Instance request connectivity. The UE can be configured to know which Core Network Instance is required for a specific application similarly to the way a UE in EPS can be configured to associate a specific APN to specific applications. 
· The solution define a common core CP function called Mobility Management and Authentication (MMA) function that 
· Manages the UE attachment, authentication for access to the mobile operator network, and mobility management.
· Manages the access to common resources and to the AN for the various CNIs
· The solution is based on the UE accessing multiple Core Network Instances over a single access technology (e.g. a single RAN) while having a single mobility management context with the core network. 
· The UE is at any single time connected to one or more Core Network Instances that require the same mobility management mechanisms and mobility model (i.e. specific mobility management features and parameters for e.g. paging, idle mode, timers, etc.). E.g. for the IoT Core Network Instance, the mobility management mechanisms or optimisation for IoT apply.
· The MMA is configured to know the mobility management model and the related characteristics for each DCN ID value. 
· Two scenarios are possible when a UE connected to one or more Core Network Instances that share a common mobility management model attempts to connect to an additional Core Network Instance:
· The mobility model and functionality required for the additional Core Network Instance are the same required by the Core Network Instances the UE is connected to, in which case the serving MMA can support access to the new Core Network Instances without modifications to the MM model and functionality.
· The mobility model and functionality required for the additional Core Network Instance are different and incompatible than those required by the Core Network Instances the UE is already connected to.
· In the second scenario, when the UE requests connectivity to a new CNI, the UE may be connected to the new CNI ,and the mobility model for the UE needs is set to the model appropriate for the new Core Network Instance (and possibly the MMA is relocated to a more suitable MMA if it cannot be assumed all MMAs support all the mobility management mechanisms for all Core Network Instances), at the expense of the previous CNIs that may need to be disconnected. The MMA may trigger the release of PDU Sessions established in the previous CNI, or the relocation of PDU Sessions to the new CNI, in order to maintain separation between CNIs and to enable CNI-specific selection of UP resources. 
· The UE may be configured with priorities between CNI, and will not request connectivity to a new Core Network Instance that has lower priority than the Core Network Instance(s) the UE is already connected to. Alternatively, the network may be aware about such priority and the MME may reject the request to connect to a new Core Network Instance.
Editor’s Note: the scenario of a UE accessing multiple CNI over different access networks (e.g. on slice on the first AN, and a second slice on the second AN) is not covered by this proposal and is FFS.
Editor’s Note: the scenario of RAN slicing and the support of multiple CNIs with different mobility management models is FFS. 
· The CP selection function for the common CP functions (e.g. Mobility Management and Attachment function) is located in the AN as in solution 3, however the CP selection function for CNI-specific CP functions may be located in either the AN or the MMA function. This is to enable minimizing the amount of information to be configured in AN in order to perform CP function selection for the various CNIs. Since MMA is selected based on the specific CNI selected to serve the UE, it can be assumed that the MMA is configured to perform CP function selection of CNI-specific functions for the corresponding CNI.
· The UE provides the DCN ID defined by eDECOR in signalling towards the network for CNI selection.
· The UE is provided with a DCN ID value for each slice it can connect to. The UE may be provided with a DCN ID selected as primary or default and that the UE provides upon attach. If No DCN ID value is set as primary or default, the UE may select the DCN ID for a PDU session it needs to establish, or may provide none. 
· The UE provides the DCN ID at initial attach (without old temporary ID) to support the AN in selecting the MMA. 
· However, the DCN ID is also used in a different manner, since the UE uses it also for establishing connectivity to Core Network Instances in Session Management signalling.
· The network may be configured to know for a UE:
· what DCN IDs are allowed
· the priority for the supported DCN IDs: this means that if the UE attempts to establish connectivity to a slice with a DCN ID that has higher priority than the slice the UE is currently connected to, the slice serving the UE is selected based on the higher priority DCN ID, which may result in a change of the MM model supporting the UE and the MMA providing service to the UE
· what Data Networks the UE is allowed to connect to for each slice corresponding to the supported DCN ID. This may be used by the MMA or the CNI CN-CP functions when processing PDU Session requests from the UE.
· Establishment of connectivity to a Core Network Instance is triggered via Session Management procedures, i.e. by the UE requesting a PDU Session establishment for a specific Core Network Instance.



Figure 6.1.X.1-1: Functional Architecture.
Editor’s Note: whether the user plane is routed from a CNI to the UE via a user plane function in the Common CN Functions, or directly to the access network, is FFS and depends on other solutions (e.g. mobility management and session continuity). It may also depend on specific services being provided. 
The solution supports the access to services and CNIs provided by 3rd parties by leveraging the separation between Mobility Management and Session Management. Mobility Management mechanisms (including attach procedures) are used to establish connectivity with the core network and have access to AN resources. Session Management is used to request connectivity to CNIs by requesting PDU sessions establishment for a specific CNI and a specific Data Network. CNI selection and authorization is based on the UE providing in session management request for a new PDU Session the DCN ID of the requested CNI, the DN Name, and a UE identity and subscription provided by the 3rd party. This in particular leverages the solution 4.3 for session management.
Editor’s Note: RAN slicing aspects are not addressed. Due to the support of a single mobility management context in the core network, it is expect that any CNI-specific functionality in the RAN is focused on user plane only, whereas control plane aspects (e.g. mobility) are handled in the same way for the various CNIs. 
[bookmark: _Toc449517716]6.1.X.2	Function description
6.1.X.2.1 Initial Attach for single MM Model


Figure 6.1.X.2-1: Initial Attach for single MM Model, non roaming scenario.
1. When the UE connects to the network, it performs access-specific procedures to send signalling to the CN. In such signalling, the UE may include the information to perform CNI selection. If the UE is aware of what CNI it needs to connect to (e.g. based on the device being configured or capable to connect to a single CNI), the UE includes the DCN ID. As an example, an IoT device provides the DCN ID for IoT. The UE may otherwise be configured to provide a default value of the DCN ID, or may provide no DCN ID. 
2. The AN uses the DCN ID to select the common core CP MMA function to serve the CNI indicated by the UE. If the UE has provided no DCN ID, the AN selects a default common core CP MMA.
3. The AN forwards the Attach request to the selected MMA. 
4. The MMA triggers the UE authentication based on the credentials provided by the UE. Successful authentication generate a common access security context that the MMA provide to the AN to protect signalling over the AN and between the UE and the MMA. 
5. The MMA confirms successful attachment to the UE. Successful attach and authentication establishes a mobility management context (including UE reachability) and signalling protection over the radio. 
6.1.X.2.2 Connectivity to a CNI for single MM Model


Figure 6.1.X.2-2: Connectivity to a CNI for single MM Model, non roaming scenario.
1.	The UE sends a session management Connectivity Request (e.g. PDU Session establishment request) providing to the MMA the DCN ID corresponding to the requested CNI. The UE may also include a Data Network Name (e.g. an APN) and a Subscription Identifier identifying the subscription that the UE uses to access the requested CNI. 
2.	The MMA may verify based on subscription profile of the UE in the AAA whether the UE is allowed to connect to the indicated CNI. If the UE is authorized, the MMA performs CP-CN Function selection for a Session Management function based on the DCN ID, DN Name and Subscription Identifier provided by the UE.
3.	If the UE is already connected to the CNI corresponding to the provided DCN ID, the MMA forward the Connectivity Request to the previously selected CP-CN SM. If the CNI connectivity being established:
-	is for the first CNI for this UE and the MMA determines from the DCN ID that the mobility management model corresponding to the CNI is different from the model corresponding to the DCN ID the UE provided upon attach, including the case the UE did not provide a DCN ID, or
-	is an additional CNI for the UE and the mobility management model corresponding to the new CNI is different from the model corresponding to the previous CNIs, 
then:
-	if the new CNI has lower priority than the existing CNIs, the MMA rejects the establishment of connectivity to the new CNI;
-	Otherwise, the MMA forwards the Connectivity Request to the selected CP-CN SM function. The MMA may also include an indication that the UE is authorized to connect to the CNI corresponding to the UE credentials the UE has provided for authentication with the MMA.
4.	The CP-CN SM may trigger a UE authentication to authorize access to the CNI. If the UE has provided a Subscription Identifier, the CP-CN SM interacts with a Subscriber Database to retrieve the UE profile and perform the authentication. The UE may provide in the Subscription Identifier the same UE identity that it provided to the MMA upon attachment, in which case the CP-CN SM may not trigger a UE authentication. Successful authentication establishes a CNI Security Context that enables control plane protection between the UE and the CNI CP functions, and enables user plane protection in the AN (or between the UE and a UP function in the CN in case no user plane protection is provided by the AN).
5.	The CP-SN SM establishes the PDU Session resources. This includes selecting UP functions (e.g. UP-GW), sending a resources establishment request to the AN including the CNI-specific security context. The CP-CN SM function sends the request destined for the AN to the MMA, which verifies whether the request can be authorized (e.g. based on MMA local policy and the UE subscription profile obtained from the AAA) and forwards it to the AN. 
NOTE: In this solution, QoS establishment procedures that require the CP-SN Functions of the CNI to request QoS establishment to the AN are sent to the MMA for authorization, to enable operator control of the AN resources. 
Editor’s Note: mechanism for delivery of CNI-specific security context to the AN while maintaining security separation (i.e. not making the context visible to the MMA) are FFS. 
6.	The CP-CN SM sends a New Connectivity Response to the MMA. The CP-CN SM may provide to the MMA the list of services (e.g. supported Data Networks) provided by the CNI.
7.	Based on the determination in step 3, the UE MM model may be changed to the model required to support the selected CNI. This may also trigger an MMA relocation. 
[bookmark: _GoBack]Editor’s Note: whether modifying the mobility model requires a detach and reattach or mobility management procedures (similar to a TAU in EPC) suffice is FFS.
8.	If the procedure for Connectivity to a CNI resulted in connecting to a new CNI and the UE was previously connected to other CNI(s), the MMA may trigger the release of PDU Sessions established in the previous CNI, or the migration of PDU Sessions to the new CNI which may include an indication to the UE to re-establish such PDU Sessions.  
9.	The MMA forwards the New Connectivity Response to the UE. If the MM model was modified due to the CNI selection, the MMA provides to the UE the information related to the new MM model. 
In terms of security isolation, the proposal:
· Allows the establishment of a Common Security Context via authentication between the UE and the MMA. Such context is used to protect the AS signalling over the AN and the NAS signalling between the UE and the MMA. The Common Security Context is also used to protect the user plane for a CNI when the UE uses the same UE identity and subscription for authenticating with the MMA and for accessing a CNI.
· Allows the establishment of a CNI Security Context via authentication between the UE and the CP-CN SM functions for the CNI. The CNI security Context enables a CNI-specific control plane protection between the UE and the CNI CP functions, and enables a CNI-specific user plane protection in the AN (or between the UE and a UP function in the CN in case no user plane protection is provided by the AN).
For roaming scenarios:
· The MMA is located in the Visited PLMN to enable access and control of the AN resources
· For access to services provided by the VPLMN, the CP-CN Functions (including the CP-CN SM functions) for a CNI are located in the VPLMN
· For access to services provided by the HPLMN, the CP-CN Functions (including the CP-CN SM functions) for a CNI are located in the HPLMN
· The CP-CN Functions (including the CP-CN SM functions) for a CNI whose services are provided by a third party that is not a PLMN are supplied by the VPLMN, and access to the CNI is authorized by a Subscription Data Base in the third party. 
For UE simultaneous association with multiple network slices:
· the solution allows the UE to support only a single MM model at a time and therefore to be supported by the MM model of a single CNI or of a set of CNI sharing the same mobility management requirements. 
· However, when being connected to a given CNI, or after adding a new CNI, and having the mobility model set to the model appropriate for the CNI (and possibly the MMA relocated to a more suitable MMA if it cannot be assumed all MMAs support all the mobility management mechanisms for all Core Network Instances), the UE may still be capable to establish PDU Sessions to Data Networks to have access to services provided by other (or the previous) CNI. Establishing such PDU Sessions may result in the current Core Network Instance selecting different UP functions (e.g. UP-GW) than another slice may have selected. 
· If the operator restricts the access to only some services in a specific CNI, when the UE attempts to establish a PDU session for a Data Network not supported by the selected CNI, the request is rejected by the CP-CN Session Management function. 
· Similarly, when the UE requests connectivity to a new CNI, some of the existing PDU sessions established with a previous CNI may be released because not supported (by operator configuration) in the new slice, or in order to support resource and security separation.


>>>End of Changes<<<<
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