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Abstract of the contribution: This paper proposes to add a solution for key issue 1.
1. Discussion
According to Annex D in 3GPP TR 23.799, Group A, B and C are described for support of multiple slices per UE. In Group A, every slice has its own control plane and user plan and is separated with other slices. In Group B, some Network Functions are shared between the network slices, while other functions reside in its individual network slices. In Group C, only user plane is sliced, one control plane is shared between different slices.
This P-CR is proposed to analyse the location of the Network Functions in Group B, e.g. which Network Functions are shared. The analysis is shown in Table 1.
Table 1 Analysis of the location of Network Functions
	Network Function
	Analysis
	Location

	Mobility management
	The signalling cost will be reduced if the mobility management function is shared between the network slices. For there is no need to repeat the related procedures in every slice connected by UE.
	Shared between network slices

	Session management
	Different slices may have different requirements about the session (e.g. protocol used in user plane), so the complexity and the maintenance cost of the session management function will be reduced by putting it into individual network slice.
	Resides in individual network slices

	Policy control
	Policy control can be generally divided into policy decision and policy enforcement.
1) For policy decision, if it is shared between the network slices, it will be much flexible for operator to control the resource (e.g. data rate) used by the UE in every slice and the total resource used by the UE.

2) For policy enforcement, it should reside in individual network slice to monitor the resource used by the UE in the slice.
	1) Policy decision: shared between network slices.
2) Policy enforcement: resides in individual network slices.

	Authentication & authorization
	The signalling cost will be reduced if the authentication & authorization function is shared between the network slices. For there is no need to repeat the related procedure in every slice connected by the UE.
	Shared between network slices


Based on the Table 1, multiple network slices with shared network functions is shown in Figure 1.
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Figure 1: Multiple network slices with shared network functions
2. Proposal
This pCR proposes to add a solution of key issue 1 to TR 23.799.
* * * * Start of 1st Change * * * *
6.1.x
Solution 1.x: Multiple network slices with shared network functions
This solution applies to Key Issue 1 – Support of network slicing.
6.1.x.1
Architecture description
In order to support some Network Functions are shared between the network slices, while other functions reside in its individual network slices. The location of the Network Functions is shown in Table 6.1.x.1-1.

Table 6.1.x.1-1 Location of Network Functions

	Network Function
	Location

	Mobility management (e.g. manage identities, manage service profiles, do area tracking, control paging)
	Shared between network slices

	Session management (e.g. determine data network type,  name allocation, release UP functions, manage address allocation/release)
	Resides in individual network slices

	Policy control (e.g. For multi-AN, multi-RAT discovery & selection polices, service authorization and polices, QoS control, monitoring control, QoS enforcement, usage monitoring)
	1. Policy decision: shared between network slices.
2. Policy enforcement: resides in individual network slices.

	Authentication & authorization
	Shared between network slices

	Session continuity (adjust mobility anchor location, initiate address preservation upon HO, make UP changes to maintain efficiency upon HO)
	Resides in individual network slices

	UP Functions Management (e.g. control PDU forwarding, control PDU screening, manage charging rules & policy enforcement)
	Resides in individual network slices


Editor’s Note: Further additions to Network Function categories in table 6.1.X.1-1 is FFS.
Based on the Table 1, multiple network slices with shared network functions is shown in Figure 6.1.x.1-1.
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Figure 6.1.x.1-1: Multiple network slices with shared network functions
The main principles of the proposed solution are as follows:

· A single NAS signalling association between the UE and NextGen Core is terminated at shared network function. 

· Shared network function(s) in the control plane (CP) include:

-
Authentication function (Auth) for network registration of the UE (e.g. during attach procedure) and corresponding NAS security and integrity protection procedures;
Editor’s Note: it's FFS how this shared functionality can perform authentication and security per slice.
-
Mobility Management (MM) function can be shared. It performs 1) UE state management, 2) Idle mode MM (TAIs, paging);

-
Network slice selection (NSS) function. It performs selection of an appropriate network slice based on indication from UE, subscription parameters and/or network policies; 

-
Signalling routing function for routing the SM signalling from/to the UE towards SM instance of the selected network slice;

-
Subscription data repository. 
-
Policy decision, e.g. QoS control, monitoring control, subscription policies that cross multiple services.
· Dedicated network function(s) per network slice in the CP include:

-
Session Management (SM) function;
-
CP-GW and UP-GW network functions are per network slice. Multiple U-plane connections are supported between the RAN and the corresponding network slices.
-
Session continuity. This includes establishment or change of the mobility anchor, steps to preserve the address, and changes to UP functions to maintain efficiency.
-
Policy enforcement. This includes usage monitoring, QoS enforcement, gating control and so on.
6.1.x.2
Function description
A single termination point of the NAS signalling between UE and NextGen Core assures backward compatibility with older systems and simplicity in the NAS signalling routing functionality in the RAN. The NAS signalling termination function in the NextGen Core can be the Authentication function (Auth) or the Mobility Management (MM) function or a combination of them.

The shared Authentication function (Auth) for network registration of the UE performs for the authentication and NAS security and integrity protection. It ensures that the UE can be only attached to the NextGen core without activated PDU data session(s). 

The Network slice selection function performs selection of an appropriate network slice based on indication from UE, subscription parameters and/or network policies.
The functionality called “Signalling routing function” performs routing of (NAS) SM signalling from/to the UE towards SM instance of the selected network slice. This functionality is shared among network slices. 

Editor’s Note: It is FFS whether the Signalling routing function can be collocated with the MM function.

The session management (SM) functionality is deployed dedicated per network slice. It performs PDU session(s) control, selection of CP-GW, etc. in order to provide to slice independent PDU session(s) management and gateway selection. Similarly control plane gateway (CP-GW) function and the user plane gateway (UP-GW) function as studied in CUPS, are deployed individually per network slice. 

6.1.x.3
Solution evaluation

Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.

* * * * End of Changes * * * *
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