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Introduction

This discussion paper looks into the Key Issue #1 and the monitoring event configuration in Key Issue #2 and #3 and discusses and analyses the effects on the 3GPP network if groups of UEs shall be handled. The analyse is based on three different levels of group handling. 
Alternative Solutions
Three levels of group handling are described and analyse and the effects on the 3GPP network are discussed. The three level of group handling are:
1) Group handling between SCS/AS and SCEF

2) Group handling between SCS/AS and HSS/PCRF via SCEF

3) Group handling between SCS/AS and MME/SGSN via SCEF and HSS/PCRF
In all of the above cases it is assumed as the SCS/AS handles the definition of the group i.e. which UEs belongs to which group. 

Alternative 1

In this alternative the Group Definition is configured in the SCEF, see figure 1.
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Figure 1. Group is handled by the SCEF 
0)  The group is defined by the SCS/AS and configured in the SCEF prior to performing a monitoring request. Configuration of the groups in the HSS and PCRF are performed via O&M
1)  The SCS/AS sends a Monitoring Request using the Group ID representing the UEs for which the monitoring shall be activated.
2)  The SCEF based on the configured Group sends Monitoring Request for each of the UEs in the group to the HSS (2a) or the PCRFs (2b) serving each of the IP-CAN sessions of the UEs in the group. 
NOTE: 
For 2b) the SCEF may not know the PCRFs serving the UE, and may e.g. use the DRA for addressing, although how to do this and the potential impacts needs to be handled in solution proposals.
3)  Same as in TS23.682 clauses 5.6.1, 5.6.4 and 5.6.6

This alternative reduces the signalling on the interface between the SCS/AS and the SCEF but no change in the signalling in EPC.
Alternative 2

In this alternative the Group Definition is configured in the HSS or/and in PCRF via O&M, see figure 2.
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Figure 2: Group is handled by the HSS

0)  The group is defined by the SCS/AS and configured in the HSS and/or PCRFs prior to performing a monitoring request. Configuration of the groups in the HSS and PCRF are performed via O&M.

1)  The SCS/AS sends a Monitoring Request using the Group ID representing the UEs for which the monitoring shall be activated.

2)  The SCEF transfers the Group ID in the Monitoring Request to the HSS (2a) or to the PCRFs (2b) serving the UEs in the group.

NOTE: 
For 2b) the SCEF may not know the PCRFs serving the UEs in the group, and may e.g. use the DRA for addressing, although how to do this and the potential impacts needs to be handled in solution proposals.

3a)  Based on the configured Group definition in the HSS, the HSS sends the Insert Subscriber Data per UE to the relevant MMEs and SGSNs serving the UEs in the group.  
3b) Based on the configured group definition in the PCRFs, the PCRF triggers IP-CAN session modification procedure per each IP-CAN session of a UE in the group. The SCEF will distribute the Monitoring Request to each of the PCRFs serving the IP-CAN sessions of any of the UEs in the group. 
NOTE: 
If a UE has more than one PDN connection the same UE can be served by different PCRFs and a GENCEF solution needs to handle the case with multiple PCRFs triggering the same Monitoring Request (i.e. IP-CAN modification) for the same UE. 
This alternative reduces the signalling on the interface between the SCS/AS and the SCEF and over S6t, Rx and Nt, but no change in the signalling over S6, Gx, S5, S11 or S4. This alternative introduces also new functionality in the HSS and PCRF for the group handling i.e. based on the configured group definition and the Group Id in the Monitoring Request the HSS/PCRF converts this to a per UE or per IP-CAN session command.

Alternative 3

In this alternative the Group Definition is configured in the HSS, PCRF, Serving GW and PDN GW via O&M and group handling is performed in the MME/SGSN, Serving GW and PDN GW, see figure 3.
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Figure 3: Group is handled in the MME/SGSN 

0)  The group is defined by the SCS/AS and configured in the HSS; PCRFs, Serving GWs and PDN GWs prior to performing a monitoring request. Configuration of the groups in PCRF, Serving GW, PDN GW and HSS is performed via O&M.

1)  The SCS/AS sends a Monitoring Request using the Group ID representing the UEs for which the monitoring shall be activated.

2)  The SCEF transfers the Group ID in the Monitoring Request to the HSS (2a) and to the PCRFs (2b) serving the UEs in the group.

3a)  The HSS transfers the Group ID to the MMEs and SGSNs serving the UEs in the group. To only transfer the Group ID to relevant MMEs and SGSNs the HSS needs to analyse the Group ID to sort out which MME/SGSN (home or visited MME/SGSNs) serves the UEs in the defined group.
The MME/SGSN receiving the Group ID configures the monitoring event per UE in the group.
3b) The PCRF triggers an IP-CAN session modification on a group level i.e. sending a group message to all PDN GWs serving the UEs in the group over Gx. The PDN GWs needs to have the group definition to know which Serving GWs are serving the UEs in the group i.e. where to send the Update Bearer Request for the group over S5/S8. The Serving GWs needs also to have the group definition to know which MMEs and SGSNs serving the UEs in the group i.e. where to send the Update Bearer Requests for the group over S4 respective S11.      
This alternative reduces the signalling on the interfaces between the SCS/AS and the MME and SGSN. 
This alternative introduces new group handling functionality in the HSS, PCRF, Serving GW, PDN GW and MME/SGSN. 
In the existing system all signalling over S6a is UE based and a new group based signalling is needed. Introducing a per group based signalling will also have great effects on the HSS and MME/SGSN internal architecture.
For the path from the PCRF to MME/SGSN using group based IP-CAN session modification requires both PDN GW, Serving GW and PCRF to have knowledge of group definition to be able to spread a group based Update Bearer Request to all south bound nodes serving the UEs in the group. Handling the IP-CAN session modification on group level will have great effects on the PDN GW and Serving GW internal architecture.

Not shown in the figure above is the Monitoring Response which will be sent from all MMEs/SGSNs/HSS serving the UEs in the group. The Monitoring Response needs to be cumulated on each north bound node level ending up as one monitoring response for the group in the SCS/AS. If some of the monitoring requests fails in one or more of MMEs/SGSNs/HSS the whole group activation may be seen as failed.

Reporting of monitoring events

Independent of which of the above alternatives 1 to 3 the reporting of the monitoring events will be on per UE based as none of the monitoring events in TS23.682 are on group level. Two alternatives of reporting can be seen:

1.
Monitoring report per UE to the SCS/AS as in existing specification TS23.682. This result in a message per UE and monitoring event in the north bound direction from MME/SGSN/HSS to SCS/AS. This alternative can be used for all the above alternatives 1 to 3.
No signalling reduction compared to existing solution and as the group monitoring will be activated momentarily for all UEs the reporting for all UEs will be simultaneously i.e. high signalling load.
2.
Monitoring is sent in a group message per UE to the SCS/AS. The monitoring event per UE needs to be cumulated on each north bound node level to form one group monitoring report in the SCS/AS. This alternative is only relevant to be used in combination with above alternative 3.
All nodes (MME/SGSN/Serving GW/PDN GW/PCRF/HSS) need to introduce a group handling to cumulate the reports. The cumulated report can result in a huge message in the group monitoring report.
Alternative 1 is the preferred solution as it has less effect on the nodes and the protocols but the signalling load needs to be handled if group monitoring activation is introduced.




Proposal

It is proposed to add the following updates to TR23.773.
>>>>>>>>>>>>>>>>> Start of First Change <<<<<<<<<<<<<<<<<<<
6.x
Solution x: Group handling between SCS/AS and 3GPP entities
6.x.1
Description

Three levels of group handling are described and analysed and the effects on the 3GPP network are discussed. The three alternative level of group handling are:

1) Group handling between SCS/AS and SCEF

2) Group handling between SCS/AS and HSS/PCRF via SCEF

3) Group handling between SCS/AS and MME/SGSN via SCEF and HSS/PCRF

In all of the above cases it is assumed as the SCS/AS handles the definition of the group i.e. which UEs belongs to which group. 

Alternative 1

In this alternative the SCS/AS the Group Definition is configured in the SCEF, see figure 1.
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Figure 1: Group is handled by the SCEF 

0)  The group is defined by the SCS/AS and configured in the SCEF prior to performing a monitoring request. Configuration of the HSS and PCRF are performed via O&M

1)  The SCS/AS sends a Monitoring Request using the Group ID representing the UEs for which the monitoring shall be activated.

2)  The SCEF based on the configured Group sends Monitoring Request for each of the UEs in the group to the HSS (2a) or the PCRFs (2b) serving each of the IP-CAN sessions of the UEs in the group. 

NOTE: 
For 2b) the SCEF may not know the PCRFs serving the UE, and may e.g. use the DRA for addressing, although how to do this and the potential impacts needs to be handled in solution proposals.

3)  Same as in TS23.682 clauses 5.6.1, 5.6.4 and 5.6.6

This alternative reduces the signalling on the interface between the SCS/AS and the SCEF but no change in the signalling in EPC.

Alternative 2

In this alternative the Group Definition is configured in the HSS or/and in PCRF via O&M, see figure 2.
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Figure 2: Group is handled by the HSS

0)  The group is defined by the SCS/AS and configured in the HSS and/or PCRFs prior to performing a monitoring request. Configuration of the HSS and PCRF are performed via O&M.

1)  The SCS/AS sends a Monitoring Request using the Group ID representing the UEs for which the monitoring shall be activated.

2)  The SCEF transfers the Group ID in the Monitoring Request to the HSS (2a) or to the PCRFs (2b) serving the UEs in the group.

NOTE: 
For 2b) the SCEF may not know the PCRFs serving the UEs in the group, and may e.g. use the DRA for addressing, although how to do this and the potential impacts needs to be handled in solution proposals.

3a)  Based on the configured Group definition in the HSS, the HSS sends the Insert Subscriber Data per UE to the relevant MMEs and SGSNs serving the UEs in the group.  

3b) Based on the configured group definition in the PCRFs, the PCRF triggers IP-CAN session modification procedure per each IP-CAN session of a UE in the group. The SCEF will distribute the Monitoring Request to each of the PCRFs serving the IP-CAN sessions of any of the UEs in the group. 

NOTE: 
If a UE has more than one PDN connection the same UE can be served by different PCRFs and a GENCEF solution needs to handle the case with multiple PCRFs triggering the same Monitoring Request (i.e. IP-CAN modification) for the same UE. 

This alternative reduces the signalling on the interface between the SCS/AS and the SCEF and over S6t, Rx and Nt, but no change in the signalling over S6, Gx, S5, S11 or S4. This alternative introduces also new functionality in the HSS and PCRF for the group handling i.e. based on the configured group definition and the Group Id in the Monitoring Request the HSS/PCRF converts this to a per UE or per IP-CAN session command.

Alternative 3

In this alternative the Group Definition is configured in the HSS, PCRF, Serving GW and PDN GW via O&M and group handling is performed in the MME/SGSN, Serving GW and PDN GW, see figure 3.
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Figure 3: Group is handled in the MME/SGSN 

0)  The group is defined by the SCS/AS and configured in the HSS; PCRFs, Serving GWs and PDN GWs prior to performing a monitoring request. Configuration is performed via O&M.

1)  The SCS/AS sends a Monitoring Request using the Group ID representing the UEs for which the monitoring shall be activated.

2)  The SCEF transfers the Group ID in the Monitoring Request to the HSS (2a) and to the PCRFs (2b) serving the UEs in the group.

3a)  The HSS transfers the Group ID to the MMEs and SGSNs serving the UEs in the group. To only transfer the Group ID to relevant MMEs and SGSNs the HSS needs to analyse the Group ID to sort out which MME/SGSN (home or visited MME/SGSNs) serves the UEs in the defined group.
The MME/SGSN receiving the Group ID configures the monitoring event per UE in the group.

3b) The PCRF triggers an IP-CAN session modification on a group level i.e. sending a group message to all PDN GWs serving the UEs in the group over Gx. The PDN GWs needs to have the group definition to know which Serving GWs are serving the UEs in the group i.e. where to send the Update Bearer Request for the group over S5/S8. The Serving GWs needs also to have the group definition to know which MMEs and SGSNs serving the UEs in the group i.e. where to send the Update Bearer Requests for the group over S4 respective S11.      

This alternative reduces the signalling on the interfaces between the SCS/AS and the MME and SGSN. 

This alternative introduces new group handling functionality in the HSS, PCRF, Serving GW, PDN GW and MME/SGSN. 
In the existing system all signalling over S6a is UE based and a new group based signalling is needed. Introducing a per group based signalling will also have great effects on the HSS and MME/SGSN internal architecture.

For the path from the PCRF to MME/SGSN using group based IP-CAN session modification requires both PDN GW, Serving GW and PCRF to have knowledge of group definition to be able to spread a group based Update Bearer Request to all south bound nodes serving the UEs in the group. Handling the IP-CAN session modification on group level will have great effects on the PDN GW and Serving GW internal architecture.

Not shown in the figure above is the Monitoring Response which will be sent from all MMEs/SGSNs/HSS serving the UEs in the group. The Monitoring Response needs to be cumulated on each north bound node level ending up as one monitoring response for the group in the SCS/AS. If some of the monitoring requests fails in one or more of MMEs/SGSNs/HSS the whole group activation may be seen as failed.

Reporting of monitoring events

Independent of which of the above alternatives 1 to 3 the reporting of the monitoring events will be on per UE based as none of the monitoring events in TS23.682 are on group level. Two alternatives of reporting can be seen:

1.
Monitoring report per UE to the SCS/AS as in existing specification TS23.682. This result in a message per UE and monitoring event in the north bound direction from MME/SGSN/HSS to SCS/AS. This alternative can be used for all the above alternatives 1 to 3.
No signalling reduction compared to existing solution and as the group monitoring will be activated momentarily for all UEs the reporting for all UEs will be simultaneously i.e. high signalling load.

2.
Monitoring is sent in a group message per UE to the SCS/AS. The monitoring event per UE needs to be cumulated on each north bound node level to form one group monitoring report in the SCS/AS. This alternative is only relevant to be used in combination with above alternative 3.
All nodes (MME/SGSN/Serving GW/PDN GW/PCRF/HSS) need to introduce a group handling to cumulate the reports. The cumulated report can result in a huge message in the group monitoring report.
Alternative 1 is the preferred solution as it has less effect on the nodes and the protocols but the signalling load needs to be handled if group monitoring activation is introduced.
6.x.2
Impacts on existing nodes

6.x.3
Solution evaluation





>>>>>>>>>>>>>>>>> End of Changes <<<<<<<<<<<<<<<<<<<<

S/PGW





SCEF





SCS/AS





HSS





RAN





UE





Group


Definition





MME/SGSN





MME/SGSN





RAN





RAN





RAN





UE





UE





UE





UE





2a) UE IDs





1) Group ID





3a) Insert Subscriber Data





2b) UE IP@





S/PGW





3b) Session modification per Ue 





3b) Session modification per Ue 





O&M





PCRF





PCRF





SCEF





SCS/AS





HSS





RAN





UE





Group


Definition





MME/SGSN





MME/SGSN





RAN





RAN





RAN





UE





UE





UE





UE





2a) Group ID





1) Group ID





3a) Insert Subscriber Data





O&M





S/PGW





2b) Group ID





S/PGW





3b) Session modification per Ue 





3b) Session modification per Ue 





PCRF





PCRF





SCEF





SCS/AS





HSS





RAN





UE





Group


Definition





MME/SGSN





MME/SGSN





RAN





RAN





RAN





UE





UE





UE





UE





2a) Group ID





1) Group ID





3a) Group ID





S/PGW





PCRF





2b) Group ID





S/PGW





3b) Session modification per Group 





3b) Session modification per Group 





O&M





PCRF





S/PGW





SCEF





SCS/AS





HSS





RAN





UE





Group


Definition





MME/SGSN





MME/SGSN





RAN





RAN





RAN





UE





UE





UE





UE





2a) UE IDs





1) Group ID





3a) Insert Subscriber Data





2b) UE IP@





S/PGW





3b) Session modification per Ue 





3b) Session modification per Ue 





O&M





PCRF





PCRF





SCEF





SCS/AS





HSS





RAN





UE





Group


Definition





MME/SGSN





MME/SGSN





RAN





RAN





RAN





UE





UE





UE





UE





2a) Group ID





1) Group ID





3a) Insert Subscriber Data





O&M





S/PGW





2b) Group ID





S/PGW





3b) Session modification per Ue 





3b) Session modification per Ue 





PCRF





PCRF





SCEF





SCS/AS





HSS





RAN





UE





Group


Definition





MME/SGSN





MME/SGSN





RAN





RAN





RAN





UE





UE





UE





UE





2a) Group ID





1) Group ID





3a) Group ID





S/PGW





PCRF





2b) Group ID





S/PGW





3b) Session modification per Group 





3b) Session modification per Group 





O&M





PCRF








3GPP

SA WG2 TD


