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Abstract of the contribution:

This contribution provides a set of corrections to 23.785.

Discussion

Version 0.2.0 of 23.785 contains some small editorial problems, as well as some assumptions that need to be stated and technical issues that need to be noted.


In particular:

1. 

2. Several instances of use of the term “RSU” have been replaced by more specific text that speaks of a V2X application or a V2X relaying application.

Proposal 2: Modify the language of TR 23.785 to eliminate use of the term “RSU” beyond the definitions and abbreviations lists and the annex.
3. 

4. The question of uniqueness of IPv6 prefix is raised when many vehicles are in close proximity and are changing their IPv6 prefix regularly.

Proposal 4: Add an editor’s note regarding possible issues in the use of IPv6 and requirements to periodically change IPv6 numbering.
Recommendations

Agree on proposals 2 and 4. 
Adopt the suggested changes of TR 23.785 v0.2.0 below.
******* FIRST CHANGE *******
4.1.1
PC5 based V2X architecture
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Figure 4.1.1-1: Reference architecture for V2X (PC5 based)

The new functions are defined as following:

V2X Control Function: the logical function that is used for network related actions required for V2X. 
Editor's note:
Any requirements beyond provisioning and configuration from V2X Control Function are FFS.

Editor's note:
Whether V2X Control Function can be part of the ProSe Function or the V2X Application Server is FFS.

Editor's note:
Impacts from QoS handling for V2X in the architecture are FFS.
The reference points are defined as following:

V1: The reference point between a V2X application and the V2X application server.

Editor's note:
V1 is out of scope of SA2 but is FFS whether it is out of scope of 3GPP.

V2: This is the reference point between the V2X Application Server and the V2X Control Function in the operator's network. The V2X Application Server may connect to V2X Control Functions belonging to multiple PLMNs.

V3: This is the reference point between a V2X enabled UE and the V2X Control Function in the operator's network.
V4: This is the reference point between the HSS and V2X Control Function in the operator's network.

V5: This is the reference point between the V2X Applications. 

Editor's note:
V5 is out of scope of SA2 but is FFS whether it is out of scope of 3GPP.

LTE-Uu: This is the reference point between the V2X enabled UE and the E-UTRAN.  

PC5: This is the reference point between the V2X enabled UEs for V2V, V2I, and V2P Services. 

Editor's note:
Enhancements to PC5 may be needed to support V2X.
******* NEXT CHANGE *******
5.2.1
General description
Transmission of a V2X message for V2V Service and V2P Service can be triggered periodically or based on a certain event. The V2X message can be exchanged when the UE is "served by E-UTRAN" and when the UE is "not served by E-UTRAN". The V2X message can be exchanged when the UE is non-roaming and roaming.
To support V2X message transmission/reception for V2V Service and V2P Service, the following aspects need to be studied at least:
- 
How to enable the exchange of the V2X messages between UEs for V2V Services and V2P Services.

-
Addressing mechanism/identifiers to broadcast a V2X message for V2V Service and V2P Service.

When studying the above aspects, the following needs to be considered:
-
when the UE is non-roaming and when the UE is roaming.

-
when the UE is "served by E-UTRAN" and when the UE is "not served by E-UTRAN".
-
transferring V2X messages between two UEs: 
-
directly, via a Relay UE, or 
-
via a network-based V2X application.

Editor's note:
RAN impacts need to be considered for the PC5 and LTE-Uu aspects.
******* NEXT CHANGE *******
5.4.1
General description
Prioritizing V2X message transmission for a UE supporting V2X Service and serving a specific purpose (e.g. ambulance or patrol car on duty) is required. It is also required to support prioritizing V2X message transmission according to the message type (e.g. whether road safety related message or not).
In order to support the above, the following aspects need to be studied at least:
- 
How does the 3GPP system provide a means to prioritize V2X message transmission for V2V Service and V2P Service for a UE serving a specific purpose (e.g. ambulance or patrol car on duty)?
-
How does the 3GPP system provide a means to prioritize transmission of a V2X message for V2V Service and V2P Service according to its type (e.g. whether road safety related message or not)?
5.5
Key Issue #5: V2X message transmission/reception between a vehicle and a network-based V2X application
5.5.1
General description
A V2X message for V2I Service can be transmitted from a vehicle to a network-based V2X application. A network-based V2X application can transmit a V2X message for V2I Service to one or more vehicles and handheld devices. The V2X message can be forwarded from a network-based V2X application instance to other network-based V2X application instances.
To support V2X message transmission/reception between a vehicle and a network-based V2X application, the following aspects need to be studied at least:
- 
How to enable the exchange of the V2X messages between UE and a network-based V2X application for V2I Services.

-
Addressing mechanism/identifiers to broadcast a V2X message for V2I Service.

-
Addressing mechanism/identifiers to transmit and receive a unicast V2X message for V2I Service.

-
How does the 3GPP system provide the network-based V2X application with means to dynamically control the area where V2X messages are distributed and transmitted ?
When studying the above aspects, the following needs to be considered:
-
when a UE is non-roaming and when a UE is roaming.

-
when a UE is "served by E-UTRAN" and when a UE is "not served by E-UTRAN".
-
when V2X application implemented in a UE is "served by E-UTRAN" and is "not served by E-UTRAN".
-
when a network-based V2X application is collocated with an eNB that may be operating as an isolated eNB or not.


5.6
Key Issue #6: Latency improvements for eMBMS for V2X Service

5.6.1
General description
The eMBMS system is a highly efficient way for V2X messages transmission even considering the large number of vehicles operating at a range of speeds. It is considered that the existing eMBMS architecture may benefit with some improvements to make eMBMS better suited for V2X services where most V2X messages are locally relevant and the transmission latency of the core network adds to the end-to-end latency of a V2X message. In order to fulfil the latency requirement for V2X Services, it is necessary to study latency improvements for eMBMS at least including the following aspects:

-
Whether localising certain functional entities of the eMBMS architecture could help reduce the latency?

-
Whether both the control plane and user plane of the BM-SC/MBMS-GW need to be localized, or only the user plane needs to be localized?

-
How to establish the eMBMS session in a localized eMBMS architecture?

-
How to inform the UE of the eMBMS service description information (e.g. TMGI)?
-
Possible improvements on existing MBMS to application server (AS) interfaces where the current eMBMS/GCSE architecture is utilised.
5.7
Key Issue #7: QoS for V2X Service
5.7.1
General description
To support the V2X service requirements including the maximum transmission frequency, maximum latency and high reliability, the following aspects need to be studied for both the PC5 and LTE-Uu based architecture at least:
-
Which QoS parameters need to be defined for V2X Service?

-
How does the 3GPP system provide the means to support transferring V2X messages between two UEs supporting V2X Service (directly or via a relaying V2X application), or between a UE supporting V2X Service and a relaying V2X application, with a maximum latency of 100ms (20ms for particular V2X Service between two vehicles)?

******* NEXT CHANGE *******
6.1.2.2
Policy/Parameter provisioning 

The following information is provisioned to the UE for one-to-all ProSe Direct Communication for V2X:
1)  Authorization policy:
-
Same as 1) Authorization policy described in clause 4.5.1.1.2.3.3 of TS 23.303 [5].
2)  Radio parameters for when the UE is "not served by E-UTRAN":

-
Same as 3) Radio parameters for when the UE is "not served by E-UTRAN" described in clause 4.5.1.1.2.3.3 of TS 23.303 [5].

6.1.3
Impact on existing entities and interfaces
Editor's note:
Impacts on existing nodes or functionality will be added.
6.1.4
Topics for further study
Whether the authorization is happening using "over IP" mechanisms and only IP connectivity is required to allow the UE to access the V2X Control Function or if the authorization is done over the NAS is FFS.
It is FFS whether a discovery mechanism is needed in V2X Services.
6.1.5
Conclusions

Editor's note:
Conclusions will be collected for this particular functionality.
******* NEXT CHANGE *******
6.2.1.2
Addressing/Identifiers

Each UE has a Layer-2 ID for one-to-all ProSe Direct Communication that is included in the source Layer-2 ID field of every frame that it sends on the layer-2 link. The UE self-assigns the Layer-2 ID for one-to-all ProSe Direct Communication.
The UE auto-configures a link local IPv6 address following procedures defined in RFC 4862 [6]. This address can be used as the source IP address for one-to-all ProSe Direct Communication.
In order to ensure that a vehicle cannot be tracked or identified by any other vehicle beyond a certain short time-period required by the application, the source Layer-2 ID and the source IP address can be changed over time.
Editor’s Note: What is the chance of IPv6 address collision and Layer-2 ID collision when there are many, many vehicles in close proximity? Especially when each UE is changing its ID and IP@ at some regular rate?
******* END of CHANGES *******
3GPP
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