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Abstract of the contribution: This contribution proposes an NPLI solution for the case when the UE is camped on untrusted WiFi and uses WiFi for emergency session initialization
1. Discussion 

There are jurisdictions where regulations require that an NPLI be used to locate the proper PSAP to service an emergency call at session initialization, as well as mid-session when an LRF is queried by PSAP for a UE updated location.
This solution applies to the case when a UE at home camped on an untrusted WiFi, initiated an emergency session using WiFi. This could be the case, as an example, when there is weak cellular coverage and the UE consequently used WiFi to initiate the emergency call.
In this case, and given that the UE is camped on an untrusted WiFi, the only NPLI information that can be used for locating a PSAP at session initialization or returned to PSAP mid-session for that situation would be the most recent or the current (configured through a policy) cell-ID the UE was camped on, regardless of whether this was a GERAN/UTRAN cell (the UE was in CS) or a EUTRAN cell. This information can be returned by HSS when it is queried by the LRF for that purpose

The reliability of this information depends on the time-stamp in the returned information. 
HSS may also return no information in which case the LRF may use UPLI to locate the proper PSAP and provide to PSAP UPLI according to solutions 22, 25, and 18 if configured by policies to do so. 

It is important to note that LRF today does not support the reference point Sh.
2. Proposal

To add following text in the TR 23.771
1st change

6.27
Solution 27 for Key issue 3: NPLI for Untrusted WiFi emergency sessions 
This procedure is applied to scenarios when a UE initiates an emergency session via untrusted WiFi and when regulations require NPLI to be used to locate a PSAP at emergency session initialization. It is equally applied mid-session to provide a UE updated location when LRF is queried by PSAP for that purpose. This procedure can be applied only when the UE is home and not roaming. 
In this procedure, the LRF relies on the cellular network to obtain a NPLI if possible. To that effect, LRF initiates a query to HSS, using Sh for that purpose, to identify the most recent or the current (configured through a policy) cell-ID the UE was camped on. HSS in turn queries the appropriate access to return requested information. The LRF can initiate multiple queries to HSS for different accesses if configured through policies to do so. 
It is also possible that HSS returns no information at all, in which case the LRF may, if configured through policies, use UPLI as an alternative.
NOTE:
There is no impact on the Sh reference point
The call flows in Figure 6.27-1 depicts an example for the scenario when PSAP queries LRF mid-session and policy configured in LRF points to the use of NPLI. The same logic applies at session initialization as well.
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Figure 6.27-1: NPLI UE Updated location mid-emergency Session

1) In step 1 the UE has successfully established an emergency session with a PSAP.

2) In step 2, the PSAP initiates a request to the LRF to provide a UE updated location; the request includes the UE MSISDN.

2)
In step 3, the LRF identifies the UE and locates the UE associated record

3) 
In step 4a, the LRF queries HSS based on configured policies to fetch an NPLI for the UE. In this step, LRF queries HSS, which in turn queries the MSC where the UE is registered if applicable. 
NOTE:
The order of querying accesses is configured in the LRF.
 Note that whether CS access is fetched before or after MME is configurable in the LRF.
4) 
In step 4b, the MSC returns the response which is forwarded to LRF
5)
In step 5a, depending on the response received in step 4b, the LRF based on configured policies optionally queries HSS for other 3GPP accesses.  In this example, HSS queries MME 

7) 
In step 5b, MME returns the response which is forwarded to LRF
6)
In step 6, depending on the received response the LRF may invoke other procedures based on configured policies (e.g. fetch UPLI information).
7)
In step 7, the LRF proxies the updated location to the PSAP.
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4a. UE Location Request ( IMSI, MSISDN))   







5a. UE Location Request (IMSI, MSISDN))   







4b. UE Location Information Answer  (updated-Location))   







7. UE Location Information Answer (updated-Location))   







6 LRF may execute other procedures based on policies.  







2. Fetch Updated Location (MSISDN, IMEI) (IMSI/IMEI/MSISDN))   







5b. Response (updated-Location))   







3. Identify UE Information 







1. UE has established connection with PSAP, and is camped on Untrusted WiFi
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