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Discussion

This paper describes interaction between C-plane and U-plane function during the Attach procedure. 
It also lists the attributes which are required to be exchanged between the C-plane and U-plane function (for SGW, PGW and TDF) for the session establishment procedure.
Proposal

It is proposed to agree to the following changes to TR 23.714.

* * * 1st Change * * * *

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1], 3GPP TS 23.401 [2], 3GPP TS 23.402 [3], 3GPP TS 23.203 [4] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

Abbreviation format (EW)

C-plane
Control plane

U-plane
User plane
* * * 2nd Change * * * *

Y.1
Interaction between C-plane and U-plane function 

Y.1.1
During Attach procedure
Using the attach procedure, here we provide call flow to demonstrate the step at which the interactions between the C-plane and U-plane takes place and the nature of those interactions, i.e. the high level purpose of the interaction.
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Following additional steps apply when the Serving GW and PDN GW have separate C-plane and U-plane functions.

12a The Serving GW receives Create Session Request message from the MME.

12b The Serving GW has to allocate S5-U FTEID. If this functionality is supported within C-plane function then the C-plane function allocates S1-U and S5-U FTEIDs for the default bearer of the PDN connection.


The C-plane function then performs the selection of the U-plane function for hosting the UE session. The C-plane function sends "SGW UPlane Session Establishment Request" message to the selected U-plane function and includes S1-U and S5-U FTEID if already allocated by it. The U-plane function allocates the S5-U and S1-U FTEID, if not already allocated by the C-plane, for the default bearer of the PDN connection and includes it in the response message. At this point, the eNB S1-U and PDN GW S5-U FTEIDs are not available. 


The SGW U-plane session establishment needs to be done at this step in order to ensure that any downlink data, which may be received immediately after step 15, can be handled by the Serving GW U-plane function.

14a The PDN GW may perform IP-CAN Session Establishment/Modification procedure with the PCRF.

14b The C-plane of PDN GW performs the U-plane function selection for hosting the UE session. If allocation of GTP-U FTEID functionality is supported within C-plane function then the C-plane function allocates S5-U FTEID for the default bearer of the PDN connection. The C-plane sends "PGW UPlane Session Establishment Request" message to the U-plane and includes S5-U FTEID if already allocated by it. The U-plane function allocates the S5-U FTEID, if not already allocated by the C-plane, for the default bearer of the PDN connection and includes it in the response message.

If the Handover Indication is present in the Create Session Request message then C-plane of the PDN GW indicates to the U-plane to not route the downlink packets using this new session but to continue using the existing session to route the downlink packets to the non-3GPP access.
15a The Serving GW receives Create Session Response message from the PDN GW.

15b The C-plane function of Serving GW needs to update the U-plane function with the PDN GW's S5-U FTEID. This is to ensure that if the uplink data is received after step no. 22, it can be handled by the Serving GW. The C-plane function sends "SGW UPlane Session Update Request" message to the U-plane function and includes PGW S5-U FTEID.

23 The Serving GW receives Modify Bearer Request message from the MME.

The C-plane function of Serving GW needs to update the U-plane function with the eNB's S1-U FTEID. The C-plane function sends "SGW UPlane Session Update Request" message to the U-plane function and includes eNB S1-U FTEID.
23a If the Handover Indication is included in step 23, the Serving GW sends a Modify Bearer Request (Handover Indication) message to the PDN GW. At this point the C-plane of the PDN GW releases the old U-plane session corresponding to the non-3GPP access by sending "PGW UPlane Session Release Request" message to the U-plane. Additionally, the C-plane also instructs the U-plane to start routing the downlink packets to the Serving GW using the new session created in step no. 14b.
* * * 3rd Change * * * *

X.1
Attributes exchanged between the C-plane and U-plane function
X.1.1
During the UPlane Session Establishment procedure
X.1.1.1
UPlane Session Establishment Request
Following attributes can be present in the "UPlane Session Establishment Request" message sent from the C-plane to the U-plane function:

Table X.1.1.1-1: Attributes within Session Establishment Request message

	Attribute
	Description
	Comment
	Applicability
	Spec. reference

	
	
	
	SGW
	PDN GW
	TDF
	

	IP Address
	Contains the IPv4 address and/or the IPv6 prefix assigned to this PDN connection.
	This allows the PDN GW to perform source address validation for the uplink traffic and identify the PDN session, the traffic belongs to, on reception of downlink traffic. This allows the TDF to identify the TDF session, the traffic belongs to, on reception of uplink/downlink traffic.
	
	X
	X
	

	AMBR
	Provides the authorized AMBR for the total bandwidth usage for this PDN connection.
	
	
	X
	X
	

	Policy-Rule
	Provides QoS and traffic steering related policy rules using the attributes listed in Table X.1.1.2-1
	Multiple instances, corresponding to different policy rules, are allowed.
	
	X
	X
	

	Bearer-Info
	Provides bearer related information using the attributes listed in Table X.1.1.3-1
	Multiple instances, each corresponding to different bearer are allowed.
	X
	X
	
	

	Usage-Reporting-Rule
	Provides usage reporting rule using the attributes listed in Table X.1.1.4-1 
	Multiple instances, corresponding to different usage reporting rules, are allowed. This covers the charging (online as well as offline) and usage monitoring functionalities.
	X
	X
	X
	


X.1.1.2
Policy Rule

Following attributes are applicable to the Policy-Rule.
Table X.1.1.2-1: Attributes within Policy Rule

	Attribute
	Description
	Comment
	Applicability
	Spec. reference

	
	
	
	SGW


	PDN GW
	TDF
	

	Policy-Rule-ID
	Unique identifier to identify this rule.
	
	
	X
	X
	

	Service-Data-Flow-Template
	Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.
	Multiple instances, to describe different service data flows, are allowed.
	
	X
	X
	23.203 Table 6.3

	Precedence
	Precedence associated with this rule. 
	It determines the order in which the rules are applied to a transmitted packet. When the Service-Data-Flow of different rules overlap with each other then the rule with a lower precedence value is applied before the rule with a higher precedence value.
	
	X
	X
	23.203 Table 6.3

	Maximum-Bit-Rate
	The uplink/downlink maximum bitrate authorized for the service data flows identified under this policy rule.
	
	
	X
	X
	23.203 Table 6.3

	Guaranteed-Bit-Rate
	The uplink/downlink guaranteed bitrate authorized for the service data flows identified under this policy rule.
	
	
	X
	
	23.203 Table 6.3

	Gate-Status
	Indicates if the traffic, corresponding to the service data flows identified under this policy rule, may pass or shall be discarded.
	
	
	X
	X
	23.203 Table 6.3

	Traffic-Steering-Policy
	Identifies a locally configured traffic steering policy which is to be applied on the traffic identified under this policy.
	
	
	X
	X
	23.203 Table 6.3


Editor's Note: Support for Redirection information (3GPP TS 23.203 Table 6.3) is FFS.
X.1.1.3
Bearer Info
Following attributes are applicable to the Bearer-Info.
Table X.1.1.3-1 Attributes within Bearer Info
	Attribute
	Description
	Comment
	Applicability
	Spec. reference

	
	
	
	SGW


	PDN GW
	TDF
	

	Bearer-ID
	Unique identifier to identify this information.
	
	X
	X
	
	

	List-of-Policy-Rule-ID
	List of Policy-Rule-ID (of Policy-Rule attribute) which identifies the service data flows which are bound to this bearer.
	
	
	X
	
	

	S5-FTEID
	The S5 GTP-U IP address and TEID for this bearer. This is used by the peer node while sending the traffic corresponding to this bearer over the S5 interface.
	The service data flow identified by the List-of-Policy-Rule-ID and this parameter together allows the PDN GW to verify the uplink bearer binding.
	X
	X
	
	

	Peer-S5-FTEID
	The S5 GTP-U IP address and TEID of the peer node which should be applied for this bearer while sending the traffic over the S5 interface to the peer. 
	The service data flow identified by the List-of-Policy-Rule-ID and this parameter together allows the PDN GW to perform bearer binding functionality.
	X
	X
	
	

	S1-FTEID
	The S1 GTP-U IP address and TEID for this bearer. This is used by the peer node while sending the uplink traffic corresponding to this bearer.
	
	X
	
	
	

	Peer-S1-FTEID
	The S1 GTP-U IP address and TEID of the peer node which should be applied for this bearer while sending the traffic over the S1-U interface to the peer.
	
	X
	
	
	

	Maximum-Bit-Rate
	The uplink/downlink maximum bitrate authorized for the bearer.
	
	
	X
	
	23.203 Table 6.3

	Transport-Level-Marking
	Transport level packet marking in the uplink and downlink, e.g. setting the DiffServ Code Point, to be applied for the traffic identified for this bearer.
	
	X
	X
	
	23.401 sec. 4.4.3.2, 4.4.3.3


X.1.1.4
Usage Reporting Rule

Following attributes are applicable to the Usage-Reporting-Rule.
Table X.1.1.4-1 Attributes within Usage Reporting Rule

	Attribute
	Description
	Comment
	Applicability
	Spec. reference

	
	
	
	SGW


	PDN GW
	TDF
	

	Rule-ID
	Unique identifier to identify this rule. 
	Included in the usage report to identify the rule for which usage report is generated.
	
	X
	X
	

	Rule-Operation
	Indicates the requested operation for the Rule-ID: ADD, MODIFY, DELETE.
	New Rule-ID is provided with ADD operation. MODIFY and DELETE operation can be used with existing Rule-ID only, i.e. the Rule-ID previously provided with ADD operation.
	
	
	
	

	List-of-Bearer-ID
	List of Bearer-ID identifying the bearer (and its corresponding traffic) for which this rule applies.
	Applicable for bearer level usage report.
	X
	
	
	

	List-of-Policy-Rule-ID
	List of Policy-Rule-ID (of Policy-Rule attribute) which identifies the service data flows for which this rule applies.
	The C-plane uses Rating-group and/or Monitoring-key and/or Sponsor-Identity received from the PCRF to generate this list and also keeps the mapping between them (so that those identities can be used while reporting over the Gx, Gy or Gz interfaces).

This list can overlap across multiple Usage-Report-Rule, i.e. two different Usage-Report-Rule may contain the same Policy-Rule-ID in the List-of-Policy-Rule-ID. This is required to support different grouping of service data flows for different purpose, e.g. one Usage-Report-Rule may be for charging purpose while the other one could be for Usage Monitoring purpose.

If this parameter is excluded then the Usage-Report-Rule applies to the entire traffic belonging to the PDN connection.
	
	X
	X
	

	Reporting-Events
	One or multiple of the events can be activated for the generation and reporting of the usage report.
	Applicable events are: Start-Of-Traffic; Stop-Of-Traffic; Rule-Deletion; Time-of-Day-for-Reporting; Volume-Usage-Quota; Time-Usage-Quota; Quota-Idle-Timeout; Event-based; Immediate-Report.
	
	
	
	

	List-of-Excluded-Policy-Rule-ID
	List of Policy-Rule-ID (of Policy-Rule attribute) which identifies the service data flows (and its corresponding traffic) which shall be excluded from the usage report of this rule.
	This parameter is applicable when PDN connection level usage report is activated by excluding the List-Of-Policy-Rule-ID parameter.
	
	X
	X
	23.203 Table 6.3 

	Time-Of-Day-for-Reporting
	Various combination of the time of day can be provided, e.g. at 1200 hrs; Sunday at 1500 hrs; 20th of the month at 0000 hrs; etc. When the corresponding time is reached, the usage report is generated.
	This allows generation of periodic usage report for e.g. offline charging. It can also be used for providing Monitoring-Time for the usage monitoring feature.
	X
	X
	X
	

	Granted-Volume-Usage-Quota
	Quota in terms of uplink and/or downlink and/or total byte-count is provided. When number of bytes corresponding to the provided quota are transmitted, the usage report is generated.
	The usage measurement starts on the activation of the usage rule and continues until the deactivation of the same or exhaustion of the quotas. When multiple quotas are provided, e.g. uplink and downlink, both quotas are provided, the usage report is generated when anyone of the quota gets exhausted first.
	
	X
	X
	23.203 Table 6.6

	Granted-Time-Usage-Quota
	Quota in terms of the time duration (e.g. in seconds) is provided. When the quota corresponding this time duration is consumed, the usage report is generated.
	The usage measurement starts on transmission of the first packet after the activation of the usage rule and continues until the deactivation of the same or exhaustion of the quotas.

Also includes Inactivity-Detection-Time, duration in terms of seconds during which if no traffic passes then the time based quota measurement is paused. The time based quota measurement is resumed when first packet is transmitted again. 
	
	X
	X
	23.203 Table 6.6

	Quota-Idle-Timeout
	Idle timeout duration for the granted quota. 
	When no traffic for the duration of this time passes, the granted quota (i.e. Volume-Usage-Quota and/or Time-Usage-Quota) is assumed to be expired and the usage report is generated. Timer corresponding to this duration is restarted and the end of each transmitted packet.
	
	X
	X
	

	Event-based-reporting
	Points to a locally configured policy which is identifies event(s) trigger for generating usage report.
	
	
	X
	X
	23.203 Table 6.3


Editor's Note: For supporting the quota consumption based on time, other parameters related to Combinational quota (from 32.299 sec. 6.5.7) need to be added and it is FFS.
NOTE:
When the granted-quota are exhausted, the reporting is done by the U-plane. In the response, the C-plane can provide subsequent-granted-quota and this is how "subsequent threshold" related functionality defined in 23.203 table 6.6 can be supported.
* * * 4th Change * * * *

X.1.2
During the Usage Report generated by U-plane

The U-plane provides the usage report for each of the active Usage-Reporting-Rule. For each usage reporting rule, the usage report is generated repeatedly, i.e. on any one of the valid event trigger, until the usage rule is active. Following attributes are included in the usage report:

Table X.1.2-1 Attributes within Usage Report

	Attribute
	Description
	Comment
	Applicability
	Spec. reference

	
	
	
	SGW


	PDN GW
	TDF
	

	Rule-ID
	Unique identifier to identify this rule. 
	
	X
	X
	X
	

	Reporting-Trigger
	Identifies the trigger for the usage report. 
	Applicable values are: Start-Of-Traffic; Stop-Of-Traffic; Rule-Deletion; Time-of-Day-for-Reporting-reached; Volume-Usage-Quota- exhausted; Time-Usage-Quota-exhausted; Quota-Idle-Timeout-reached; Event-based-trigger; Immediate-Report-requested.
	X
	X
	X
	

	Start-Time
	Provides the timestamp, in terms of absolute time, when the collection of the information provided within Usage-Information is started.
	
	X
	X
	X
	

	End-Time
	Provides the timestamp, in terms of absolute time, when the information provided within Usage-Information is generated.
	
	X
	X
	X
	

	Usage-Information
	Provides information related to the traffic consumed for a given usage rule, using the parameters: Uplink-byte-count; Downlink-byte-count; Total-byte-count; Time-Usage. 
	All the byte counts are set to "0" on generation of the usage report.
Time-Usage provides amount, in terms of sec., of consumed Granted-Time-Usage-Quota. Applicable only if Granted-Time-Usage-Quota is provided within Usage-Reporting-Rule.
	X
	X
	X
	


* * * End of changes * * * *
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