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Abstract of the contribution: It proposes a new key issue on the Registration and Authentication in the SeDoC network.
1. Discussion
In the ICS specified in 23.292, after the eMSC makes successful CS registration, it initiates the IMS registration on behalf of the UE. The IMS does not perform authentication because the eMSC indicates that the CS authentication has done. 

In the SeDoC network, one of Architectural Assumptions is “Where possible SS7 based interfaces should be replaced with IP based interfaces (e.g. SIP/Diameter)”. So how to make the Registration and Authentication is required to be addressed. 

· Following the existing Registration and Authentication, or

· Unified IMS Registration and Authentication with CS registration.

From the Architectural Assumptions and key issue 1 on the TR, the second is the best way.
2. Proposal
It is proposed to add the following text in the TR23.749
*************************************************Start of Change******************************************************

5.X
Key Issue X- Registration and Authentication
5.X.1
Description

In the ICS specified in 23.292, after the eMSC makes successful CS registration, it initiates the IMS registration on behalf of the UE. The IMS does not perform authentication because the eMSC indicates that the CS authentication has done. 

In the SeDoC network, one of Architectural Assumptions is “Where possible SS7 based interfaces should be replaced with IP based interfaces (e.g. SIP/Diameter)”. 
The key issue studies how to provide Registration and Authentication of CS UE in SeDoC.
5.X.2
Architectural Requirements
The following architectural requirement is following:
-
No special UE functionality shall be required.
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