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***** First change *****
4.3.17
Support for Machine Type Communications (MTC)

4.3.17.X
Support for Non-IP data 

4.3.17.X.1
General
The support of Non-IP data is part of the CIoT EPS optimisations. The Non-IP data delivery between 3GPP Core Network and Non-IP peer point (Application Server (AS) or Non-IP Gateway Interworking Function (NG-IWF)) is accomplished by one of two mechanisms:

-
Delivery using SCEF as defined in 4.13.17.X.3.2
-
Delivery using a Point-to-Point (PtP) SGi tunnel as defined in 4.13.17.X.3.3
The SMS service may also be used to deliver data without use of the IP protocol. The SMS service is always supported for CIoT EPS optimisations, i.e. can be used simultaneously with Non-IP and IP data. When only the SMS service is needed, an attach without PDN connection establishment can be used, see clause 5.3.2. 
Dedicated bearers are not supported for the non IP PDN Connectivity Service
.

4.3.17.X.2
Attach Procedure

The UE indicates in the Attach procedure that Non-IP PDN type shall be used. If the MME establishes DRB (e.g. for UEs using the User Plane CIoT EPS Optimization), it indicates to the eNodeB to not use header compression for PDN connection of PDN type Non-IP. 
4.3.17.X.3
Delivery mechanism
4.3.17.X.3.1
General
For a given UE, the MME decides which delivery mechanism (SCEF based delivery or SGi based delivery) is used for delivering the Non-IP data between 3GPP Core Network and AS/NG-IWF. The decision is made based on HSS subscription information, at PDN connection establishment for Non-IP data or at attach time in case of SCEF based delivery.   
Editor’s Note: How SCEF based delivery is decided, may need further considerations.
4.3.17.X.3.2
SCEF based delivery
When the MME decides for a given UE to use SCEF based delivery mechanism for Non-IP data, no PDN connections are established. An Initial attach without default PDN connection is used (see clause 5.3.2).  
NOTE: 
The initial attach message should be backward compatible, i.e. an ESM container should be present in the message but it may contain SCEF based delivery specific message or parameters or be empty as described in stage 3 specifications. 

The SCEF based delivery is applicable to the Control Plane CIoT EPS Optimization (see clause 4.1).
 
The support of Non-IP data via the SCEF are further defined in TS 23.682 [74].
4.3.17.X.3.3
SGi based delivery

4.3.17.X.3.3.1
General 
When support of Non IP data is provided at the SGi interface, different point-to-point tunneling techniques may be used. Point-to-point tunneling by UDP/IP encapsulation can be used as described in clause 4.3.17.X.3.3.2 below. Other techniques as described in clause 4.3.17.X.3.3 below may be used. 
The SGi based delivery is applicable to the User Plane CIoT EPS Optimization and the Control Plane CIoT EPS Optimization (see clause 4.1). 
The P-GW  decides at PDN connection establishment based on configuration which point-to-point tunneling technique is used for the SGi based delivery between the 3GPP Core Network and the AS/NG-IWF and the information sent from UE(e.g. APN or AS related information in PCO).  The PtP tunnel parameters are also pre-configured on PDN GW.
 
NOTE: 
The configuration can be done per APN or based on other criterion such as SLA between operator and 3rd party application service provider, etc. 
4.3.17.X.3.3.2
SGi PtP tunnelling based on UDP/IP 

SGi PtP tunnelling based on UDP/IP may be used to deliver Non-IP data to AS or NG-IWF via SGi.   

A point-to-point tunnel is used by the P-GW towards the AS/NG-IWF. The tunnel parameters (i.e. destination IP address and UDP port) for SGi PtP tunneling based on UDP/IP are pre-configured on the P-GW
. IP address allocation procedures for the UE (i.e. PDN connection) are performed by the P-GW based on APN configuration and according to clause 5.3.1. Only single IP address is used (i.e. both IPv4 and IPv6 addresses are not allocated).  
The P-GW acts as a transparent forwarding node between the UE used for CIoT and the AS/NG-IWF. 

For uplink Non-IP data, the P-GW forwards the received data to the AS/NG-IWF over the SGi PtP tunnel using UDP/IP encapsulation. 

For downlink Non-IP data, the AS/NG-IWF sends the data using UDP/IP encapsulation with the IP address of the UE and the 3GPP defined UDP port for “Non-IP” data.  The P-GW decapsulates the received data (i.e. removes the UDP/IP headers) and forwards the data to S-GW on the GTP-U tunnel identified by the IP address of the UE (i.e. PDN connection) for delivery to the UE.

The P-GW performs the IP related operations (e.g. allocates IP address for the PDN connection), but the IP address or IP prefix is not provided to the UE (i.e. SLAAC / Router Advertisements are not performed. DHCP or DHCPv6 are not used). In case of IPv6 the P-GW assigns an Interface Identifier for the PDN connection. The allocated IP address or IPv6 prefix  identifies the PDN connection of the UE. The P-GW may inform the MME of the assigned IPv6 prefix for a given UE. However, the UE is not informed about the assigned IPv6 prefix.
NOTE 1:
Whether the P-GW informs S-GW/MME of the assigned IP v6 prefix or not is left to stage 3 decision. 
NOTE 2:
It is recommended to use IPv6 for CIoT. IPv4 based addressing is deprecated for machine type communication used over 3GPP accesses, see 3GPP TS 23.221 [27].
4.3.17.X.3.3.3
Other SGi PtP tunnelling mechanisms
SGi PtP tunnelling mechanisms such as PMIPv6/GRE, L2TP, GTP-C/U, etc, may be used to deliver Non-IP data to AS/NG-IWF via SGi. The general handling of such delivery mechanisms is as described below.  
A point-to-point tunnel is established by the P-GW towards the AS/NG-IWF. Depending on the type of protocol employed on the SGi PtP tunnel, the SGi PtP tunnel setup may be done at the time of Attach or at the time of first MO datagram being sent by the CIoT UE. The P-GW selects the AS/NG-IWF based on the P-GW PtP tunnel
 configuration. However, IP address allocation procedures for the UE (according to clause 5.3.1) are not performed by the P-GW. 
NOTE 1: An AS/NG-IWF can be dedicated for handling a specific Non-IP data protocol. 
The P-GW acts as a transparent forwarding node between the UE used for CIoT and the AS/NG-IWF. 
For uplink Non-IP data, the P-GW forwards the received data to the AS/NG-IWF over the established SGi PtP tunnel. 

For downlink Non-IP data, the AS/NG-IWF locates the right SGi PtP tunnel for the UE (using information such as UE identifiers in the Non-IP protocol itself, etc) to forward the data. The AS/NG-IWF sends the data to P-GW over the established SGi PtP tunnel .The P-GW inturn sends the data to S-GW on the GTP-U tunnel identified by the associated SGi PtP tunnel  for delivery to the UE
.
***** Next change *****
5.7.1
HSS

IMSI is the prime key to the data stored in the HSS. The data held in the HSS is defined in Table 5.7.1-1 here below.

The table below is applicable to E‑UTRAN in stand-alone operation only.

Table 5.7.1-1: HSS data

	Field
	Description

	IMSI
	IMSI is the main reference key.

	MSISDN
	The basic MSISDN of the UE (Presence of MSISDN is optional).

	IMEI / IMEISV
	International Mobile Equipment Identity - Software Version Number

	MME Identity
	The Identity of the MME currently serving this UE.

	MME Capabilities
	Indicates the capabilities of the MME with respect to core functionality e.g. regional access restrictions.

	MS PS Purged from EPS
	Indicates that the EMM and ESM contexts of the UE are deleted from the MME.

	ODB parameters
	Indicates that the status of the operator determined barring 

	Access Restriction
	Indicates the access restriction subscription information. It may include different values for HPLMN and roaming case.

	EPS Subscribed Charging Characteristics
	The charging characteristics for the UE, e.g. normal, prepaid, flat-rate, and/or hot billing subscription.

	Trace Reference
	Identifies a record or a collection of records for a particular trace.

	Trace Type
	Indicates the type of trace, e.g. HSS trace, and/or MME/ Serving GW / PDN GW trace.

	OMC Identity
	Identifies the OMC that shall receive the trace record(s).

	Subscribed-UE-AMBR
	The Maximum Aggregated uplink and downlink MBRs to be shared across all Non-GBR bearers according to the subscription of the user.

	APN-OI Replacement
	Indicates the domain name to replace the APN OI when constructing the PDN GW FQDN upon which to perform a DNS resolution. This replacement applies for all the APNs in the subscriber's profile. See TS 23.003 [9] clause 9.1.2 for more information on the format of domain names that are allowed in this field.

	RFSP Index
	An index to specific RRM configuration in the E-UTRAN

	URRP-MME
	UE Reachability Request Parameter indicating that UE activity notification from MME has been requested by the HSS.

	CSG Subscription Data
	The CSG Subscription Data is a list of CSG IDs per PLMN and for each CSG ID optionally an associated expiration date which indicates the point in time when the subscription to the CSG ID expires; an absent expiration date indicates unlimited subscription.

For a CSG ID that can be used to access specific PDNs via Local IP Access, the CSG ID entry includes the corresponding APN(s).

	VPLMN LIPA Allowed
	Specifies per PLMN whether the UE is allowed to use LIPA.

	EPLMN list
	Indicates the Equivalent PLMN list for the UE's registered PLMN.

	Subscribed Periodic RAU/TAU Timer
	Indicates a subscribed Periodic RAU/TAU Timer value

	MPS CS priority
	Indicates that the UE is subscribed to the eMLPP or 1x RTT priority service in the CS domain.

	UE-SRVCC- Capability
	Indicates whether the UE is UTRAN/GERAN SRVCC capable or not.

	MPS EPS priority
	Indicates that the UE is subscribed to MPS in the EPS domain.

	UE Usage Type
	Indicates the usage characteristics of the UE for use with Dedicated Core Networks (see clause 4.3.25).

	Group ID-list
	List of the subscribed group(s) that the UE belongs to

	Communication Patterns
	Indicates per UE the Communication Patterns and their corresponding validity times as specified in TS 23.682 [74].The Communication Patterns are not provided to the SGSN.

	Monitoring Event Information Data
	Describes the monitoring event configuration information. See TS 23.682 [74] for more information.

	Non-IP data delivery mechanism
	If present, includes parameters related to Non-IP data delivery mechanism

	Each subscription profile contains one or more PDN subscription contexts:

	Context Identifier
	Index of the PDN subscription context.

	PDN Address
	Indicates subscribed IP address(es).

	PDN Type
	Indicates the subscribed PDN Type (IPv4, IPv6, IPv4v6)

	APN-OI Replacement
	APN level APN-OI Replacement which has same role as UE level APN-OI Replacement but with higher priority than UE level APN-OI Replacement. This is an optional parameter. When available, it shall be used to construct the PDN GW FQDN instead of UE level APN-OI Replacement.

	Access Point Name (APN)
	A label according to DNS naming conventions describing the access point to the packet data network (or a wildcard) (NOTE 6).

	SIPTO permissions
	Indicates whether the traffic associated with this APN is prohibited for SIPTO, allowed for SIPTO excluding SIPTO at the local network, allowed for SIPTO including SIPTO at the local network or allowed for SIPTO at the local network only (NOTE 7).

	LIPA permissions
	Indicates whether the PDN can be accessed via Local IP Access. Possible values are: LIPA-prohibited, LIPA-only and LIPA-conditional.

	WLAN offloadability
	Indicates whether the traffic associated with this APN is allowed to be offloaded to WLAN using the WLAN/3GPP Radio Interworking feature or if it shall be kept on 3GPP access (see clause 4.3.23). The indication may contain separate values per RAT (E-UTRA and UTRA).

	EPS subscribed QoS profile
	The bearer level QoS parameter values for that APN's default bearer (QCI and ARP) (see clause 4.7.3).

	Subscribed-APN-AMBR
	The maximum aggregated uplink and downlink MBRs to be shared across all Non-GBR bearers, which are established for this APN.

	EPS PDN Subscribed Charging Characteristics
	The charging characteristics of this PDN Subscribed context for the UE, e.g. normal, prepaid, flat-rate, and/or hot billing subscription. The charging characteristics is associated with this APN.

	VPLMN Address Allowed
	Specifies per VPLMN whether for this APN the UE is allowed to use the PDN GW in the domain of the HPLMN only, or additionally the PDN GW in the domain of the VPLMN.

	PDN GW identity
	The identity of the PDN GW used for this APN. The PDN GW identity may be either an FQDN or an IP address. The PDN GW identity refers to a specific PDN GW.

	PDN GW Allocation Type
	Indicates whether the PDN GW is statically allocated or dynamically selected by other nodes. A statically allocated PDN GW is not changed during PDN GW selection.

	PLMN of PDN GW
	Identifies the PLMN in which the dynamically selected PDN GW is located.

	Homogenous Support of IMS Voice over PS Sessions for MME
	Indicates per UE and MME if "IMS Voice over PS Sessions" is homogeneously supported in all TAs in the serving MME or homogeneously not supported, or, support is non-homogeneous/unknown, see clause 4.3.5.8A.

	List of APN ‑ PDN GW ID relations (for PDN subscription context with wildcard APN):

	APN - P‑GW relation #n
	The APN and the identity of the dynamically allocated PDN GW of a PDN connection that is authorised by the PDN subscription context with the wildcard APN. The PDN GW identity may be either an FQDN or an IP address. The PDN GW identity refers to a specific PDN GW.


NOTE 1:
IMEI and SVN are stored in HSS when the Automatic Device Detection feature is supported, see clause 15.5 of TS 23.060 [7].

NOTE 2:
The 'EPS subscribed QoS profile' stored in HSS is complementary to the legacy 'GPRS subscribed QoS profile'.

NOTE 3:
Void.

NOTE 4:
How to indicate which of the PDN subscription contexts stored in the HSS is the default one for the UE is defined in stage 3.

NOTE 5:
To help with the selection of a co-located or topologically appropriate PDN GW and Serving GW, the PDN GW identity shall be in the form of an FQDN.

NOTE 6:
The "Access Point Name (APN)" field in the table above contains the APN-NI part of the APN.

NOTE 7:
In this specification, the values "prohibited for SIPTO" and " allowed for SIPTO excluding SIPTO at the local network" correspond to the pre Rel‑12 values "prohibited for SIPTO" and "allowed for SIPTO". Actual coding of these values belongs to Stage 3 domain.

An expired CSG subscription should not be removed from the HSS subscription data before it is removed from the UE's Allowed CSG list or Operator CSG list. When a CSG subscription is cancelled it should be handled as an expired subscription in HSS subscription data to allow for removing it from UE's Allowed CSG list or Operator CSG list first.

One (and only one) of the PDN subscription contexts stored in the HSS may contain a wild card APN (see TS 23.003 [9]) in the Access Point Name field.

The PDN subscription context marked as the default one shall not contain a wild card APN.

The PDN subscription context with a wildcard APN shall not contain a statically allocated PDN GW.

If the LIPA permission and SIPTO permission flags are both included for a particular APN, they shall be set in a consistent manner, e.g, if the LIPA permission is set to LIPA-only or LIPA-conditional, the SIPTO permission shall be set to SIPTO-prohibited. Conversely, if the SIPTO permission indicates the APN is a SIPTO-allowed APN, the LIPA permission shall be set to LIPA-prohibited. A SIPTO-allowed APN is an APN for which the SIPTO permission is set to allowed for SIPTO excluding SIPTO at the local network, allowed for SIPTO including SIPTO at the local network or allowed for SIPTO at the local network only.

***** End of changes *****

�It is proposed because if dedicated bearers are established it is not possible in the PGW to make bearer binding for the downlink packets.


�It is proposed because in the user plane solution user datas are sent bypassing the MME. 


�The PGW configuration can be per APN or per SLA. For the later case, the UE needs to send the AS related information in PCO to P-GW.


�PGW configuration may not per APN according to the NOTE in clause 4.3.17.X.3.3.1.


�PGW configuration may not per APN according to the NOTE in clause 4.3.17.X.3.3.1.


�Word clarification





