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Abstract of the contribution: This document includes a clarification for solution 1 to include PCRF as an impacted node and to put the steps in the proper order.
Introduction

This contribution adds PCRF as an impacted node.   In the call flow, step 4 is basically NetLoc and this step today is not supported by the PCRF at SIP registration. Hence the PCRF is an impacted node.
 Quoting TS 29.214 section 4.4.6.7 (highlighted text)

4.4.6.7
Reporting Access Network Information

If the AF requests the PCRF to report the access network information (e.g. user location and/or user timezone information), the AF shall subscribe to the "ACCESS_NETWORK_INFO_REPORT" within the Specific-Action AVP and shall include the required access network information within the Required-Access-Info AVP. The AF may request the PCRF to report the access network information in conjunction with providing the PCRF with the AF session information, refer to clause 4.4.1. Optionally, the AF may request the PCRF to report the access network information without providing service information (see clause A.10.2). In the latter case the AF establishes an Rx session for the AF session upon requesting the access network information from the PCRF with an AA-Request command, containing information required for the session binding in the Framed-IP-Address AVP, the Framed-Ipv6-Prefix AVP Subscription-Id AVP, the Called-Station-Id AVP and/or the IP-Domain-Id AVP.
And section 4.4.1 reference in the section, it I clear that NetLoc is not available at IMS registration/ 

4.4.1
Initial Provisioning of Session Information

When a new AF session is being established and media information for this AF session is available at the AF and the related media require PCC supervision, the AF shall open an Rx Diameter session with the PCRF for the AF session using an AA-Request command, unless an Rx session has already been established for the AF session (e.g. as per clause 4.4.6.7). If an Rx Diameter session already exists for the AF session, the AF uses the existing Rx Diameter session. The AF shall provide the full IP address of the UE using either Framed-IP-Address AVP or Framed-Ipv6-Prefix AVP, and the corresponding Service Information within Media-Component-Description AVP(s). The AF shall not include circuit-switched bearer related media in the service information sent to the PCRF. The AF shall indicate to the PCRF as part of the Media-Component-Description whether the media IP flow(s) should be enabled or disabled with the Flow-Status AVP.

The same can also be inferred from TS23.228 Annex R.
Finally steps 4 and 5 are in the wrong order.

Proposal

Update TR 23.791 as follows:
	End changes


6.1
Solution #1: PCRF based VPLMN-ID and Local Database based non UE detectable emergency session
6.1.1
Description

This is a solution for:

-
Key Issue 3 - Determination of the ID of the visited PLMN at IMS Entities in HPLMN and
-
Key Issue 2 - Handling of non UE detectable Emergency Session, 
A non UE detectable emergency number in the VPLMN can be considered as Geo-Local Number and therefore, the HPLMN has to perform number translation taking both UE location and dialled non UE detectable emergency number into account at the HPLMN.

With respect to key issue 3, the HPLMN obtains a UE location on the granularity of the VPLMN ID by querying the PCRF at the time of the SIP registration. A mechanism is already defined in 3GPP TS 24.229 [9] sub-clause 4.7.5.
With respect to key issue 2, the P-CSCF can query a database for locally used emergency call numbers. The handling of non UE detectable emergency calls are based on the local regulations, e.g. the P-CSCF can reject with a 380 response, or provide an indication to use CS in the VPLMN or provide a local P-CSCF address to try an unauthenticated IMS emergency session.
The following figure shows the corresponding call flow for this functionality:


[image: image1]
Figure 6.1.1-1: IMS Registration and Location Retrieval
1. The UE attaches to the VPLMN and establishes bearer(s) to the PGW in the HPLMN.

2. The UE sends a SIPREGISTER to the P-CSCF. 

3. The P-CSCF sends an AAR with a one time network information request to the PCRF including sufficient information to construct suitable PCC rule to enable the PCRF to initiate the location retrieval or to bind to an existing Gx session. 
4. The PCRF provides an AAA to the P-CSCF 
5. The PCRF updates the IP-CAN session and requests an ACCESS NETWORK INFO REPORT. 

6. The PCRF receives an event from the PGW/PCEF that can be mapped into the “ACCESS NETWORK INFO REPORT”.

7. The PCRF provides a RAR to the P-CSCF with the ECGI or VPLMN ID depending on the availability of the information in the PCRF. I.e ECGI is always provided unless the access network does not provide it to the PCEF; in that case the VPLMN ID is provided instead to the PCRF and then to the P-CSCF.
8. The P-CSCF may query a database for local emergency numbers and may store them for later comparison with incoming requests from this PLMN using short codes. 
NOTE: The database query is implementation dependent. 
9. The PCRF acknowledges the RAR with a AAA.
10. The P-CSCF includes the VPLMN ID in the P-Visited-Info header and forwards the REGISTER to the S-CSCF.
The following figure shows the detection in the P-CSCF of a non UE detectable emergency call. 
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Figure 6.1.1-2: Detection of non UE detectable emergency call
1. The UE registers to IMS according to Figure 6.1.1-1.
2. The UE sends a SIP INVITE with a non UE detectable emergency nr of the VPLMN. 

3. The P-CSCF compares the Request URI with the  local emergency numbers for this PLMN and detects the emergency call . The P-CSCF may continue either with step 4a or 4b.
4a. The P-CSCF forwards the INVITE to the S-CSCF.
4b. The P-CSCF rejects the request by sending an error message to the UE and pointing to different actions, e.g. try emergency call in CS, provide a local P-CSCF address for unauthorized emergency call in VPLMN (emergency attach must be supported by VPLMN).
6.1.2
Impacts on existing nodes and functionality
P-CSCF: P-CSCF requests access network information at time of SIP Registration and holds or queries a database with local emergency numbers of roaming partner networks and compares incoming requests with such numbers. Handling of non UE detectable emergency calls are based on local regulations.  The P-CSCF needs to translate ECGI to PLMN id, as PCRF only provides PLMN id if the ECGI was not provided by the MME. 
NOTE:
The ECGI is always provided unless the access network does not provide it to the PCEF; in that case the VPLMN ID is provided instead to the PCRF and then to the P-CSCF
PCRF: NetLoc has to be supported at SIP Register. 

	End changes
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