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Abstract of the contribution: This contribution proposed the new key issue for header compression support for CIOT use.
1. Introduction
1.1 Inefficiency of header compression of LTE for CIOT

Clause 4.3 of TR 23.720 has documented the traffic models for CIoT. Most of the categories, e.g. MAR, and Network Command, are characterized by small data size and infrequent. For example, periodic MAR is using the data size of 20-200 Byte and maximum frequency of 30 min, and Network Command is using data size of 0-20 byte with similar frequency. Considering the IP header (e.g. 20B for IPv4 and 40B for IPv6) and UDP header (8B) or TCP header (20B), the overhead is significant. Therefore, header compressing is necessary for the efficient support of large number of devices for the NB-CIoT. 

In addition, for the CIOT use, it is expected that the device will communicate with a rather fixed node, i.e. the Application Server or a gateway. This means the traffic to/from the CIOT device is a relative stable IP flow, i.e. having the same source and destination address, protocol, and port numbers. It makes traffic especially suitable for header compression.

However, the current LTE header compression is realized in PDCP layer, as specified in TS 36.323, and applies to the user plane only.   
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  Figure  4.2. 2 .1   -   PDCP  l ayer,  f unctional  v iew  


Each PDCP entity that is associated with a DRB is able to support the robust header compression protocol (ROHC), and only implement one instance of it. 
However, this type of header compression mechanism does not suit very well the CIOT traffic models for two reasons. Firstly, the PDCP entities will be re-established and ROHC context reset when the UE experienced the CONNECTED-IDLE transition. Since the CIOT device is expected to send data in a frequency lower than every 30 min, UE would fall to IDLE mode and corresponding DRBs are deleted. Therefore, when the CIOT device needs to send the data again, it needs to use the initialization and refresh (IR) frame to carry the data, which provides not only no header compression but also incur additional overhead. This effectively renders the ROHC in PDCP useless. 

Secondly, the ROHC in PDCP does not survive mobility, since ROHC needs to be reset when UE moves across eNBs (because the ROHC context is not transferred between eNBs).  

Obviously, the LTE header compression scheme needs to be improved for CIOT use. 

Observation 1: Current LTE header compression scheme is not suitable for CIOT traffic model, and needs to be improved.

1.2 Support of non-IP traffic for CIOT 

In addition to the IP traffic, the CIOT architecture also supports the transport of the non-IP traffic. Therefore, the header compression scheme should be also able to handle the non-IP traffic as well, i.e. to turn off the compression scheme. This should be able to work together with the non-IP solution.     
2. Proposal

It is proposed capture in TR 23.720 the following key issue and solution. 
>>>Start Changes<<<
5.x
Key Issue x - Header compression enhancements for CIOT 
5.x.1
Description

This key issue aims to provide an efficient header compression scheme to support the CIOT traffic models. 

Based on the traffic model documented in 4.3, most of the categories make use of small data size and send data infrequently. For example, periodic MAR and Network Command are using the data size of 20-200 Byte every 30 min or longer. Considering the IP and transport layer headers, e.g. 20B for IPv4 and 40B for IPv6, 8B for UDP, 20B for TCP, and 12B for RTP, the overhead is significant. Therefore, header compressing is necessary for the efficient support of large number of devices for the NB-IoT. 
Note: 
For instance the traffic/user data for the NB-IoT typically includes (though not inclusively) status information, measurement data, and alarming data from M2M applications. 
Due to the infrequent data sending and mobility, the header compression context kept in the eNB and UE may be reset as a result of UE enters IDLE mode or changes eNB. This leads to packets with full size headers, or even with additional overhead, sent with frequently. 
In addition, there could be also non-IP traffic for CIOT use. In this case, the header compression scheme must be able to turn the scheme off when non-IP traffic is used.
It is therefore desirable to develop a header compression mechanism to support the efficient transport of CIOT traffic. 

5.x.2
Architectural Requirements 

For data delivery over control plane, the header compression function for CIOT traffic needs to be supported to allow CONNECTED-IDLE mode transition and mobility. 
The header compression function for CIOT needs to be able to handle the non-IP traffic when the UE requested non-IP support. 
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