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Introduction
At SA2#111, two key issues were added to TR 23.771 for handovers of active emergency call from WLAN to 3GPP access and from 3GPP access to WLAN (key issues 12 and 13). In addition two solution alternatives were also added to the TR. One solution alternative is based on using a static PGW identity configured in the MME/ePDG/TWAG (possible with a second PGW identity as fallback). The other solution alternative is based on the existing non-emergency mobility procedure where the PGW identity for a PGW is stored in HSS. 

The first solution is restricted in that only one PGW is used for emergency session (or one PGW with an additional fallback PGW). Even though it may be possible to regionalize the solution, this restriction may be a too limiting in order to cope with situations where there is a large number of simultaneous emergency session. 

The second solution allows multiple PGWs supporting emergency sessions, but relies on that HSS is used to store the PGW identity. This solution is thus difficult to use in roaming cases (where HSS is located in HPLMN while the emergency service and emergency APN is configured by VPLMN) and for unauthenticated UEs or UEs without SIM cards. 

In this paper we suggest a third solution that would allow multiple PGWs to be used for emergency services as well as allows handovers also for roaming UEs, unauthenticated UEs and UEs without SIM cards. 

Description

Assuming that a solution is defined where the UE location information is provided to the LRF / Location Server (LS) when the UE connects, a possible solution for preserving the PGW identity is to utilize the LRF/GMLC as temporary storage. 

In 3GPP access, when the UE sets up a PDN Connection for emergency services, the MME/SGSN pushes the UE location to the LRF/GMLC via the SLg interface. The LRF/GMLC also receives the UE identity (IMSI/IMEI) as well as the MME Identity and stores these parameters in order to be able to request updated location information from the MME at a later stage. 

Similarly, a solution alternative (solution 18) has been included in TR 23.771 for having a similar procedure from ePDG where the ePDG pushes the UE location information to the LRF/GMLC when the UE connects via untrusted access. A similar solution alternative can also be applied for trusted WLAN access. 

By providing the PGW identity together with the UE location information to the LRF/GMLC during emergency PDN Connection establishment, the LRF/GMLC can store this info together with the already stored information (UE identity, MME identity). Later, for example when the UE moves from WLAN access and makes a handover attach to 3GPP access, the MME would also push the UE location information to LRF/GMLC and in the reply receive the stored PGW identity. Similar procedure would be applied also for handover from 3GPP access to WLAN access. 

Proposal
It is proposed to update 23.771 as follows:

**** First Change ****

6.17.1
Overview

EPC mechanisms currently exist to support mobility between 3GPP and Non 3GPP access for regular PDN connections. They rely on updating the HSS, at the creation of the PDN connection, with the identity of the PGW serving a given UE for an APN. Then when the UE connects onto a target access where it may be willing to Hand-Over  the PDN connection, the HSS provides the identity of this PGW to the (target) serving node (e.g. TWAG / ePDG / MME) of the target access. This identity is used e.g. when a PDN connection with the Hand-Over indication is set-up via the (target) serving node.

Reuse of these mechanisms requires some care as emergency sessions may be set up for UE without an USIM. In this case the HSS of the UE is unknown. In case of duly authenticated UE, the HSS of the UE can be determined but the HSS (in the HPLMN) may have no knowledge of the APN being used for emergency services in a VPLMN (as the HPLMN and the VPLMN are using different APN values for emergency services).

Following alternatives may be considered:

1) To configure in the Emergency Configuration data of the serving nodes (TWAG / ePDG / MME) of a PLMN a static PGW identity (with possibly a fall back identity to cope with the failure of the active PGW) that applies to any Emergency PDN connection. No HSS data storage of the PGW used for emergency services is needed.

2) To configure in the Emergency Configuration data of the serving nodes (TWAG / ePDG / MME) of a PLMN as follows:

a) a static PGW identity (with possibly a fall back identity to cope with the failure of the active PGW) is configured  for Emergency PDN connections related with a non authenticated UE. 

b) Multiple PGW in the local PLMN may support Emergency PDN connections related with authenticated UE. 

For this case, the actual PGW to use for a given PDN connection is selected based on DNS look up for the local APN related with emergency services. HSS data storage of the PGW used for emergency services is needed as well as retrieval of this PGW by the (target) serving node (e.g. TWAG / ePDG / MME). 
3) 
Multiple PGW in the local PLMN may support Emergency PDN connections related with authenticated UEs, unauthenticated UEs and UEs without USIM. When a PDN Connection for emergency services is established, the serving node (TWAG / ePDG / MME) provides the PGW identity together with the UE location information and other parameters to the LRF / Location Server. The LRF/GMLC stores the PGW identity together with the other information already stored by LRF/GMLC (e.g. UE identity). Later, when the UE makes a handover attach in another access (3GPP access or WLAN access), the serving node (TWAG / ePDG / MME) the UE provides the UE location information to LRF/GMLC and the LRF/GMLC provides the PGW identity in use together with the reply to the serving node. Further details are provided in 6.17.X below.
Editor’s Note: Alternative solutions are FFS. 
**** Next Change ****

6.17.X
Solution based on retrieving PGW ID from LRF/GMLC

This solution is applicable to key issues 12 and 13 (Handover of Active Emergency call between WLAN and 3GPP accesses).

The solution relies on the LRF/GMLC for storing the PGW Identity when the UE makes initial attach, and retrieving the PGW Identity from the LRF/GMLC as the UE makes handover from 3GPP access to WLAN access, or from WLAN access to 3GPP access. The solution supports mobility for both authenticated UEs and unauthenticated UEs (including UEs without USIM) as well as both non-roaming and roaming UEs. 

The solution assumes that an interface to LRF/GMLC is available when the UE connects in untrusted WLAN access (e.g.an interface from ePDG as suggested in solution 18) and when the UE connects in trusted WLAN access (e.g. an interface to LRF/GMLC from TWAG). And interface from MME to LRF/GMLC is already supported as per existing specifications. 

A call flow for initial attach in untrusted WLAN access, and a subsequent handover to 3GPP access is shown below. A similar call flow would apply in the reverse handover direction.
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1. 
A PDN Connection for emergency calling is established over untrusted WLAN access.

2a. The ePDG provides the LRF/GMLC with UE location information, the UE identity (IMSI/IMEI) as well as the PWG Identity information. 

2b.
The LRF/GMLC stores the information received (e.g. UE identity PGW identity) and provides a reply to the ePDG.

3.
Later, the UE makes handover attach in 3GPP access, and also provides an indication that the request is to receive emergency services. 

4a.
As part of the handover of the PDN Connection, the MME contacts the LRF/GMLC to provide location information and to retrieve the PGW Identity.

4b.
The LRF/GMLC provides a reply to the MME containing the PGW Identity information

5.
The handover of the PDN Connection for emergency services is completed.

**** End of Changes ****
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