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Introduction

Interface to EIR

The objective of the EWE work item is to define a solution for supporting EIR checking of IMEI when the UE accesses EPC via WLAN access. There are two main solution options:
1. Interface from the 3GPP AAA server/proxy to EIR

2. Interface from ePDG (untrusted access) and TWAG (trusted access) to EIR

The IMEI value provided by the UE is made available to all nodes (TWAG, ePDG and AAA proxy/server) so from that point of view both options above are feasible. However, option 1) has the benefit that a single solution can be applied for both untrusted and trusted WLAN access, impacting only the AAA node, while option 2) would require the interface to be supported from both ePDG and TWAG. 
For Trusted WLAN access there is also a question about if the EIR checking can be performed by the WLAN access network provider, or should always be performed by a 3GPP PLMN. In our assumption it is more reasonable to assume that the interface to the EIR is supported by a 3GPP PLMN. For solution 2, since the TWAG is located in the Trusted WLAN Access Network (TWAN), it has then to be assumed that the TWAN is owned and operated by a PLMN. This places further restrictions on solution 2 since EIR checking would, in the trusted WLAN case, be limited to the case when TWAN is owned and operated by a PLMN.

In our view, solution 1, common to both untrusted and trusted cases, and supporting trusted WLAN access without restrictions, is preferable.
Proposal 1: Define interface from the 3GPP AAA server/proxy to EIR

EIR checking by VPLMN or HPLMN?
Another question is whether EIR checking shall be done by VPLMN or by HPLMN in case of a roaming UE. Comparing to 3GPP accesses, the EIR checking is performed by the MME/SGSN and is therefore always done by the VPLMN. It is however not clear if this choice is based on service requirements, of if it rather a solution where the EIR interface is supported by the same entity handling authentication and mobility management. 
Solution 1: For solution 1 above, for non-roaming scenarios, the interface to EIR would need to be from the 3GPP AAA Server. However, for roaming scenarios a question is whether the 3GPP AAA Proxy or the 3GPP AAA Server shall support an interface to EIR. 

Solution 2 with trusted access: In case of roaming, solution 2 implies that EIR checking is always performed by the VPLMN since the TWAG is always located in the VPLMN (assuming that the TWAN is owned and operated by the VPLMN).
Solution 2 with untrusted access: In this case the EIR check is done by the PLMN where the serving ePDG is located, which may be in HPLMN or in VPLMN. The ePDG selection procedures thus determine the PLMN where EIR checking is done.

In our understanding, it is natural to perform the EIR checking always from the HPLMN, where also the authentication and authorization of the user is done. For solution 1 it would also result in that a single solution using EIR interface to the 3GPP AAA Server can be used for both non-roaming and roaming scenarios. We are however open for operator input regarding whether EIR checking from HPLMN or VPLMN is preferable.
Proposal 2: Define interface from the 3GPP AAA Server to EIR, enabling EIR checking from the HPLMN when the UE is using WLAN access. However, we are open to operator feedback regarding whether EIR checking shall be performed from HPLMN or VPLMN or both. 

Proposal

It is proposed to agree on proposals 1 and 2 above. 
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