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Abstract of the contribution: This contribution discusses the PCC for the Remote UEs and proposes some way forward.
Discussion
There were extensive discussions on the session binding in the PCRF in last SA2#110ah meeting, and some aspects on policy and charging control for the Remote UE in the PCRF are left to be further studied. This paper investigates how the PCRF performs policy and charging control for the Remote UE.
1.  PCRF needs to be aware of Remote UE
To trigger the establishment of dedicated bearer for the Relay UE, the AF of Remote UE shall provide some service information to the PCRF of the Relay UE via Rx session. According to the TS 29.214, both the “Framed-IP-Address/ Framed-Ipv6-Prefix” and the “Subscription-Id” may be provided to the PCRF by the AF. In the ProSe UE-to-Network Relay case, the AF of the Remote UE may provide the Remote UE ID and the public IP address to the PCRF of the Relay UE, but the PCRF does not have any information about this Remote UE, so it can not authenticate the Rx session request and may reject the Rx session from the AF of the Remote UE.
Proposal 1: The PCRF needs to be aware of Remote UE in order to authenticate the Rx request.
2.  PCC for Remote UE
In the last SA2#110ah meeting, there were also some discussions on whether the service authorization shall be performed in the PCRF or in the AF. In our understanding, the service authorization in the PCRF cannot be replaced by the service authorization in the AF. The PCRF needs to be aware of the remote UE’s identity as otherwise the whole concept of charging/policing/monitoring would work incorrectly because every service/traffic would be counted for the relay UE’s owner and the remote UEs would basically get a free of charge/usage monitoring access.
It is specified in the TS 23.203 that, for the IP-CAN session establishment procedure, the PCRF retrieves the subscription related information containing the information about the allowed service(s) from the SPR, and then the PCRF makes the service authorization and policy decision based on the subscription information and generates the PCC Rules information. Also, during the IP-CAN session modification procedure, after receiving the service information from the AF, the PCRF makes service authorization and policy decision considering both the service information and the subscription information and generates the PCC Rules information.

For the UE-to-Network Relay case, the PCRF only stores the Relay UE subscription information obtained during the IP-CAN session establishment procedure. If the AF of the Remote UE contacts the PCRF and provides some service information for the Remote UE, the PCRF cannot make service authorization and policy decision without the Remote UE subscription information.
Another issue raised in the last SA2#110ah meeting is how the PCRF finds the SPR of Remote UE and obtains the subscription information. According to the TS 23.203, in the non-roaming case, the PCRF can communicate to the SPR directly via Sp interface and obtain the subscription information based on the Remote UE ID; in the home routed roaming case, the H-PCRF can communicate to the SPR directly via Sp interface and obtain the subscription information based on the Remote UE ID; in the local breakout roaming case, the V-PCRF can communicate to the H-PCRF based on the Remote UE ID and obtain PCC rules for the Remote UE and any necessary subscription information from the SPR. 
Proposal 2: The PCRF needs to perform service authorization and policy decision based on Remote UE subscription information.
3.  Relay UE needs to report the Remote UE ID and public IP address
Based on the above discussions, it is necessary for the PCRF to know the Remote UE ID (e.g. IMSI or MSISDN) and public IP address before it makes service authorization and policy decision. Since there is no Remote UE context stored in the network, the only way for the PGW/PCRF to know the Remote UE ID and public IP address are received from the Relay UE. To reduce the impacts on MME/SGW and NAS procedure, it is proposed the Remote UE ID and public IP address are included in the PCO to be reported by the Relay UE to the PGW, and then they are forwarded to the PCRF by the PGW.
Proposal 3: The Relay UE needs to report the Remote UE ID to the PGW via PCO and forwarded to the PCRF 
Proposal

It is proposed to agree the following proposals.
Proposal 1: The PCRF needs to be aware of Remote UE in order to authenticate the Rx request.
Proposal 2: The PCRF needs to perform service authorization and policy decision based on Remote UE subscription information.
Proposal 3: The Relay UE needs to report the Remote UE ID and public IP address to the PGW via PCO and forwarded to the PCRF.
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