SA WG2 Temporary Document

Page 1

SA WG2 Meeting #111
S2-153219
Chengdu (China), 19-23 October 2015
(revision of S2-153219)
Source:
Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Title:
Solution for UE knowledge of whether a TWAN/ePDG supports emergency sessions
Document for:
Approval
Agenda Item:
6.5
Work Item / Release:
FS_SEW
Abstract of the contribution: new solution related to UE knowledge of whether a TWAN/ePDG supports emergency sessions
1
Discussion

Void.
2
Proposal

It is proposed to include the following NEW text into the TR 23.771 …
*** First Change ***
6.X
Solution X: providing the UE with TWAN/ePDG support of emergency sessions 
6.X.1
Overview

This solution is meant for SEW phase 2. 

This solution assumes that NOT all ePDG/TWAN in a network support emergency services. 
Editor’s Note 1: This solution assumes that NOT all TWAN support emergency services. The TWAN may belong to a trusted Fixed Broadband provider and different Fixed Broadband providers may have different levels of support of emergency services.

Editor’s Note 2: This solution assumes that NOT all ePDG support emergency services. 
This solution relies on providing the UE with an indication of TWAN/ePDG support of emergency sessions. This indication is sent even for regular service of Non 3GPP access to EPC. When a UE receives an indication that the ePDG / TWAG that serves this UE supports emergency services, this means that via this ePDG / TWAG:
· The UE may request emergency bearers: the TWAG / ePDG is configured with Emergency Configuration Data that define the data e.g. APN, QoS, etc… to use in the local PLMN for Emergency services.

· The UE may reach P-CSCF, E-CSCF, etc .. that support emergency services
Thus, if later on the UE needs to set up an emergency session and the ePDG / TWAG is located in the same country than the UE (local country), the UE can reuse the same ePDG/TWAN for emergency services.  
This allows the UE to keep its regular IMS registration while issuing an emergency session. The regular IMS registration is useful for PSAP call back services. 

NOTE:
The TWAN is always located in the local country 

Editor’s Note 3: How the UE detects its current serving ePDG is in the local country is FFS. This could rely e.g.  on solution 13 for the UE to determine in which country it is located.
The choice of the access (3GPP / WLAN) to use to set up an emergency session is not described in this solution and is assumed to be described as part of another solution.
This solution is only used for emergency services delivered to “valid UE” (i.e. in case the UE gets an authenticated and authorised access to EPC via and ePDG/TWAN). For the other cases of IMS emergency sessions (e.g. UE without SIM or UE with no authorization to access to EPC) the UE is assumed NOT to have a regular access to EPC via a TWAG/ePDG! 
When the UE using an ePDG that does not support emergency services needs to set up an emergency session, then the UE detaches from this ePDG in order to attach to another ePDG that supports emergency services. 

Editor’s Note: How to find such an ePDG is to be defined by another solution.

6.X.2
Way to provide the indication of emergency bearer support in case of Untrusted access
In case of Untrusted access, the ePDG notifies the UE whether it supports emergency services in IKE signalling. 
6.X.3
UE getting added IP Connectivity for emergency services over an ePDG
If the UE is not already connected to an ePDG that supports emergency services, the UE needs to select such an ePDG. Then the UE requests an emergency PDN connection from this ePDG leveraging the procedure of “Initial Attach on S2b” specified in 23.402 [5] § 7.2. This case is not further described in that section.
If the UE is already connected to an ePDG that supports emergency services, and the UE has decided to use WLAN access to set-up an emergency session, the UE requests an (additional) emergency PDN connection from this ePDG using the procedure specified in 23.402 [5] § 7.6 with a few modifications described below.

The modifications to the procedure specified in 23.402 [5] § 7.6 correspond to the same mechanisms than defined as part of SEW phase 1 for the Initial attach to an ePDG for emergency services e.g. (non exclusive list): 
· The UE adds an emergency indication in IKE signalling in order to indicate that the EPC access is requested to support emergency services. This indication is the same than the one defined in Rel13.

· EAP-AKA authentication currently (3GPP Rel13) specified in 33.402 [7] is used by the UE to authenticate with the network via the ePDG ; No procedure for additional authentication and authorisation with an external AAA Server as specified in RFC 4739 [50] and in TS 33402 [45] is expected
· Any APN received by the ePDG from the UE is ignored as the ePDG uses its Emergency Configuration Data to determine the APN (and QoS) to be associated with the emergency PDN connection and possibly to determine the PDN GW to use. 
· No parameter sent in the Create Session Request message is related with the user subscription. Parameters in the Emergency Configuration Data are used instead.

· The ePDG adds in the Create Session Request location information it may have about the UE:

-
WLAN Location Information it may have received from the AAA server about the UE,
-
The UE local IP address and optionally UDP source port number (if NAT is detected). 

6.X.4 
Way to provide the indication of emergency bearer support in case of trusted access 

In case of trusted access, the TWAN notifies the UE whether it supports emergency services as follows:

· The TWAN indicates to the 3GPP server AAA server whether it supports emergency sessions

· The AAA server relays this information in EAP signalling sent to the UE. 

NOTE: The transfer of the information is indirect (via 3GPP AAA server) but allows not to modify the WLAN AN to support this capability.
6.X.5 
UE Request for PDN connectivity for emergency services in case of trusted access in MCM
When the UE is connected to a trusted WLAN supporting emergency services and the multi-connection mode has been selected, the UE uses the PDN connectivity request procedure in order to establish a PDN connection for emergency services. In case of a PDN connection for emergency services the procedure described in 23.402 [5] § 16.8 takes place with following exceptions:

· The UE adds an emergency request indication in the WLCP PDN Connection Request sent to the TWAG

· When the WLCP PDN Connection Request contains an emergency request indication, the TWAG ignores any APN received from the UE in that message, considers that the target APN is the APN configured within its Emergency Configuration Data and does not check whether this APN is part of the subscription of the UE.

*** End of Changes ***
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