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Abstract of the contribution: This contribution is proposed to add the response message to the IP flow mapping request from UE.

Discussion
According to the description in section 1.4 in IETF RFC 5996: “The recipient of an INFORMATIONAL exchange request MUST send some response; otherwise, the sender will assume the message was lost in the network and will retransmit it.”, the IKEv2 INFORMATIONAL Request message must have a matching response message.

But according to the description in section 6.4.3, the response message to the IKEv2 INFORMATIONAL Request message in step 2 in Figure 6.4.3-1 is missing. This is not consistent with the IETF RFC 5996.
This P-CR is proposed to add the missing response message in the above procedures.
During the meeting, comments made by companies think the sending IKEv2 Response message should happen before step 5. According to above discussion, so sending was made after step 2, that is step 2a. 
Proposal
* * * Start of Change * * * *
6.4.3
UE Requested IP Flow Mapping via Untrusted WLAN access

This procedure is only used in network-initiated mode when the UE wants to request the network to apply a specific mapping of an IP flow to untrusted WLAN access. The network provides Routing Rules to the UE for this IP flow.
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Figure 6.4.3-1: UE Requested IP Flow Mapping via untrusted WLAN access using GTP

1.
The PDN Connection is active simultaneously over 3GPP access and non-3GPP accesses.

2.
The UE sends an IKEv2 INFORMATIONAL Request message to the ePDG, which includes the IP Flow mapping information requested by the UE.
2a. The ePDG sends an IKEv2 INFORMATIONAL Response message to the UE.
3.
The ePDG sends a Bearer Resource Command message to the PDN GW. The message includes the requested IP Flow mapping information.

4. 
The PDN GW initiates the IP-CAN Session Modification Procedure with the PCRF. In this request, the PDN GW provides the requested IP Flow mapping information to the PCRF. The PCRF analyses the received Routing Rules, makes a policy decision and provides new or updated PCC rules to the PDN GW with corresponding access type information. The PCRF may reject the requests from UE. When the network rejects a request, the network provides a cause value to the UE indicating why the request was rejected. The UE should be able to determine, based on the cause value provided with the rejection, how to handle the flow mapping, e.g. whether or not the request may be retried at a later stage. 
5.
The PDN GW decides to update the Routing Rules based on the received PCC Rules. This step is the same as steps 3-9 in Figure 6.3.2.3-1.

* * * End of Change * * * *
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5. PGW-initiated Routing Rule provision as per Figure 6.3.2.3-1, steps 3-9







3. Bearer Resource Command
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4. PCEF-initiated IP-CAN Session Modification, begin







5. PGW-initiated Routing Rule provision as per Figure 6.3.2.3-1, steps 3-9
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2a. IKEv2 INFORMATIONAL Response




















