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####################### START OF CHANGES #######################
4.5.4a
ePDG selection for emergency bearer services
4.5.4a.1
General





.
The UE may select an ePDG for emergency bearer services either using statically configured information as specified in sub-clause 4.5.4a.2 or dynamically generated by the UE as specified in sub-clause 4.5.4a.3. Based upon network policy, the network will either allow or deny the connection request. Static selection shall take prescendence over dynamic selection.  
Editors Note:
The question of "static vs dynamic first" will first be answered under agenda item 6.15.3.  The text here should align with that agreement in 6.15.3.
NOTE 1
The UE stops the establishment of emergency calls if it is unable to select an ePDG for emergency bearer services.
4.5.4a.2
Static selection
It shall be possible to configure the UE with an address of an ePDG that supports emergency bearer services in its HPLMN. The ePDG address can take the format of:

1)
An FQDN; or

2)
An IP address

When  the UE is statically configured with the IP address of an ePDG that supports emergency bearer services, the UE initiates the IPsec tunnel establishment towards this IP address; 

If an FQDN address is configured the UE employs the DNS server function to obtain the IP address(es) of the ePDG(s). If the DNS server responds with:
a)
At least one IP address: the UE selects an IP address from the list returned in the DNS response, and the UE initiates the IPsec tunnel establishment towards this IP address,If it fails it repeats the attempts to set-up a SWu tunnel with the other IP addresses received from the DNS until it either succeeds or there is no more available IP address.; or
b)
No IP address is returned then the UE shall stop the selection of an ePDG for emergency services.

If the UE is not configured with an ePDG for emergency services then the UE shall use dynamic ePDG selection as described in sub-section 4.5.4a.3
Editors Note:
The question of "static vs dynamic first" will first be answered under agenda item 6.15.3.  The text here should align with that agreement in 6.15.3.
4.5.4a.3
Dynamic selection.
The UE shall follow the dynamic
 procedures as described in sub-section 4.5.4 however the FQDN constructed shall also contain an indication that the UE requires an ePDG that supports emergency bearer services. This FQDN is defined in 3GPP TS 23.003 [16].
NOTE:
For the FQDN format of ePDG address, the UE employs the DNS server function to obtain the IP address(es) of the ePDG(s). If the DNS query fails or does not provide an IP address the UE stops the establishment of emergency calls.

�Apostolis pointed this out.





