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Abstract of the contribution: Proposes key issue and solution for UE undetected emergency call.
Discussion
The existing handling of non-UE detectable emergency number between LBO and S8HR is shown in the figure below.
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The main requirement for the S8HR case is that the PCSCF must have configuration about local emergency numbers. 
The current IMS emergency specification TS 23.167 does specify handling of UE undetected emergency number when the PCSCF is either in HPLMN and VPLMN. See text below.


[bookmark: _Toc412799607]7.1.2	Non UE detectable Emergency Session
As the UE could not detect the emergency session, the session establishment request will be sent to a P‑CSCF in the visited PLMN or a P‑CSCF in the home PLMN as per a normal session establishment procedure. The former is only applicable to a roaming situation whereas the latter can apply to both a roaming and non-roaming situation. Prior to sending the session establishment request the UE must be registered in the IMS as per the normal registration procedure.
In the case that the P‑CSCF detects that this is a request to establish an emergency session, based upon operator policy (e.g., checking access type):

While the existing text states that this is based on operator policy and this operator policy can taking roaming into consideration, it would be good to clarify as an example that the operator policy may also include taking the MCC of the PLMN-ID of the PLMN from where the UE initiates IMS Emergency Session.
There are actually two issues here:
1.	How does the P-CSCF determine the PLMN-ID of the VPLMN at IMS session establishment?
2.	Knowing the VPLMN-ID of the IMS session establishment, how does the P-CSCF dialled digits by the UE in the SIP INVITE are for emergency services in the VPLMN of the UE?
The first key issue above is handled in a different contribution (see S2-152384).
While the existing text states that this is based on operator policy and this operator policy can taking roaming into consideration, it would be good to clarify as an example that the operator policy may also include taking the MCC of the PLMN-ID of the PLMN from where the UE initiates IMS Emergency Session.
NOTE: This is dependent on the solution to key issue “Determining VPLMN-ID and IMS Registration and IMS Session Establishment”

Proposal
It is proposed to add the following text to the scope clause of TR 23.893:

***************** Start of changes **********************
[bookmark: _Toc324232211][bookmark: _Toc326248702][bookmark: _Toc421821979][bookmark: _Toc296323849]5.x	Key Issue x# - <Key Issue Title>Handling of UE Undetected Emergency Session
[bookmark: _Toc326248703][bookmark: _Toc421821980][bookmark: _Toc296323850]5.1.1	Description
Editor's Note:	Describe the key Issue (i.e. problem statement), including technical constraints and interpretations.
The key issue is that given the VPLMN-ID from where the UE initiates an IMS session, how does the PCSCF in the HPLMN determine that IMS session is an UE undetected Emergency session.

***************** Next change **********************
[bookmark: _Toc296323854]6.1.1	Solution #1 Per VPLMN-ID configuration in PCSCF of local emergency numbersTitle
[bookmark: _Toc326248710][bookmark: _Toc421821984][bookmark: _Toc296323855]6.1.1.1	Description
Editor's Note:	Describe the solutions. Sub-clause(s) may be added to capture details, procedural flow etc. 
At IMS Session Establishment, the P-CSCF determines the MCC of the VPLMN-Id of the PLMN from where the UE establishes the IMS session (based on solution to another key issue). The PCSF has per VPLMN-ID configuration about local emergency numbers in the MCC+MNC and also configuration about emergency subservice type that the PCSCF needs to provide in case the UE is required to setup emergency call in the CS domain (see TS 24.229 [x] section L.2.2.6 and TS 23.167 section 7.1.2)
[bookmark: _Toc326248711][bookmark: _Toc421821985][bookmark: _Toc296323856]6.1.1.2	Impacts on existing nodes and functionality
Editor's Note:	Capture impacts on existing 3GPP nodes and Functional elements (e.g. UE, MME, eNB, S-GW, P-GW, P-CSCF etc.).
PCSCF
	Per MCC configuration of local emergency numbers and additional configuration (e.g. emergency subservice type) to be provided to the UE. 
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