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Overview
This PCR is to provide the editorial clean up for those left over items that were missed from last SA2#109 meeting. The changes are:

· Updating the missing reference for TS 23.261

· Correct the Editor’s note in 5.2 which should be Note

· Remove the redundant text in 5.4.3 which is belonged to another clause in the TS

· Clarify the external reference in 6.2.2. for GERAN/UTRAN procedures

* * * 1st Change * * * *
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".

[3]
3GPP TS 23.203: "Policy and Charging Control Architecture".

[4]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network(E-UTRAN) access".

[5]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[6]
3GPP TS 33.402: "3GPP System Architecture Evolution (SAE); Security aspects of non-3GPP accesses".
[7]
3GPP TS 23.261: “IP flow mobility and seamless Wireless Local Area Network (WLAN) offload; Stage 2”
* * * 2nd Change * * * *
5.2
Routing rules

A Routing Rule contains the following parameters:

-
Routing Filter.
-
Routing Access Information.
-
Routing Rule Priority.
- 
Routing Rule identifier.
A Routing Filter consists of IP header parameter values/ranges used to identify one or more IP flows as defined in clause 3.1.

The Routing Access Information identifies the access type where the IP flow shall be routed.

For the purpose of matching user traffic against routing rules, the filters are applied in the order of the Routing Rule Priority.

The Routing Rule identifier uniquely identifies a Routing Rule for one PDN Connection. The Routing Rule identifier is allocated by the entity creating the routing rule, i.e. by the UE in UE-initiated NBIFOM mode and by the PDN GW in Network-initiated NBIFOM mode.

When NBIFOM applies to a PDN Connection, between UE and the PDN GW there is always a default access via which packets not matching any specific routing filter (of any Routing Rule) are routed. The UE and the network determine as follows the default access for a PDN Connection during the procedure of addition of one access to a PDN connection:

-
In UE-initiated NBIFOM mode, the UE proposes a default access to the network. The network may reject this proposal if it does not comply with the subscription.
-
In Network-initiated NBIFOM mode, the network decides the default access and indicates it to the UE.

NOTE: Whether the default access corresponds to an explicit parameter or to a default Routing Rule is to be defined as part of Stage 3.

The default access for a PDN Connection only applies when it is active over both 3GPP and WLAN access networks. When the connectivity over one access is not active, the UE and the network shall ignore the default access.

The PCRF may learn about the accesses that support a PDN connection via event triggers it sets on the PDN GW.

* * * 3rd Change * * * *
5.4.3
Network-initiated NBIFOM mode

In the Network-initiated NBIFOM mode, the network controls the traffic routing within the multi-access PDN connection.

NOTE:
However, if the UE has valid ANDSF rules for NSWO, for IARP and/or MAPCON, then the UE can still control traffic routing outside the multi-access PDN connection.

In case the UE wants to request a mapping of IP flows to access type, the UE provides the requested mapping from IP flows to access types to the Network. This is however not considered a routing rule provision as the network is the decision point for Routing Rules in Network-initiated NBIFOM mode. The network then provides new or updated routing rules to the UE based on the request received from the UE, unless the request is against what is allowed by the subscription. The corresponding call flows are provided in clause 6.4.

The network can request to move selected IP flows from an old access to a new access within the multi-access PDN connection by sending one or more routing rules to the UE. These routing rules specify the selected IP flows and the new access.

The UE may reject (e.g. due to Local Operating Environment information) an IP flow mobility request from the network. When the UE rejects an IP flow mobility request from the network, the UE shall provide a cause value indicating why the request was rejected. This cause value may be used by the network to determine when/if this IP flow mobility operation can be requested again.

The UE cannot request IP flow mobility. However, the UE can indicate to the network when an access of a multi-access PDN connection can or cannot be used for traffic routing. For example:

-
When the UE looses the WLAN signal and the UE has active IP flows over WLAN, then the UE indicates to the network that WLAN cannot be used for traffic routing. This triggers the network to stop sending downlink traffic for these IP flows over WLAN access and provide updated routing rules to the UE. The UE and the network re-route one or more of these IP flows to 3GPP access, if the existing routing rules do not prevent them from using 3GPP access.

-
When the UE recovers the WLAN signal and the existing routing rules in the UE require some active IP flows to be routed over WLAN, the UE indicates to the network that WLAN can again be used for traffic routing within the PDN connection. The network provides updated routing rules to the UE for the IP flows that are moved to WLAN access. The UE and the network re-route these active IP flows to WLAN access.

-
The UE uses its local operating environment (as defined in TS 23.261 [7]) to decide when the above indications should be sent to the network.







* * * 4th Change * * * *
6.2.2
Addition of a 3GPP access

In case of E-UTRAN, the UE has established a PDN connection over WLAN as described in clause 6.1.2 or 6.1.3 above. Subsequently, the UE requests to establish a PDN connection using the same APN on E-UTRAN, and attempts to use both accesses for the same PDN connection simultaneously. For EUTRAN, the procedure is the same as specified in TS 23.401 [4] clause 5.3.2.1 (Initial attach procedure) and clause 5.10.2 (UE requested PDN Connectivity procedure) with the following additions:

Step 1:
The UE indicates handover and includes NBIFOM indication in the PCO in Attach Request (Initial attach) or PDN Connectivity Request (UE requested PDN Connectivity procedure) for the same APN as for the PDN connection established over the Trusted or Untrusted WLAN access previously.

Step 2:
Since the handover indication is provided by the UE, the MME selects the same PDN GW that is already assigned for the UE and the PDN connection, and indicates its NBIFOM capability in the Create Session Request to the Serving GW.

Step 3:
The Serving GW sends the Create Session Request to the PDN GW, including its NBIFOM capability.

Step 4:
When the PDN GW receives handover and NBIFOM indication, the PDN GW does not remove the bearers over the WLAN access for the corresponding PDN connection.  The PDN GW initiates an IP-CAN Modification Procedure, notifies the PCRF about the additional of 3GPP access. If PCC applies, the PDN GW informs the PCRF about the UE and PDN GW NBIFOM capability and about the RAT type.

-
The same IP address is allocated for the PDN connection as the one used in WLAN.

-
If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment, the UE may include Routing Rules and indicates the default access to the PCRF via PDN GW during this procedure.

-
If network-initiated NBIFOM mode was selected at initial PDN connection establishment, the network does not provide any Routing Rules to the UE during this procedure. The PCRF may indicate the default access to the PDN GW. The PDN GW indicates the default access to the MME via SGW. The MME indicates the default access to the UE in PDN Connectivity Accept message.
-
Appropriate 3GPP bearer setup or modification procedures are executed for the resources associated with the flows that were moved onto the 3GPP access. If dynamic PCC is applied for the PDN connection, the PCRF responds to the PDN GW about its decision on whether to allow NBOFM for the PDN Connection.

Step 5:
The PDN GW indicates the support of NBIFOM in the PCO included in Attach Accept / PDN Connectivity Accept to be sent to the UE.

In case of GERAN/UTRAN, the UE performs the initial PDN connection establishment over GERAN/UTRAN access and addition of a new PDN connection as specified in TS 23.060 [5] clause 9.2.2.1A (PDP context activation using S4)  with the following additions:

Step 1:
The UE sends Activate PDP context Request, including an NBIFOM indication in the PCO and handover indication.

Step (A):
Since the handover indication is provided by the UE, the SGSN selects the same PDN GW that is already assigned for the UE and the PDN connection, and indicates its NBIFOM capability in the Create Session Request to the Serving GW. The SGSN and SGW inform the PDN GW their support of NBIFOM in Create Session Request.

When the PDN GW receives handover and NBIFOM indication, the PDN GW does not remove the bearers over the WLAN access for the corresponding PDN connection.  The PDN GW initiates an IP-CAN Modification Procedure, notifies the PCRF about the additional of 3GPP access. If PCC applies, the PDN GW informs the PCRF about the UE and PDN GW NBIFOM capability and about the RAT type.

-
The same IP address is allocated for the PDN connection as the one used in WLAN.

-
If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment, the UE may include Routing Rules and indicates the default access to the PCRF via PDN GW during this procedure.

-
If network-initiated NBIFOM mode was selected at initial PDN connection establishment, the network does not provide any Routing Rules to the UE during this procedure. The PCRF may indicate the default access to the PDN GW. The PDN GW indicates the default access to the MME via SGW. The MME indicates the default access to the UE in PDN Connectivity Accept message.
-
Appropriate 3GPP bearer setup or modification procedures are executed for the resources associated with the flows that were moved onto the 3GPP access. If dynamic PCC is applied for the PDN connection, the PCRF responds to the PDN GW about its decision on whether to allow NBOFM for the PDN Connection.

If the PCRF, SGSN, SGW and the PDN GW support NBIFOM, then the PDN GW indicates this in the PCO sent back to the UE.
* * * End of Changes * * * *
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