3GPP TSG SA2 #11
Tdoc S2-000319

Puerto Vallarta, Mexico, 24 - 28 January 2000

To:
RAN WG3, RAN WG2, CN WG1

CC: 
CN WG2

Source: 
TSG SA WG2
Contact Person: 

Nobuyuki Uda.



E-mail: nobuyuki.uda@se.nttcom.co.jp



Tel: +81 43 211 2708
Title: 
Response to LS on Adding the requirement for CN to map the NAS Binding information to RAB ID

S2 thanks R3 for the LS (S2-000257 (R3-000341)) on adding the requirement for CN to map the NAS Binding information to RAB ID.

S2 discussed the new definition of RAB ID and its relation to NAS Binding Information described in the LS and agreed on the attached CRs: S2-000251 a CR to 23.060 and S2-000268 a CR to 23.110.  These documents are in line with the received LS from R3.

Please note that the figure of the 23.060 CR (figure 92) does not show the Iu Bearer ID because that is regarded as a local IE in the RANAP entity and that it is not necessary from S2 architecture view. S2 kindly asks R3 to capture a clarification of the Iu Bearer ID such as the note under the figure in the received CR from R3.
	TSG SA WG2 #11
	Document
	S2-000251

	Puerto Vallarta, Mexico 
	
	e.g. for 3GPP use the format  TP-99xxx 

or for SMG, use the format  P-99-xxx

	
	
	

	

	CHANGE REQUEST
	Please see embedded help file at the bottom of this
page for instructions on how to fill in this form correctly.

	

	
	23.060
	CR
	090
	Current Version:
	3.2.1
	

	
	
	
	
	

	GSM (AA.BB) or 3G (AA.BBB) specification number (
	
	( CR number as allocated by MCC support team

	

	For submission to: 
	TSG SA #7
	for approval
	x
	
	strategic
	
	(for SMG

	list expected approval meeting # here (
	for information
	
	
	non-strategic
	
	use only)

	
	
	

	Form: CR cover sheet, version 2 for 3GPP and SMG        The latest version of this form is available from: ftp://ftp.3gpp.org/Information/CR-Form-v2.doc

	

	Proposed change affects:
	(U)SIM
	
	ME
	x
	UTRAN / Radio
	X
	Core Network
	x

	(at least one should be marked with an X)

	

	Source:
	Ericsson, NTT Communicationware
	Date: 
	2000-01-26

	

	Subject:
	NSAPI as RAB identifier for packet

	

	Work item:
	UMTS R99

	

	Category: 
	F
Correction
	X
	Release: 
	Phase 2
	

	
	A
Corresponds to a correction in an earlier release
	
	
	Release 96
	

	(only one category 
	B
Addition of feature
	
	
	Release 97
	

	shall be marked
	C
Functional modification of feature
	
	
	Release 98
	

	with an X)
	D
Editorial modification
	
	
	Release 99
	x

	
	
	
	
	Release 00
	

	

	Reason for 
change:

	This CR clarifies the use of the NSAPI, RB Identity and RAB ID for UMTS, as well as the TEID.

It also removes the duplication of identifiers in NSAPI, NAS Binding IE and RAB ID. The NSAPI value is carried in the RAB ID IE in RANAP and RRC signalling. The RAB ID used in the RNC is identical to the NSAPI value.

Furthermore, the message sequence charts on serving RNC relocation procedure and GSM to UMTS intra/inter SGSN change is clarified by showing the parameters, RAB ID and the QoS profile of the RAB, in the RAB Assignment Request message and the SRNC Relocation Request messages.  

	

	Clauses affected:
	6.9.2.2, 6.13.1.2, 6.13.2.2, 14.4, 14.6

	

	Other specs
	Other 3G core specifications
	
	(  List of CRs:
	

	affected:
	Other GSM core specifications
	
	(  List of CRs:
	

	
	MS test specifications
	
	(  List of CRs:
	

	
	BSS test specifications
	
	(  List of CRs:
	

	
	O&M specifications
	
	(  List of CRs:
	

	

	Other 
comments:
	


6.9.2.2
Serving RNC Relocation procedure

[Align GTP relocation message names with 29.060]

This procedure is only perform for MS in PMM‑CONNECTED state.

The Serving RNC relocation procedure is used to move the UTRAN-CORE NETWORK connection point at UTRAN side from the Serving RNC to the target RNC. In the procedure, the Iu links are relocated. If the Target RNC is connected to the same SGSN as the Serving RNC, an intra-SGSN SERVING RNC Relocation procedure is performed. This procedure is followed by an Intra-SGSN RA Update procedure. If the Target RNC is connected to a different SGSN than the Serving RNC, an inter-SGSN SERVING RNC Relocation procedure is performed. This procedure is followed by an Inter-SGSN RA Update procedure.

Figure 39 shows SRNS relocation when source RNC and target RNC are connected to different 3G‑SGSN. Figure 40 shows the situation after the procedure has been completed.
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Figure 39: Before SRNS Relocation and Location Registration

Before the SRNS relocation and location registration the MS is registered in SGSN1 and in MSC1. The RNC1 is acting as SERVING RNC and the RNC2 is acting as Drift RNC.
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Figure 40: After SRNS Relocation and RA Update

After the SRNS relocation and RA Update, the MS is registered in MSC2 and in SGSN2. The MS is in state PMM‑CONNECTED towards the SGSN2 and in state CMM‑IDLE towards the MSC2. The RNC2 is acting as SERVING RNC.

The SRNS relocation procedure can be divided into 3 stages:

1)
Resource Reservation: The path of the data traffic is not changed.

2)
Actual handover of Serving RNC Phase: The UTRAN connection point is moved to the target RNC (new Serving RNS) and downlink traffic is forwarded from (old) Serving RNC to the Target RNC

3)
Routeing Area Update initiated by an MS is in PMM‑CONNECTED state, which is described in the RA update subclause.

The SRNS relocation procedure is described in the procedure illustrated in Figure 41. Each step is explained in the following list.
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Figure 41: Phases 1 and 2 of Serving RNC Relocation

1. "Resource reservation" phase:

During this phase, the transmission of packets between GGSN and MS through the source SRNC continues.

1)
UTRAN (source SRNC) makes the decision to perform the Serving RNC relocation procedure. This includes decision on into which RNC (Target RNC) the Serving RNC functionality is to be relocated. The source SRNC sends SRNC Relocation required message (target RNC identifier, transparent information field) to the SGSN1. Transparent information field shall be passed transparently to the target RNC.

2)
If the SGSN1 determines from target RNC Identifier that the SRNC relocation is an inter-SGSN SERVING RNC Relocation, then SGSN1 sends a Forward SRNC relocation request to SGSN2 (target RNC identifier, transparent information field, IMSI, MM context, PDP contexts).

NOTE:
Forward SRNC relocation request does not contain any information linked with packet transmission (sequence numbers) because such information is under the responsibility of the UTRAN.

3)
The SGSN2 sends a SRNC Relocation Request message (target RNC identifier, transparent information field, IMSI, RAB ID(s), QoS Profile(s)) to the target RNC. When the Iu user plane transport bearers have been established, and target RNC completed its preparation phase, SRNC Relocation Acknowledge message (RNC IP address(es), and Tunnel End Point Identifier(s)) is sent to the SGSN2. The RNC IP address(es) (possibly one address per PDP context) on which the target RNC is willing to receive these packets. Tunnel End Point Identifier(s) are the Identifiers to be used in GTP level when sending packets to this RNC.
NOTE:
The NSAPI value is carried in the RAB ID IE.

4)
When the traffic resources between target RNC and SGSN2 has been allocated and the SGSN2 is ready for the SRNC move, then the Forward SRNC Relocation Response message (RNC IP address(es), and Tunnel End Point Identifier(s)) is sent from SGSN2 to SGSN1. This message indicates that SGSN2 / target RNC are ready to receive from source SRNC the downstream packets not yet acknowledged by MS.
5)
When the Forward SRNC Relocation Response has been received in the SGSN1, the SGSN1 indicates the completion of preparation phase at the CN PS domain side for the SRNC relocation by sending the SRNC Relocation Command message (RNC IP address(es), and Tunnel End Point Identifier(s)) to the Source RNC. The RNC IP address(es), and Tunnel End Point Identifier(s) are used by SRNC to send the downstream packets not yet acknowledged by MS to the target RNC.
2. "Actual handover of Serving RNC" phase:

6)
When the source RNC has received the SRNC Relocation Proceeding 2 message, the source RNC sends a SRNC Relocation Commit message to the target RNC(list of (GTP‑SNU, UP-RLC-ack, GTP‑SND)). GTP‑SND is the GTP sequence number for the next downlink packet received from the GGSN. GTP‑SNU is the GTP sequence number for the next uplink packet to be tunnelled to the GGSN. UP-RLC-Ack contains the acknowledgements for upstream PDU received by the source SRNC on each RLC connection used by the MS (i.e. the Receive State Variable V(R) for all RLC SAPI in acknowledged mode). The source SRNC starts a timer T3‑TUNNEL , stops the exchange of the packets with the MS (point (a)), and starts tunnelling the buffered and incoming downstream packets towards the target SRNC using RNC IP address(es), and Tunnel End Point Identifier(s). The target RNC executes switch for all bearers at the earliest suitable time instance.

7)
The target RNC starts acting as SRNC. The target SRNC:
-
Restarts the RLC connections. This includes the exchange between the target SRNC and the MS of the UP-RLC-Ack and DOWN-RLC-ACK. DOWN-RLC-ACK confirms all mobile-terminated packets successfully transferred before the start of the relocation procedure. If DOWN-RLC-ACK confirms reception of packets that were forwarded from the source SRNC, then these packets shall be discarded by the target SRNC. UP-RLC Ack confirms all mobile-originated packets successfully transferred before the start of the relocation procedure. From now on the exchange of the packets with the MS can restart (point (b)).

-
Sends New MM System Information to the MS indicating e.g. relevant Routeing Area and Location Area. Additional RRC information may then also be sent to the MS, e.g. new RNTI identity. The new RAI triggers a RA Update procedure (case initiated by MS in PMM‑CONNECTED state). This is point (c). The uplink traffic shall not be stopped due to the new MM System Information or the RA Update procedure.

NOTE:
The new SGSN may send uplink packets to the GGSN before the update PDP context is performed.

8)
Immediately after a successful switch at RNC, target RNC (=SRNC) sends SRNC Relocation Detect message to the SGSN2.

9)
After sending out the New MM System Information, the target RNC sends an SRNC relocation complete to SGSN2. In case of intra-SGSN SERVING RNC Relocation, the SGSN use this indication to send an Iu release message to old SRNC.

10)
If the SRNC relocation is an Inter-SGSN SRNC relocation, the new SGSN sends Update PDP Context Request (new SGSN Address, QoS Negotiated, SGSN Tunnel Endpoint Identifier, GGSN Tunnel Endpoint Identifier) to the GGSNs concerned. GGSN Tunnel Endpoint Identifier is used by GGSN to identify the PDP context. The GGSNs update their PDP context fields and return an Update PDP Context Response (GGSN Tunnel Endpoint Identifier).

11)
If the SRNC relocation is an Inter-SGSN SRNC relocation, the new SGSN sends Complete SERVING RNC relocation message (IMSI) to the old SGSN when all GGSNs have been updated.

For an MS with GPRS‑CSI defined, CAMEL interaction may be performed, see referenced procedures in 3G TS 23.078:

C1)
CAMEL-GPRS-SGSN-Context-Acknowledge.

C2)
CAMEL-GPRS-Routeing-Area-Update.

6.13.1.2
GPRS to UMTS Intra SGSN Change

The intersystem change from GPRS to UMTS takes place when a PS-attached MS enters a UMTS cell. In this case the MS shall perform an RRC connection establishment and an intra SGSN routeing area update procedure independent of whether just the cell has changed or also the RA has changed.

When an MS in STANDBY state enters a new UMTS cell inside the current RA, the MS shall follow the selective RA update procedures.

The SGSN records this MS's change of cell, and further traffic directed towards the MS is conveyed over the Iu-PS interface to the new cell.
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Figure 50: GPRS to UMTS Intra SGSN Change

1)
The MS or BSS or UTRAN decides to perform an intersystem change which makes the MS switch to a new cell that supports UMTS radio technology, and stops transmission to the network.

2)
The MS initiates an RRC connection establishment and sends Routeing Area Update Request (P‑TMSI, Old RA, Old P‑TMSI Signature, Update Type, CM) message to the combined 2G+3G‑SGSN. The SRNS shall add an identifier of the area where the message was received before passing the message to the 2G+3G‑SGSN. The 2G+3G‑SGSN stops transmission of N‑PDUs to the MS.

3)
Security functions may be executed.

4)
The 2G+3G‑SGSN requests the SRNS to establish a radio access bearer by sending a RAB Assignment Request (RAB ID(s), QoS Profile(s), GTP‑SNDs, GTP‑SNUs, RLC‑SNDs, RLC‑SNUs) message to the SRNS. The RLC sequence numbers shall be derived (shifted left 4 times) from the N‑PDU sequence numbers stored in the PDP contexts. The SRNS sends a Radio Bearer Setup Request (RLC‑SNUs) message to the MS. The MS responds with a Radio Bearer Setup Complete (RLC‑SNDs) message. The SRNS responds with a RAB Assignment Response message.

NOTE:
The NSAPI value is carried in the RAB ID IE.

5)
Traffic flow is resumed between the 2G+3G‑SGSN and the SRNS. The SRNS shall discard all N‑PDUs tunnelled from the 2G+3G‑SGSN with N‑PDU sequence numbers older than the downlink N‑PDU sequence number received from the MS. If this is not the case, then the N‑PDU shall be transmitted to the MS. The MS shall discard all N‑PDUs with sequence numbers older than the GTP‑SNU received from the SRNS. If this is not the case the N‑PDU shall be transmitted to the SRNS.

6)
The traffic flow is resumed between the SRNS and the MS.

7)
The 2G+3G‑SGSN updates the MM context for the MS. A new P‑TMSI may be allocated. A Routeing Area Update Accept (P‑TMSI, P‑TMSI Signature) message is returned to the MS.

8)
The MS acknowledges the new P‑TMSI by returning a Routeing Area Update Complete message to the SGSN.

For an MS with GPRS‑CSI defined, CAMEL interaction may be performed, see referenced procedure in 3G TS 23.078:

C1)
CAMEL-GPRS-Routeing-Area-Update.

6.13.2.2
GPRS to UMTS Inter SGSN Change

The intersystem change from GPRS to UMTS takes place when a PS-attached MS moves to a new UMTS cell. In this case the MS shall initiate a UMTS RA update procedure by establishing a RRC connection and initiating the RA update procedure. The sequence applied for the inter SGSN RA update case is shown in the following figure.
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Figure 52: GPRS to UMTS Inter SGSN Change

1)
The MS or BSS or UTRAN decides to perform an intersystem change, which makes the MS switch to a new cell that supports UMTS radio technology, and stops transmission to the network.

2)
The MS sends a Routeing Area Update Request (P‑TMSI, old RAI, old P‑TMSI Signature, Update Type, CM) message to the new 3G‑SGSN. The SRNS shall add the cell [FFS] of the area where the message was received before passing the message to the 3G‑SGSN.

3)
The new 3G‑SGSN uses the old RAI received from the MS to derive the old 2G‑SGSN address, and sends an SGSN Context Request (old RAI, old P‑TMSI, New SGSN Address) message to the 2G‑SGSN to get the MM and PDP contexts for the MS. The old 2G‑SGSN starts a timer and stops the transmission of N‑PDUs to the MS.

4)
The old 2G‑SGSN responds with an SGSN Context Response (MM Context, PDP Contexts) message. Each PDP Context includes the GTP sequence number for the next downlink N‑PDU to be sent to the MS and the GTP sequence number for the next uplink N‑PDU to be tunnelled to the GGSN. Each PDP Context also includes the SNDCP Send N‑PDU Number for the next downlink N‑PDU to be sent in acknowledged mode to the MS and the SNDCP Receive N‑PDU Number for the next uplink N‑PDU to be received in acknowledged mode from the MS. The new 3G‑SGSN shall use the GTP sequence numbers for in-sequence delivery over the Iu interface. The new 3G‑SGSN converts the SNDCP sequence numbers to RLC sequence numbers by shifting them left 4 times.

5)
Security functions may be executed.

6)
The new 3G‑SGSN requests the SRNS to establish a radio access bearer by sending a RAB Assignment Request (RAB ID(s), QoS Profile(s), GTP‑SNDs, GTP‑SNUs, RLC‑SNDs, RLC‑SNUs) message to the SRNS. The SRNS sends a Radio Bearer Setup Request (RLC‑SNUs) message to the MS. The MS responds with a Radio Bearer Setup Complete (RLC‑SNDs) message. The SRNS responds with a RAB Assignment Response message. The SRNS shall discard all N‑PDUs tunnelled from the SGSN with N‑PDU sequence numbers older than the RLC‑SNDs received from the MS. If this is not the case the N‑PDU shall be transmitted to the MS. The MS shall discard all N‑PDUs with sequence numbers older than the RLC‑SNUs received from the SRNS. If this is not the case, the N‑PDU shall be transmitted to the SRNS.

NOTE:
The NSAPI value is carried in the RAB ID IE.

7)
The new 3G‑SGSN sends an SGSN Context Acknowledge message to the old 2G‑SGSN. This informs the old 2G‑SGSN that the new 3G‑SGSN is ready to receive data packets belonging to the activated PDP contexts. The old SGSN marks in its context that the MSC/VLR association and the information in the GGSNs and the HLR are invalid. This triggers the MSC/VLR, the GGSNs, and the HLR to be updated if the MS initiates a routeing area update procedure back to the old SGSN before completing the ongoing routeing area update procedure.

8)
The old 2G‑SGSN duplicates the buffered N‑PDUs and starts tunnelling them to the new 3G‑SGSN. Additional N‑PDUs received from the GGSN before the timer described in step 3 expires are also duplicated and tunnelled to the new 3G‑SGSN. No N‑PDUs shall be forwarded to the new 3G‑SGSN after expiry of the timer described in step 3.

9)
The new 3G‑SGSN sends an Update PDP Context Request (new SGSN Address, TEID, QoS Negotiated) message to each GGSN concerned. Each GGSN updates its PDP context fields and return an Update PDP Context Response (TEID) message.

10)
The new 3G‑SGSN informs the HLR of the change of SGSN by sending an Update GPRS Location (SGSN Number, SGSN Address, IMSI) message to the HLR.

11)
The HLR sends a Cancel Location (IMSI, Cancellation Type) message to the old 2G‑SGSN. The old 2G‑SGSN removes the MM and PDP contexts if the timer described in step 3 is not running. If the timer is running the MM and PDP contexts are removed when the timer expires. The old 2G‑SGSN acknowledges with a Cancel Location Ack (IMSI) message.

12)
The HLR sends an Insert Subscriber Data (IMSI, GPRS Subscription Data) message to the new 3G‑SGSN. The 3G‑SGSN constructs an MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.

13)
The HLR acknowledges the Update GPRS Location by returning an Update GPRS Location Ack (IMSI) message to the new 3G‑SGSN.

14)
The new 3G‑SGSN validate the MS's presence in the new RA. If due to roaming restrictions the MS is not allowed to be attached in the 3G‑SGSN, or if subscription checking fails, then the new 3G‑SGSN rejects the routeing area update with an appropriate cause. If all checks are successful then the new 3G‑SGSN constructs MM and PDP contexts for the MS. The new 3G‑SGSN responds to the MS with a Routeing Area Update Accept (P‑TMSI, P‑TMSI signature ) message.

15)
The MS acknowledges the new P‑TMSI by returning a Routeing Area Update Complete message to the SGSN.

For an MS with GPRS‑CSI defined, CAMEL interaction may be performed, see referenced procedures in 3G TS 23.078:

C1)
CAMEL-GPRS-SGSN-Context-Acknowledge.

C2)
CAMEL-GPRS-Routeing-Area-Update.

1. 13.7
RNC for UMTS
RNC maintains RNC Context for CN-related information in PMM‑CONNECTED state. RNC also contains RNC RAB contexts for activated RABs. Table 15 shows the context fields for one MS.

Table 15: RNC Context

	Field
	Description

	IMSI
	IMSI is the main reference key.

	Trace Reference
	Identifies a record or a collection of records for a particular trace.

	Trace Type
	Indicates the type of trace.

	Trigger Id
	Identifies the entity that initiated the trace.

	Initiating OMC Identity
	Indicates the identity of the initiating OMC.

	OMC Identity
	Identifies the OMC that shall receive the trace record(s).

	Each RNC context contains zero or more RNC RAB contexts:

	RAB ID
	Radio Access Bearer Identifier.

	TEID
	Tunnel Endpoint Identifier

	GGSN Address in Use
	The IP address of the SGSN currently used.

	QoS Profile Negotiated
	The quality of service profile negotiated for this RAB.

	GTP‑SND
	GTP‑U sequence number of the next downlink in-sequence N‑PDU to be sent to the MS.

	GTP‑SNU
	GTP‑U sequence number of the next uplink in-sequence N‑PDU to be sent to the GGSN.

	RLC‑SND
	The next in-sequence RLC Sequence number to be sent to the MS

	RLC‑SNU
	The next in-sequence RLC Sequence Number expected from the MS


2. 14.4
NSAPI, RB Identity, and RAB ID for UMTS

The Network layer Service Access Point Identifier (NSAPI) and IMSI are used for network layer routeing. An NSAPI/IMSI pair is used to assign a Tunnel Endpoint Identifier (TEID).
In the MS, NSAPI identifies the PDP-SAP. In the SGSN and GGSN, NSAPI identifies the PDP context associated with an MM context. 
In communication with RNC across the Iu PS and Uu interfaces the RAB ID is used to identify the radio access bearer and that IE shall be set identical to the NSAPI value. In the RNC, RAB ID identifies the RNC RAB context. Radio Bearer Identity (RB Identity) is used to identify the Uu interface radio bearer(s) associated with the radio access bearer. The RAB ID shall uniquely identify the RAB for a specific CN domain and a particular MS.

There is a one-to-one relation between NSAPI, Radio Access Bearer and PDP Context. In the packet domain, it is also a one-to-one relationship to Radio Bearer Identity.
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Figure 92: Use of NSAPI, RB Identity, and RAB ID

When the MS initiates activation of a PDP context, the MS selects one of its unused NSAPIs. When the SGSN initiates a RAB assignment procedure, the SGSN shall include the NSAPI(s) in the RAB ID IE(s).
3. 14.6
TEID

A Tunnel Endpoint Identifier (TEID) is used by the GPRS tunnelling protocol between GSNs, and between RNCs and SGSNs, to identify a tunnel endpoint in the receiving GTP‑C or GTP‑U protocol entity and to identify a PDP context (or in the Iu case a Radio Access Bearer). The receiving end side of a GTP tunnel locally assigns the TEID value that the transmitting side has to use. The TEID values are exchanged between tunnel endpoints using GTP‑C (or RANAP in the Iu case) messages.
The TEID is assigned based on the NSAPI and the IMSI (or in the Iu case the RAB ID and the IMSI). It is a unique identifier within one IP address of a logical node i.e. RNC, SGSN or GGSN.
The TEID is forwarded to the GGSN upon PDP Context Activation and it is used in subsequent tunnelling of user data between the GGSN and the SGSN to identify the MS's PDP contexts in the SGSN and GGSN. The TEID is also used to forward N‑PDUs from the old SGSN to the new SGSN at and after an inter SGSN routeing area update. In UMTS, the TEID is also forwarded to the RNC upon RAB assignment and it is used in subsequent tunnelling of user data between the 3G‑SGSN and the RNC in order to identify the MS's PDP contexts in the SGSN and the MS's RNC RAB contexts in the RNC. It is also used to forward N‑PDUs from the SRNC to the target RNC at SRNS relocation.
In the anonymous access case, AA‑TEID is allocated locally by the SGSN. An AA‑TEID consists of an A‑TLLI and an NSAPI similar to TEID. Since the IMSI is longer than A‑TLLI, the unused digits shall be used to create a unique identity within one PLMN. The allocated AA‑TEID shall not collide with the TEID address space.
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Addition of feature
	
	
	Release 97
	

	shall be marked
	C
Functional modification of feature
	
	
	Release 98
	

	with an X)
	D
Editorial modification
	
	
	Release 99
	x

	
	
	
	
	Release 00
	

	

	Reason for 
change:

	The separation of RAB identity and NAS binding is not needed. The RAB identity can be used to by NAS elements to bind a RAB to the NAS API or corresponding.



	

	Clauses affected:
	6.2.2.3

	

	Other specs
	Other 3G core specifications
	
	(  List of CRs:
	

	affected:
	Other GSM core specifications
	
	(  List of CRs:
	

	
	MS test specifications
	
	(  List of CRs:
	

	
	BSS test specifications
	
	(  List of CRs:
	

	
	O&M specifications
	
	(  List of CRs:
	

	

	Other 
comments:
	



[image: image8.wmf]help.doc

  <--------- double-click here for help and instructions on how to create a CR.

6.2.2.3.4
IF Side Initiated Radio Access Bearer Establishment

These operations allow the transfer of control messages for radio access bearer establishment between non-access strata elements on each side of the access interface. The operations pertain to the connection identified by the local connection reference parameter. The operations allow the IF side to initialise a radio access bearer. The operation also implies a request to the AS to allocate transmission resources to the radio access bearer. 



A radio access bearer identification uniquely identifies the radio access bearer. It is used in all primitives that pertain to the radio access bearer. It also serves as the binding to a NAS call.
The  Iu bearer identification  identifies the Iu connection. 
A quality of service request specifies the bearer characteristics that apply to the radio access bearer.

6.2.2.3.4.1
IF Side Initiated Radio Access Bearer Establishment Request, IF Side

Parameters

	Local connection reference
	local


	Radio access bearer identification
	bit string


	Iu bearer identification
	bit string


	Quality of Service request
	QoS



6.2.2.3.4.2
IF Side Initiated Radio Access Bearer Establishment Indication, UE Side

Parameters

	Local connection reference
	local


	Radio access bearer identification
	bit string


	Iu bearer identification
	bit string



6.2.2.3.4.3
IF Side Initiated Radio Access Bearer Establishment Response, UE Side

Parameters

	Local connection reference
	local


	Radio access bearer identification
	bit string


	Status


	enumerated (terminated by NAS, going on)


6.2.2.3.4.4
IF Side Initiated Radio Access Bearer Establishment Confirm, IF Side

Parameters

	Local connection reference
	local


	Radio access bearer identification
	bit string


	Status
	enumerated (terminated by NAS,  terminated by AS, going on)


6.2.2.3.5
IF Side Initiated Radio Access Bearer Release

These operations allow the transfer of radio access bearer release messages between non-access strata elements on each side of the access interface. The operations pertain to the connection identified by the local connection reference parameter. The operations allow IF side to release a radio access bearer.

NOTE: A radio access bearer release procedure is normally initiated by the IF side. Abnormal cases such as termination by the AS are FFS.

6.2.2.3.5.1
IF Side Initiated Radio Access Bearer Release Request, IF Side

Parameters

	Local connection reference
	local


	Radio access bearer identification
	bit string



6.2.2.3.5.2
IF Side Initiated Radio Access Bearer Release Indication, UE Side

Parameters

	Local connection reference
	local


	Radio access bearer identification
	bit string
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How to create a CR
Michael Sanders, 3GPP support team, (last updated 2/09/99)

1)
Open the CR cover sheet with MS Word 97. The lastest version of the CR coversheet can be found at:


ftp://ftp.3gpp.org/information/3gCRF-??.DOC


2)
Fill out all areas that are relevant on the CR cover sheet - only the areas that have yellow shading shall be filled out. See Annex A of these instructions for further detail. 


3)
Open the specification to which you wish to make a change. It is very IMPORTANT  to ensure that you are using the latest version of the specification to make the change. The latest versions of all approved 3G specifications is located at:


for the 3GPP:  ftp://ftp.3gpp.org/specifications/      for SMG: http://docbox.etsi.org/tech-org/document/smg/specs

Do a "save as" using a file name related to the tdoc number (e.g. T3-99123.DOC).

4)
If the formatting looks incorrect (most easily noticed by the fact that there is no space between paragraphs), it may be because you do not have the correct document sheet in your MS Word style directory. All 3GPP specification use the style sheet 3GPP_70.DOT. This can be downloaded from:



ftp://ftp.3gpp.org/information/3gpp_70.dot

5)
Go to the beginning of the heading of the first subclause which you want to change. Press <CTRL><SHIFT><HOME> to select everything before that point and delete it.


6)
Switch to the window in MS word that contains your CR cover sheet and do a <CTRL>A   <CTRL>C to select and copy the entire sheet (including the section break at the end). Switch back to the other window with the specification to be changed and paste it in.


7)
Between group of changed pages in the CR, insert a section break (insert / break / next page/)


8)
When all the changes have been made (using the "tools / track changes" feature of MS Word 97), the headers and page number need to be corrected other the headers will contain an error message like "error, reference not found". You can fix this by changing to page layout mode (view / page layout) to see the headers. Then, go to the menu item "view / header and footer", select the frame that contains the error message(s) ini the header and delete them (there are normally 2). Do not delete the page number in the middle. On the left side, write the spec name and current version number For example, "3G TS 21.111 version 3.0.0 (1999-04)". Go back to normal view.


9) 
For each group of changes, insert the correct starting page number. The number should be that which is a clean unmodified specification. It is only a guide to the reader only and so they can be +/- 1 page number wrong. Insert the page number using the following method. Go to the line following the first section break in your CR. Choose the menu item insert / page number / format / start at and insert the correct starting page number for that group of changes. click "OK" and then "CLOSE" (don't press "OK" at this last step). Repeat this step for each section break.


10)
When you have finished making all changes, go to "tools / track changes / highlight changes" and uncheck the "track changes while editing" box, otherwise the page numbers in the headers will be difficult to read. Make sure that the two other options in this box (highlight changes on screen" and "highlight changes in printed document" are both maked "X".


Examples of expressions of prevision in 3GPP specifications


To ensure that everybody else understands your proposed chnaged the same way that you do, it is very important to keep to the following rules:


SHALL: To be used to indicate a requirement. e.g. "The ME shall reset the USIM" is correct Do not use "The ME resets the USIM" or "the ME must reset the USIM"


SHOULD: To be used to indicate recommendation. i.e. if, among several possibilities one is recommended as particularly suitable, without mentioning or excluding others, or that a certain course of action is preferred but not necessarily required, or that (in the negative form) a certain possibility or course of action is deprecated but not prohibited.


MAY: To be used to indicate permission. To be used instead of phrases such as "is permitted", "is allowed" or is permissible". The opposite of "may" is "need not".


CAN: To be used to indicate possibility and capability. To be used instead of phrases such as "be able to", "there is a possibility of" or "it is possible to".


A more detailed guide to the 3GPP drafting rules can be found on the 3GPP server at:



ftp://ftp.3gpp.org/information/drafting-rules.pdf

ANNEX A   
The CR cover sheet


This annex provides further information on how to fill out the cover sheet of a CR.


The header:


a)
The header, including the TSG or Working Group, the tdoc number (normally obtinaed from the 3GPP support team) and the meeting location and date.


The title box:


b)
The change request number. This is a 3 digit number and is allocated by the 3GPP support team project manager of the relevant WG. For GSM specifications, it is prefixed with an "A"


c)
The 3G or GSM specification number (e.g. 21.111 for 3G or 12.05 for GSM).


d)
The TSG or SMG plenary meeting to which this CR will be submitted to if it gets agreed at the WG meeting. 


e)
for approval/for information: one box only shall be marked with an "X"


Proposed change affects:


f)
At least one box shall be marked with an "X"


Source:


g)
The company name of the author of the CR. If the CR has already been agreed at a Working groups or sub working group, meeting, the subgroup name ( and Tdoc number) should be used instead.


Subject:


h)
One line (only) of concise text that describes the subject of the CR. Details should be put under "reason for change"



good examples:
"Clarification to FETCH command"






"Alignment of operation and parameter names"



recently used



bad examples:
"correction"






"editorial correction"






"correction to TS xxx.yy"






"various improvements"


Work item:



h)
The name of the 3G work item for which the CR is relevant.


Category and release:


i)
Choose one category only


Reason:


j)
This should be 1 to 10 lines of text that describes in further detail the reasons why the change is necessary and how the change is done.


Clauses Affected:


m)
Each subclause that is affected by the change should be listed here. New subclause number can be followed by " (new) ".


Other specs affected:


n)
Other 3G core specifications: to be used if the CR is linked to a CR for another 3G specification.
Other 2G core specifications: to be used if a CR is also needed for a GSM or other 2G specification.



MS test specifications: to be used if a change is needed to the MS test specifications.



BSS test specifications: to be used if a change is needed to the base station test specifications.



O&M specifications: to be used if a change is needed to O&M specifications.



When listing other CRs in part n) use, for example, the form "21.111-CR001" or "12.05-A123"


______________________________________


How to create a CR for 3G or SMG specifications.


File location: http://ftp.3gpp.org/information/3gCRF-??.doc





