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2
Normative references

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.

· A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same number.

· For this Release 1998 document, references to GSM documents are for Release 1998 versions (version 7.x.y). 

[1]
GSM 01.04: "Digital cellular telecommunications system (Phase 2+); Abbreviations and acronyms".

[2]
GSM 02.71: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS); Service description; Stage 1".

[3]
GSM 03.07:  "Digital cellular telecommunications system (Phase 2+); Restoration Procedures".

[4]
GSM 03.41: "Digital cellular telecommunication system (Phase 2+); Technical realization of Short Message Service Cell Broadcast  (SMSCB)".

[5]
GSM 03.49: "Digital cellular telecommunication system (Phase 2+); Example protocol stacks for interconnecting Cell Broadcast Centre (CBC) and Mobile-services Switching Centre (MSC)".

[6]
GSM 03.78:
"Digital cellular telecommunications system (Phase 2+); Customized Application for Mobile network Enhanced Logic (CAMEL) Phase 3; Stage 3".
[6a]

GSM 04.06: "Digital cellular telecommunications system (Phase 2+); Mobile Station - Base Station System (MS - BSS) interface  Data Link (DL) layer specification".
[7]
GSM 04.08: "Digital cellular telecommunications system (Phase 2+); Mobile radio interface layer 3 specification".

[8]
GSM 04.31: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS); Mobile Station (MS) – Serving Mobile Location Center (SMLC); Radio Resource LCS Protocol (RRLP)".

[9]
GSM 04.71: "Digital cellular telecommunications system (Phase 2+); Mobile radio interface layer 3 Location Services (LCS) specification".

[10]
GSM 08.08: "Digital cellular telecommunications system (Phase 2+); Mobile-services Switching Centre – Base Station System (MSC-BSS) interface; Layer 3 specification".

[11]
GSM 08.31: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS); Serving Mobile Location Center (SMLC) – Serving Mobile Location Center (SMLC); SMLC Peer Protocol (SMLCPP)".
[11a]

GSM 08.58: "Digital cellular telecommunications system (Phase 2+); Base Station Controller - Base Transceiver Station (BSC - BTS) interface; Layer 3 specification".
[12]
GSM 08.71: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS); Serving Mobile Location Center – Base Station Subsystem (SMLC-BSS) interface Layer 3 specification".

[13]
GSM 09.02: "Digital cellular telecommunications system (Phase 2+); Mobile Application Part (MAP) specification".

[14]
GSM 09.31: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS); Base Station System Application Part LCS Extension (BSSAP-LE)".

[15]
CCITT Recommendations I.130: "General modelling methods – Method for the characterisation of telecommunication services supported by an ISDN and network capabilities of an ISDN".

[16]
CCITT Recommendation Q.65: "Methodology – Stage 2 of the method for the characterization of services supported by an ISDN".
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3.2
Abbreviations

Certain abbreviations used in this specification are also listed in GSM 01.04.

For the purposes of this specification, the following abbreviations apply:


ANM



Answer Message (ISUP)

BSSAP-LE
BSSAP LCS Extension for Lb, Lp and Ls interfaces

BSSLAP


BSS LCS Assistance Protocol 

BSSMAP-LE

BSSMAP LCS Extension 

CC




SCCP Connection Confirm

CR




SCCP Connection Request

CREF



SCCP Connection Refused

DT1



SCCP Data Form 1 message

FEC



Forward Error Correction

IAM



Initial Address Message (ISUP)

LCF



 
Location Client Function 

      LCCF



Location Client Control Function 

      LCAF



Location Client Authorization Function 

LDR



Location Deferred Request 

LIR



Location Immediate Request

LLP



LMU LCS Protocol

LMMF


LMU Mobility Management Function

LMU



Location Measurement Unit

      LSCF


      Location System Control Function 

      LSAF



Location Subscriber Authorization Function

      LSPF



Location Subscriber Privacy Function

      LSBF



Location System Billing Function 

LSBcF
Location System Broadcast Function

LSOF
Location System Operations Function

LCCTF
Location Client Coordinate Transformation Function

MO-LR
Mobile Originating Location Request

MT-LR
Mobile Terminating Location Request

NI-LR
Network Induced Location Request

MLC
Mobile Location Center

PRAF



Positioning Radio Assistance Function

PRCF



Positioning Radio Coordination Function 

      PCF




Positioning Calculation Function 

      PSMF



Positioning Signal Measurement Function

RA
Rate Adaptation

REL
Release (ISUP)

RLC
Release Complete (ISUP or SCCP)

RLP
Radio Link Protocol (GSM 04.22)

RLSD
SCCP Released message

RRLP
RR LCS Protocol to a target MS (defined in GSM 04.31)

SLPP



Subscriber LCS Privacy Profile

SMLCPP
SMLC Peer Protocol (messages on Lp interface in GSM 08.31)

TA
Timing Advance (between an MS and its serving BTS)

TOA
Time of Arrival

UDT



SCCP Unitdata message 
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6
Signalling Protocols and Interfaces

6.1
Generic Signalling Model for LCS

6.1.1
Protocol layering

Figure 6 shows the generic signalling model applicable to LCS for any signalling interaction in which an SMLC forms at least one of the signalling end points.
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Figure 6 – Generic Model for LCS Signaling to an SMLC

The functions performed by each protocol layer are as follows:

a)
LCS application protocol – this depends on the other signaling end point (e.g. whether a target MS or LMU) and may be absent if supported in the BSSAP-LE layer. The application protocol supports specific LCS functions (e.g. positioning measurements, assistance measurements) and is independent of lower protocol layers.

b)
BSSAP-LE – this is an extension of BSSAP and carries the LCS application protocol signaling units. Necessary functions include identification of the LCS application protocol and identification, where not provided by the network layer, of the two end points. This layer can be relayed by an intermediate entity or mapped into an equivalent layer 3 protocol used by the other signaling end point. This layer supports segmentation of LCS application layer protocols.
c)
Network Layer – provides signaling transport between the SMLC and either the other end point or some intermediate entity at which the BSSAP-LE layer is relayed or mapped. The network layer may support connection oriented or connectionless signaling. For second generation circuit oriented applications, the network layer is provided using MTP and SCCP. For third generation and packet oriented applications, other protocols may be used. This layer supports segmentation of LCS application layer protocols.
d)
Physical Layer – for second generation circuit oriented applications, SS7 signaling links are supported by the physical layer.

e)
L3 – a protocol layer compatible with or the same as BSSAP-LE.

f)
L2 – logical link layer for the other endpoint

g)
L1 – physical layer for the other end point.

6.1.2
Message Segmentation

Message segmentation is needed to transport any large LCS message that exceeds the message size limitation supported by any GSM interface over which transport is needed.

6.1.2.1
Intermediate Level Segmentation

The segmentation of SMLCPP (GSM 08.31) and BSSLAP (GSM 08.71) messages is supported by segmentation mechanisms defined in GSM 08.08, GSM 04.08 and GSM 09.31. The sending, receiving and all intermediate entities supporting segmentation shall ensure reliable and sequenced delivery of the message segments by appropriate use of the capabilities supported by lower transport and network level protocols.


6.1.2.2
Network Level Segmentation

Segmentation and reassembly of large  SMLCPP and BSSLAP messages at the network (e.g. SCCP) level may be supported. For message transfer over any interface where network level segmentation is not supported (e.g. Abis interface, Um interface), segmentation at the intermediate level shall be used. This may require support of both network and intermediate level segmentation by certain intermediate entities.
6.2
Signaling between an SMLC, MSC and BSC

Figures 7 and 8 show the protocol layers used to support LCS signaling between the SMLC, MSC and BSC with an NSS based and BSS based SMLC, respectively.
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Figure 7 – Signaling Protocols between SMLC, MSC and BSC with NSS based SMLC


[image: image3.wmf]BSC

MSC

LSCF

BSSAP

SCCP

MTP

BSSAP-LE

SCCP

MTP

MTP

SCCP

BSSAP

BSSLAP

LSCF

Relay

A

Lb

SMLC

BSSLAP

(08.71)

BSSAP-LE

(09.31)

SCCP

MTP

= 

highest

 layer where segmentation of upper layers is supported


Figure 8– Signaling Protocols between SMLC, MSC and BSC with BSS based SMLC

6.3
SMLC Signaling to a Target MS

Figures 9 and 10 show the protocol layers used to support signaling between an SMLC and target MS with an NSS based and BSS based SMLC, respectively.
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Figure 9– Signalling between an SMLC and Target MS with NSS based SMLC
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Figure 10– Signalling between an SMLC and Target MS with BSS based SMLC

*** NEXT MODIFIED SECTION ***

6.6
SMLC Signaling to a peer SMLC

The protocol layers used for SMLC to SMLC signaling are shown in Figure 18, where it is assumed that both SMLCs have SS7 link connections to STPs (or there is a direct SS7 link between the SMLCs). In the absence of either a direct link or links to an STP, signaling can go via attached BSCs and MSCs as shown in Figure 19 for signaling between BSS based SMLCs sharing the same MSC and in Figure 20 for signaling between a BSS based SMLC and an NSS based SMLC associated with different MSCs.
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Figure 18
- SMLC to SMLC Signalling via SS7 STPs
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Figure 19
– SMLC to SMLC Signaling via associated BSCs and MSC (BSS based SMLCs)
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Figure 20
– SMLC to SMLC Signalling via BSC and MSCs (BSS to NSS based SMLC)
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The generic network positioning procedure of providing the location information of an MS subscriber can be partitioned into the following procedures:

Location Preparation Procedure 

This generic procedure is concerned with verifying the privacy restrictions of the MS subscriber, reserving network resources, communicating with the MS to be located and determining the positioning method to be used for locating the MS subscriber based on the requested QoS and the MS and network capabilities.

Positioning Measurement Establishment Procedure
This procedure is concerned with performing measurements by involving the necessary network and/or MS resources. Depending on the positioning method to be used for locating the MS the internals of this procedure can be positioning method dependent. The procedure is completed with the end of the positioning measurements.

Location Calculation and Release Procedure
This generic procedure is initiated after the measurements are completed and is concerned with calculating the location of the MS and releasing all network and/or MS resources involved in the positioning.

7.6.1 Mobile Terminating Location Request (MT-LR)

Figure 29 illustrates general network positioning for LCS clients external to the PLMN. In this scenario, it is assumed that the target MS is identified using either an MSISDN or IMSI.
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Figure 29 General Network Positioning for a MT-LR 
7.6.1.1 Location Preparation Procedure 

(1)  An external LCS client requests the current location of a target MS from a GMLC. The GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI of the target MS to be located and the LCS QoS from either subscription data or data supplied by the LCS client.  For a call related location request, the GMLC obtains and authenticates the called party number of the LCS client (refer to Annex A for further details). If location is required for more than one MS, or if periodic location is requested, steps 2 to 12 below may be repeated.

(2)  If the GMLC already knows both the VMSC location and IMSI for the particular MSISDN (e.g. from a previous location request), this step and step 3 may be skipped. Otherwise, the GMLC sends a MAP_SEND_ROUTING_INFO_FOR_LCS message to the home HLR of the target MS to be located with either the IMSI or MSISDN of this MS. 

(3)  The HLR verifies that the SCCP calling party address of the GMLC, corresponds to a known GSM network element that is authorized to request MS location information. The HLR then returns the current VMSC address and whichever of the IMSI and MSISDN was not provided in step (2) for the particular MS.

(4)  The GMLC sends a MAP_PROVIDE_SUBSCRIBER_LOCATION message to the VMSC indicated by the HLR. This message carries the type of location information requested (e.g. current location), the MS subscriber’s IMSI, LCS QoS information (e.g. accuracy, response time) and an indication of whether the LCS client has the override capability.  For a call related location request, the message also carries the LCS client’s called party number.  The message may optionally carry the identity of the LCS client.

(5)  If the GMLC is located in another PLMN or another country, the VMSC first authenticates that a location request is allowed from this PLMN or from this country. If not, an error response is returned. If the target MS has an established circuit call other than speech, the location request may be denied and an error response is then returned to the GMLC. If the location request is allowed for a non-speech circuit call, it shall be up to the SMLC to decide, on the basis of the applicable position methods and requested QoS, whether positioning is possible.  The VMSC then verifies LCS barring restrictions in the MS user’s subscription profile in the VLR. In verifying the barring restrictions, barring of the whole location request is assumed if any part of it is barred or any requisite condition is not satisfied. If LCS is to be barred without notifying the target MS and a LCS client accessing a GMLC in the same country does not have the override capability, an error response is returned to the GMLC. Otherwise, if the MS is in idle mode, the VLR performs paging, authentication and ciphering. This procedure will provide the MS user’s current cell ID and certain location information that includes the TA value in the BSSMAP Complete layer 3 Information used to convey the Paging Response. If the target MS supports any MS based or MS assisted positioning method(s), the MS will also provide the BSC and MSC with the positioning method(s) it supports via controlled early classmark sending (see GSM 04.08 and 08.08). If the MS is instead in dedicated mode, the VMSC will already have any early classmark information and will have been supplied with the current cell ID from either the serving BSC or serving MSC in the case of an established call with MSC-MSC handover.
(6)  If the location request comes from a value added LCS client and the MS subscription profile indicates that the MS must either be notified or notified with privacy verification and the MS supports notification of LCS (according to the MS Classmark 2), a DTAP LCS Location Notification Invoke message is sent to the target MS indicating the type of location request (e.g. current location), the identity of the LCS client and whether privacy verification is required. Optionally, the VMSC may after sending the DTAP LCS Location Notification Invoke message continue in parallel the location process, i.e. continue to step (8) without waiting for a DTAP LCS Location Notification Return Result message in step (7).
(7)  The target MS notifies the MS user of the location request. If privacy verification was requested, the target MS indicates to the MS user whether the location request will be allowed or not allowed in the absence of a response and waits for the user to grant or withhold permission. The MS then returns a DTAP LCS Location Notification Return Result to the VMSC indicating, if privacy verification was requested, whether permission is granted or denied. Optionally, the DTAP LCS Location Notification Return Result message can be returned some time after step (6), but before step (15). If the MS user does not respond after a predetermined time period, the VMSC shall infer a “no response” condition. The VMSC shall return an error response to the GMLC if privacy verification was requested and either the MS user denies permission or there is no response with the MS subscription profile indicating barring of the location request in the absence of a response.
(8)  The VMSC sends a BSSMAP-LE PERFORM LOCATION request message to the SMLC associated with the MS’s current cell location if the SMLC is NSS based. This message is transported inside an SCCP Connection Request message. The BSSMAP-LE message includes the type of location information requested, the MS’s location capabilities and currently assigned radio channel type (SDCCH, TCH-FR or TCH-HR), the requested QoS and the current Cell ID and, if available, any location information including the TA value received in step 5.
(9)  If the SMLC is BSS based, the VMSC instead sends the BSSMAP PERFORM LOCATION message to the serving BSC for the target MS.
(10)  In the case of a BSS based SMLC, the BSC forwards the BSSMAP-LE PERFORM LOCATION request received in step 9 to the SMLC. The BSC may add additional measurement data to the message to assist with positioning. The message is transported inside an SCCP connection request. 
7.6.1.2 Positioning Measurement Establishment Procedure

(11)  If the requested location information and the location accuracy within the QoS can be satisfied by the reported cell ID and, if available, TA value, the SMLC may send a BSSMAP-LE PERFORM LOCATION response immediately. Otherwise, the SMLC determines the positioning method and instigates the particular message sequence for this method defined in subsequent sections. If the position method returns position measurements, the SMLC uses them to compute a location estimate. If there has been a failure to obtain position measurements, the SMLC may use the current cell ID and, if available, TA value to derive an approximate location estimate. If an already computed location estimate is returned for an MS based position method, the SMLC may verify consistency with the current cell ID and, if available, TA value. If the location estimate so obtained does not satisfy the requested accuracy or the location attempt failed, e.g. due to missing data, and sufficient response time still remains, the SMLC may instigate a further location attempt using the same (e.g. providing more assistance data to MS) or a different position method. If a vertical location coordinate is requested but the SMLC can only obtain horizontal coordinates, these may be returned.
7.6.1.3 Location Calculation and Release Procedure

(12)  When location information best satisfying the requested location type and QoS has been obtained, the SMLC returns it to the VMSC in a Perform Location response if the SMLC is NSS based. If a location estimate could not be obtained, the SMLC returns a Perform Location response containing a failure cause and no location estimate.
(13)  For a BSS based SMLC, the location information is instead returned to the serving BSC.
(14)  In the case of a BSS based SMLC, the BSC forwards the BSSMAP PERFORM LOCATION response received in step 13 to the VMSC.

(15)  The VMSC returns the location information and its age to the GMLC, if the VMSC has not initiated the Privacy Verification process in step (6). If step (6) has been performed for privacy verification, the VMSC returns the location information only, if it has received a DTAP LCS Location Notification Return Result indicating that permission is granted. If a DTAP LCS Location Notification Return Result message indicating that permission is not granted is received, or there is no response with the MS subscription profile indicating barring of location in the absence of a response, the VMSC shall return an error response to the GMLC. If the SMLC did not return a successful location estimate, but the privacy checks in steps 5-7 were successfully executed, the VMSC may return the last known location of the target MS if this is known and the LCS client is requesting the current or last known location. The VLR may then release the Mobility Management connection to the MS, if the MS was previously idle, and the VMSC may record billing information.
(16)  The GMLC returns the MS location information to the requesting LCS client. If the LCS client requires it, the GMLC may first transform the universal location coordinates provided by the VMSC into some local geographic system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the VMSC’s network.
*** NEXT MODIFIED SECTION ***

7.6.4
Network Induced Location Request (NI-LR)

Figure 31 illustrates positioning for an emergency service call.
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Figure 31 Positioning for a NI-LR Emergency Service Call
7.6.4.1
Location Preparation Procedure 

(1) An initially idle MS requests an SDCCH and sends a DTAP CM Service Request indicating a request for an Emergency Service call to the VMSC via the BSC.

(2) The BSC includes the current cell ID and may include certain other location information (e.g. the TA value) within the BSSMAP Complete Layer 3 Information message used to convey the CM service request across the A-interface. The MS may identify itself using a TMSI, IMSI or IMEI.

(3) The VMSC, BSC and MS continue the normal procedure for emergency call origination towards the appropriate emergency services client. Depending on local regulatory requirements, the sending of call setup information into the PSTN may be delayed until either the MS’s location has been obtained or the location attempt has failed or a PLMN defined timer has expired before location was obtained. Call setup information sent into the PSTN may include the MS location (if already obtained) plus information that will enable the emergency service provider to request MS location at a later time (e.g. NA-ESRD and NA-ESRK in North America).

(4) At any time after step 1 and after sufficient time has been allowed to enable completion of early classmark sending to the BSC and MSC where the MS supports any MS assisted or MS based positioning method(s), the VMSC may initiate procedures to obtain the MS’s location. These procedures may run either in parallel with the emergency call origination or while emergency call origination is suspended to delay sending of call setup information into the PSTN according to step 3. The VMSC sends a BSSMAP-LE :Perform Location Request message to the SMLC associated with the MS’s current location area – either directly or via the serving BSC (see steps 8-10 for an MT-LR). This message includes the MS’s location capabilities and currently assigned radio channel type (SDCCH, TCH-FR or TCH-HR), the QoS required for an emergency call and the current Cell ID and any location information including the TA value received in step 2.

7.6.4.2
Positioning Measurement Establishment Procedure

(5) The actions described under step 11 for a MT-LR are performed. If a speech compatible traffic channel is required for network based positioning (e.g. TOA), the same traffic channel may be used for both the positioning and the emergency call. In that case, the traffic channel may be allocated by either the positioning procedure or emergency call origination procedure.

7.6.4.3
Location Calculation and Release Procedure

(6) When a location estimate best satisfying the requested QoS has been obtained, the SMLC returns it to the VMSC – either dircetly or via the serving BSC (see steps 12-14 for an MT-LR).
(7) Depending on local regulatory requirements, the VMSC may send a MAP Subscriber Location report to a GMLC associated with the emergency services provider to which the emergency call has been or will be sent. This message shall carry any location estimate returned in step 6, the age of this estimate and may carry the MSISDN, IMSI and IMEI of the calling MS. In North America, any NA-ESRD and any NA-ESRK that may have been assigned by the VMSC shall be included. The message shall also indicate the event that triggered the location report. If location failed (i.e. an error result was returned by the SMLC in step 8), an indication of failure rather than a location estimate may be sent to the GMLC: the indication of failure is conveyed by not including a location estimate in the MAP Subscriber Location Report.

(8) The GMLC acknowledges receipt of the location information. For a North American Emergency Services call, the GMLC shall store the location information for later retrieval by the emergency services LCS client. 

(9) The GMLC may optionally forward the information received in step 7 to the emergency services LCS client. For a North American emergency services call the client is expected to obtain the location information by requesting it from the GMLC. 
(10)  At some later time, the emergency services call is released.
(11) For a North American Emergency Services call, the MSC sends another MAP Subscriber Location Report to the GMLC. This message may include the same parameters as before except that there is no position estimate and an indication of emergency call termination is included.
(12) The GMLC acknowledges the MSC notification and may then release all information previously stored for the emergency call.
*** NEXT MODIFIED SECTION ***

7.6.6
Mobile Originating Location Request (MO-LR)

The following procedure allows an MS to request either its own location, location assistance data or broadcast assistance data message ciphering keys from the network. Location assistance data may be used subsequently by the MS to compute its own location throughout an extended interval using a mobile based position method.  The ciphering key enables the MS to decipher other location assistance data broadcast periodically by the network. The MO-LR after location update request may be used to request ciphering keys or GPS assistance data using the follow-on procedure described in GSM 04.08. The procedure may also be used to enable an MS to request that its own location be sent to another LCS client.
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Figure 33 General Network Positioning for MO-LR 
7.6.6.1
Location Preparation Procedure

1. If the MS is in idle mode, the MS requests an SDCCH and sends a DTAP CM service request indicating a request for call independent supplementary services to the BSC.

2. The BSC includes the current cell ID and TA value within the BSSMAP Complete Layer 3 Information message used to convey the CM service request across the A-interface. If the MS is instead in dedicated mode, the MS sends a DTAP CM Service Request on the already established SACCH: the VMSC will then already have been supplied with the current cell ID from either the serving BSC or serving MSC in the case of an established call with MSC-MSC handover.

3. The VMSC instigates authentication and ciphering if the MS was in idle mode or returns a DTAP CM Service Accept if the MS was in dedicated mode. If the target MS supports any MS based or MS assisted positioning method(s), the MS will provide the BSC and MSC with the positioning method(s) it supports via controlled early classmark sending (see GSM 04.08 and 08.08).
4. The MS sends a DTAP LCS MO-LR invoke to the VMSC. If the MS is requesting its own location or that its own location be sent to another LCS client, this message carries LCS QoS information (e.g. accuracy, response time). If the MS is requesting that its location be sent to another LCS client, the message shall include the identity of the LCS client and may include the address of the GMLC through which the LCS client should be accessed. If a GMLC address is not included, the VMSC may assign its own GMLC address and may verify that the identified LCS client is supported by this GMLC. If a GMLC address is not available for this case, the VMSC shall reject the location request. If the MS is instead requesting location assistance data or ciphering keys, the message specifies the type of assistance data or deciphering keys and the positioning method for which the assistance data or deciphering applies. The VMSC verifies in the MS’s subscription profile that the MS has permission to request its own location, request that its location be sent to another LCS client  or request location assistance data or deciphering keys (whichever applies). If the MS is requesting positioning and has an established call, the VMSC may reject the request for certain non-speech call types.
5. The VMSC sends a BSSMAP-LE PERFORM LOCATION request message to the SMLC associated with the MS’s current cell location if the SMLC is NSS based. This message is transported using SCCP connection oriented signaling inside an SCCP Connection Request message The BSSMAP-LE message indicates whether a location estimate or location assistance data is requested and includes the MS’s location capabilities and current cell ID. If the MS’s location is requested, the message also includes the currently assigned radio channel type (SDCCH, TCH-FR or TCH-HR), the requested QoS and, if available and any location measurement information including the TA value received from the BSC in step 2. If location assistance data is instead requested, the message carries the requested types of location assistance data.
6. If the SMLC is BSS based, the VMSC instead sends the BSSMAP PERFORM LOCATION message to the serving BSC for the target MS.
7. In the case of a BSS based SMLC, the BSC forwards the BSSMAP-LE PERFORM LOCATION request received in step 6 to the SMLC. If the MS’s location is requested, the BSC may add additional measurement data to the message to assist with positioning. The message is transported inside an SCCP connection request.
7.6.6.2
Positioning Measurement Establishment Procedure

8. If the MS is requesting its own location, the actions described under step 10 for a MT-LR are performed. If the MS is instead requesting location assistance data, the SMLC transfers this data to the MS as described in subsequent sections. The SMLC determines the exact location assistance data to transfer according to the type of data specified by the MS, the MS location capabilities and the current cell ID.
7.6.6.3
Location Calculation and Release Procedure

9. When a location estimate best satisfying the requested QoS has been obtained or when the requested location assistance data has been transferred to the MS, the SMLC returns a BSSMAP-LE Perform Location response to the VMSC if the SMLC is NSS based. This message carries the location estimate or ciphering keys if this was obtained. If a location estimate or deciphering keys were not successfully obtained or if the requested location assistance data could not be transferred successfully to the MS, a failure cause is included in the Perform Location response.
10. For a BSS based SMLC, the BSSMAP-LE Perform Location response is instead returned to the serving BSC.
11. In the case of a BSS based SMLC, the BSC forwards the BSSMAP PERFORM LOCATION response received in step 10 to the VMSC.

12. If the MS requested transfer of its location to another LCS client and a location estimate was successfully obtained, the VMSC shall send a MAP Subscriber Location Report to the GMLC obtained in step 4 carrying the MSISDN of the MS, the identity of the LCS client, the event causing the location estimate (MO-LR) and the location estimate and its age.

13. The GMLC shall acknowledge receipt of the location estimate provided that is serves the identified LCS client and the client is accessible.

14. The GMLC transfers the location information to the LCS client either immediately or upon request from the client.

15. The VMSC returns a DTAP LCS MO-LR Return Result to the MS carrying any location estimate requested by the MS, ciphering keys or a confirmation that a location estimate was successfully transferred to the GMLC serving an LCS client.

16. The VMSC may release the CM, MM and RR connections to the MS, if the MS was previously idle, and the VMSC may record billing information.

7.7
Common Procedures to Support Positioning

The procedures described in this section enable an SMLC to obtain positioning related information or instigate positioning for a particular target MS. The procedures are applicable to all positioning methods after an SMLC receives a BSSMAP-LE Perform Location request for a target MS until a BSSMAP-LE Perform Location response is returned to the originator.

7.7.1
Information Transfer between an NSS based SMLC and a Target MS

An NSS based SMLC uses the procedure shown in Figure 34 in order to obtain positioning information from a target MS or transfer location assistance information to a target MS after a request has been received from the VMSC. More details of the location information transfer procedure between the BSC and MS can be found in GSM 04.08.
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Figure 34 - Information Transfer between an NSS based SMLC and a Target MS

1. The SMLC passes a BSSMAP-LE Connection Oriented Information message to the VMSC containing an embedded BSSLAP MS Position Command with an RRLP message parameter. The message is transferred using the SCCP connection established between the SMLC and VMSC for positioning the target MS. If the BSSLAP message is too large to fit in a single BSSMAP-LE Connection Oriented Information message, it may be segmented and transferred inside a sequence of BSSMAP-LE messages with the last BSSMAP-LE message containing a last segment indication and the last BSSLAP segment. The SMLC shall indicate in the BSSLAP MS Position Command whether the embedded RRLP message contains a positioning command. versus positioning assistance data.

2. The VMSC forwards the BSSMAP message(s) to the serving BSC for the target MS.

3. The BSC transfers the embedded RRLP message to the target MS inside an RR Application Information message. If the BSSLAP message was segmented by the SMLC, onward transfer to the MS shall be deferred until all segments have arrived and the complete BSSLAP message is reassembled. The embedded RRLP message shall then be re-segmented if necessary with each RRLP segment transferred in a separate RR Application Information message with the last RR message indicating the last RRLP segment.  No later than when the last RR Application Information message has been transferred, the BSC shall start a positioning supervision timer if none is already in progress or restart this if already in progressi. If the timer expires before the final response in step 4 is received, the BSC shall return a BSSMAP-LE Connection oriented Information message to the SMLC containing a BSSLAP Abort with a cause of BSC timeout.

4. When the target MS has positioning information to return to the SMLC, it sends an RR Application Information message to the BSC containing an embedded RRLP message. If the RRLP message is too large to fit in a single RR Application Information message, it may be segmented and carried in a sequence of RR Application Information messages with the last message indicating the last RRLP segment. The last RR Application Information message shall indicate if this is the final response from the MS.

5. If the timer started in step 3 has already expired, the BSC discards the RRLP message received in step 4. Otherwise, the BSC forwards the RRLP message to the VMSC inside a BSSLAP MS Positioning Response message contained in a BSSMAP Connection Oriented Information message. If the RRLP message was segmented, onward transfer to the MSC shall be deferred until all segments have arrived and the complete RRLP message is reassembled. If the resulting BSSLAP message is too large to fit into a single BSSMAP Connection Oriented Information message (e.g. if the RRLP message was segmented),  it shall be segmented. Each segment is then transferred in a separate BSSMAP message with the last message containing the last BSSLAP segment. If the SMLC indicated a positioning command in step 1 and the MS has indicated a final response, the BSC may add additional measurement information to the BSSLAP MS Position Response in the last BSSMAP message – if necessary, creating a new BSSMAP message if message size limitations would be exceeded. The BSC shall stop the supervision timer started in step 3 when the final segment of the final response from the MS has been transferred.

6. The VMSC forwards the received BSSMAP messages as corresponding BSSMAP-LE message(s) to the SMLC using the SCCP connection previously established for positioning the target MS. If the MS did not indicate a final response in step 3, the SMLC may transfer a further RRLP message to the MS (e.g. containing assistance data) according to steps 1 to 3 and the MS may return a subsequent response according to steps 4 to 6.
7.7.2
Information Transfer between a BSS based SMLC and a Target MS

A BSS based SMLC uses the procedure shown in Figure 35 in order to obtain positioning measurements from a target MS or transfer location assistance information to a target MS after a request has been received from the BSC serving the target MS. More details of the location information transfer procedure between the BSC and MS can be found in GSM 04.08.
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Figure 35 - Information Transfer between a BSS based SMLC and a Target MS

1. The SMLC passes a BSSMAP-LE Connection Oriented Information message to the serving BSC containing an embedded BSSLAP MS Position Command with an RRLP message parameter. The message is transferred using the SCCP connection established between the SMLC and BSC for positioning the target MS  If the BSSLAP message is too large to fit in a single BSSMAP-LE Connection Oriented Information message, it may be segmented and transferred inside a sequence of BSSMAP-LE messages with the last BSSMAP-LE message containing a last segment indication and the last RRLP segment. The SMLC shall indicate in the first BSSLAP MS Position Command whether the embedded RRLP message contains a positioning command. versus positioning assistance data.

2. The BSC transfers the embedded RRLP message to the target MS inside an RR Application Information message. If the BSSLAP message was segmented by the SMLC, onward transfer to the MS shall be deferred until all segments have arrived and the complete BSSLAP message is reassembled. The embedded RRLP message shall then be re-segmented if necessary with each RRLP segment transferred in a separate RR Application Information message with the last RR message indicating the last RRLP segment.  No later than when the last RR Application Information message has been transferred, the BSC shall start a positioning supervision timer if none is already in progress or restart this if already in progressi. If the timer expires before the final response in step 3 is received, the BSC shall return a BSSMAP-LE Connection oriented Information message to the SMLC containing a BSSLAP Abort with a cause of BSC timeout.

3. When the target MS has positioning information to return to the SMLC, it sends an RR Application Information message to the BSC containing an embedded RRLP message. If the RRLP message is too large to fit in a single RR Application Information message, it may be segmented and carried in a sequence of RR Application Information messages with the last message indicating the last RRLP segment.  The last RR Application Information message shall indicate if this is the final response from the MS.

4. If the timer started in step 2 has already expired, the BSC discards the RRLP message received in step 3. Otherwise, the BSC forwards the RRLP message to the SMLC inside a BSSLAP MS Positioning Response message contained in a BSSMAP-LE Connection Oriented Information message. If the RRLP message was segmented, onward transfer to the SMLC shall be deferred until all segments have arrived and the complete RRLP message is reassembled. If the resulting BSSLAP message is too large to fit into a single BSSMAP-LE Connection Oriented Information message (e.g. if the RRLP message was segmented),  it shall be segmented. Each segment is then transferred in a separate BSSMAP-LE message with the last message containing the last BSSLAP segment. If the SMLC indicated a positioning command in step 1 and the MS has indicated a final response, the BSC may add additional measurement information to the BSSLAP MS Position Response in the last BSSMAP-LE message – if necessary, creating a new BSSMAP-LE message if message size limitations would be exceeded. The BSC shall stop the supervision timer started in step 2 when the final segment of the final response from the MS has been transferred. If the MS did not indicate a final response in step 2, the SMLC may transfer a further RRLP message to the MS (e.g. containing assistance data) according to steps 1 and 2 and the MS may return a subsequent response according to steps 3 and 4,
*** NEXT MODIFIED SECTION ***

7.8
Common Procedures to Support Access to an LMU

The procedures in this section support the transfer of positioning related information and O&M data between an SMLC and a particular LMU associated with the SMLC.

7.8.1 Information Transfer between an NSS based SMLC and a Type A LMU

7.8.1.1 Information Transfer using an SDCCH
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Figure 38: Information Transfer between an NSS based SMLC and a Type A LMU using an SDCCH

1. If there is no SCCP connection yet for an LMU between the SMLC and the MSC serving the LMU, the SMLC sends a BSSMAP-LE LMU connection request message to the MSC contained in an SCCP Connection Request. The BSSMAP-LE message shall contain the IMSI of the LMU and shall indicate whether authentication of the LMU is needed and/or ciphering.

2. For an LMU that has no main signaling link to the MSC (e.g. LMU uses a temporary SDCCH), the serving MSC performs paging to assign an SDCCH. The Channel Request message requesting an SDCCH that is sent by the LMU in response to the Paging Request shall contain an LMU establishment cause. The MSC/VLR also performs authentication and/or ciphering if requested by the SMLC.

3. The serving MSC returns a BSSMAP-LE LMU Connection Accept to the SMLC. If the paging or authentication in step 2 failed, the MSC returns a BSSMAP-LE LMU Connection Reject message.

4. If the SMLC needs to send data to the LMU, it may send one or more DTAP-LE REGISTER, FACILITY and RELEASE COMPLETE messages to the serving MSC using the SCCP connection established in steps 1 to 3. Each DTAP-LE message may carry an embedded LLP message and an indication of whether release of the SDCCH by the LMU is forbidden.

5. The serving MSC passes each DTAP-LE message received from the SMLC in step 4 to the LMU. 

6. The SMLC may initiate release of the SDCCH to the LMU and the associated SCCP connection to the MSC by sending a BSSMAP-LE LMU Connection Release message.

7. For an  LMU that has no other active MM and CM connections, the MSC initiates release of the SDCCH.

8. When the LMU has LCS data to send and does not currently have a signaling link, it sends an RR Channel request to the serving BTS to request an SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After assignment of the SDCCH, the LMU sends a DTAP CM Service request to the serving BSC to request an MM connection for location services.

9. The serving BSC passes the CM Service Request to the VMSC with an indication that this came from an LMU inside a Complete layer 3 Information message.

10. The serving MSC sends a BSSMAP-LE LMU Connection Request message to the SMLC associated with the LMU inside an SCCP connection request (e.g. use IMSI or LAC association to determine the SMLC). The BSSMAP-LE message shall contain the IMSI of the LMU and the address of the MSC.

11. The SMLC returns a BSSMAP-LE LMU Connection Accept. to the MSC indicating if authentication or ciphering are required.

12. The serving MSC performs authentication and ciphering if requested by the SMLC. Otherwise, a CM Service Accept is returned.

13. The LMU sends one or more DTAP-LE REGISTER, FACILITY and RELEASE COMPLETE messages to the serving MSC each containing an embedded LLP message.

14. The serving MSC passes each DTAP-LE message to the SMLC using the SCCP connection established in steps 10 to 11

*** NEXT MODIFIED SECTION ***

7.8.2 Location Update Procedure between a BSS based SMLC and a Type A LMU

The following procedure supports a normal GSM location update from the perspective of a type A LMU. The location update can occur periodically, on power up, following recovery from some failure condition and when an LMU in idle mode detects that its closest BTS is in another location area. A subscription of the LMU in an HLR is not needed if this procedure is supported by the SMLC.
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Figure 40 Location Update Procedure between a BSS based SMLC and a Type A LMU

1. If the LMU does not currently have a signaling link, it sends an RR Channel Request to the serving BTS to request an SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After assignment of the SDCCH, the LMU sends a DTAP Location Updating request to the BSC. This shall indicate that a follow on request is pending if the LMU has more data to send.

2. Because the BSC serving the LMU is associated with a BSS based SMLC and the Channel Request message contained an LMU establishment cause, the BSC forwards the Location Updating request to the SMLC rather than MSC. If there was previously no SDCCH, this is sent inside a BSSMAP Complete Layer 3 Information message that is contained in an SCCP Connection Request.

3. The SMLC performs existing GSM authentication and ciphering if needed for the LMU. The SMLC shall not assign a TMSI to the LMU to avoid duplicating a TMSI assigned to a normal MS by a VLR.
4. The SMLC returns a DTAP Location Updating Accept to the BSC. Unless the LMU indicated a follow on request, the SMLC may then initiate release of the SDCCH.

5. The BSC forwards the DTAP message to the LMU. 
7.8.3
IMSI Detach Procedure between a BSS based SMLC and a Type A LMU

The following procedure supports a normal GSM IMSI Detach from the perspective of a type A LMU. This may be instigated if the LMU is to be deactivated – e.g. for offline maintenance.
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Figure 41 IMSI Detach Procedure between a BSS based SMLC and a Type A LMU

1. If the LMU does not currently have a signaling link, it sends an RR Channel Request to the serving BTS to request an SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After assignment of the SDCCH, the LMU sends a DTAP IMSI Detach Indication to the BSC.

2. Because the BSC serving the LMU is associated with a BSS based SMLC and the Channel Request message contained an LMU establishment cause, the BSC forwards the IMSI Detach Indication to the SMLC rather than MSC. If there was previously no SDCCH, this is sent inside a BSSMAP Complete Layer 3 Information message that is contained in an SCCP Connection Request. The SMLC marks the LMU as temporarily inactive and initiates release of the SDCCH.

7.8.4
LCS Information Transfer between a BSS based SMLC and a Type A LMU
7.8.4.1
Information Transfer using an SDCCH

The following procedure supports information transfer between a BSS based SMLC and a type A LMU.
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Figure 42: Information Transfer between a BSS based SMLC and a Type A LMU

1. If there is no signaling link yet for an LMU between the SMLC and the BSC serving the LMU, the SMLC sends a BSSMAP Paging message to the serving BSC inside an SCCP Unitdata message.

2. The serving BSC broadcasts an RR Paging Request.

3. The LMU sends a Channel Request message containing an LMU establishment cause to request an SDCCH. After assignment of the SDCCH, the LMU returns an RR Paging Response.

4. Because the BSC serving the LMU is associated with a BSS based SMLC and the Channel Request message in step 3 contained an LMU establishment cause the BSC transfers the Paging Response to the SMLC, rather than MSC, in a BSSMAP Complete Layer 3 Information message contained in an SCCP Connection Request.

5. The SMLC performs normal GSM authentication and ciphering if this is needed for the LMU. The SMLC shall not assign a TMSI to the LMU to avoid duplicating a TMSI assigned to a normal MS by a VLR.
6. If the SMLC needs to send data to the LMU, it may send one or more DTAP-LE REGISTER, FACILITY or RELEASE COMPLETE messages to the BSC. Each DTAP-LE message contains an embedded LLP message and an indication of whether release of the SDCCH by the LMU is forbidden. Each DTAP-LE message is transferred by the BSC to the LMU.

7. The SMLC may initiate release of the SDCCH to the LMU by sending a BSSMAP Clear Command to the BSC.

8. The BSC returns a BSSMAP Clear Complete.

9. The BSC orders release of the SDCCH by sending an RR Channel Release to the LMU.

10. The SMLC releases the SCCP connection to the BSC by sending an SCCP Released message.

11. When the LMU has LCS data to send and does not currently have a signaling link, it sends an RR Channel Request to the serving BTS to request an SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After assignment of the SDCCH, the LMU sends a DTAP CM Service request to the serving BSC.

12. Because the BSC serving the LMU is associated with a BSS based SMLC and the Channel Request message contained an LMU establishment cause, the BSC forwards the CM Service Request with an indication that this came from an LMU to the SMLC, rather than MSC, inside a BSSMAP Complete Layer 3 Information message that is contained in an SCCP Connection Request.

13. The SMLC performs authentication and ciphering if needed for the LMU. Otherwise, a CM Service Accept is returned. The SMLC shall not assign a TMSI to the LMU to avoid duplicating a TMSI assigned to a normal MS by a VLR.
14. The LMU sends one or more DTAP-LE REGISTER, FACILITY or RELEASE COMPLETE messages to the serving BSC each containing an embedded LLP message. The BSC forwards each DTAP-LE message to the SMLC.

*** NEXT MODIFIED SECTION ***

7.10
Common Procedures supporting Interaction between Peer SMLCs

7.10.1 Information Transfer between Peer SMLCs

Figure 49 illustrates LCS information transfer between peer SMLCs where, in this scenario, one SMLC is NSS based and the other BSS based. It is assumed that while the NSS based SMLC has SS7 links to an STP, the BSS based SMLC does not.
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Figure 49: Information Transfer between an NSS based and a BSS based SMLC

1. When the NSS based SMLC has LCS information to send to another SMLC, it transmits a BSSMAP-LE Connectionless Information message containing an embedded SMLCPP message and the LAC/CI cell address identifying the other SMLC. If an SMLCPP message is too large to fit in a single BSSMAP-LE Connectionless Information message, it may be segmented and transferred inside a sequence of BSSMAP-LE messages.  The BSSMAP-LE message is transferred inside an SCCP Unitdata message. The message is routed to an SS7 signaling point code associated with the LAC/CI address. In this scenario, the signaling point code is that for the MSC connected to the BSC for the BSS based SMLC. 

2. The MSC forwards the BSSMAP message or a message segment to the BSC associated with the LAC/CI address received in step 1.

3. The BSC transfers the BSSMAP-LE message or a message segment to the SMLC. The BSC recognizes the SMLC as the final destination due to the presence of the embedded SMLCPP message.

4. When the BSS based SMLC has positioning information to return to the NSS based SMLC, it passes this to its associated BSC in a BSSMAP-LE Connectionless message contained in an SCCP Unitdata message. The BSSMAP-LE message contains an embedded SMLCPP message and the LAC/CI address identifying the other SMLC. If an SMLCPP message is too large to fit in a single BSSMAP-LE message, it may be segmented and transferred inside a sequence of BSSMAP-LE messages. 

5. The serving BSC forwards the BSSMAP message or a message segment to its MSC. 

6. The MSC forwards the BSSMAP-LE message or a message segment directly to the NSS based SMLC in an SCCP Unitdata message. The message is routed to an SS7 signaling point code associated with the LAC/CI address in the BSSMAP-LE message. In this scenario, the signaling point code is that for the NSS based SMLC.
7.11
Exception Procedures
The procedures in this section apply to all variants of an MT-LR, NI-LR and MO-LR where a BSSMAP-LE Perform Location Request has been sent to an SMLC by a BSC or MSC requesting some location service (e.g. provision of a location estimate for a target MS or transfer of assistance data to a target MS).
7.11.1
Procedures in the SMLC

When a request for a location estimate fails due to failure of a position method itself (e.g. due to inaccurate or insufficient position measurements and related data) and the SMLC is unable to instigate another positioning attempt (e.g. due to a requirement on response time), the SMLC may return a BSSMAP-LE Perform Location response containing a less accurate location estimate (e.g. based on serving cell and timing advance). If a less accurate estimate is not available or will not meet the accuracy requirement, the SMLC shall instead return a BSSMAP-LE Perform Location response message containing no location estimate and indicating the cause of failure. 

When a request for any other location service (e.g. transfer of assistance data to a target MS) fails for any reason and the SMLC is unable to reattempt the service, the SMLC shall return a BSSMAP-LE Perform Location response message indicating the cause of failure.
When a location service request is interrupted by some other unrecoverable error event inside the SMLC, the SMLC shall immediately terminate the location service attempt and return a BSSMAP Perform Location Response message containing the reason for the location service cancellation. In that case, any dialogue previously opened with an LMU or BSC for the purpose of instigating position measurements for any MS being located may also be aborted by the SMLC.

If the SMLC receives a BSSMAP-LE Perform Location Abort indication for a previous location service request from the VMSC (NSS based SMLC) or BSC (BSS based SMLC), it shall immediately terminate the location service attempt and may abort any dialogues used for the location service attempt that may still exist with any LMUs. Although the SMLC cannot abort any location procedure instigated in the serving BSC (e.g. for TOA), the circumstances of the abort may still ensure cancellation of any such procedure (see section on BSC).

If the SMLC has instigated any location related procedure in the Target MS or its serving BSC and receives a BSSLAP Reject, BSSLAP Abort or BSSLAP Reset indication from the BSC, it shall cancel the location service attempt and may abort any dialogues for this that currently exist with any LMUs. For a BSSLAP Abort, the SMLC shall then either return any location estimate already derived, if this was requested and is sufficient for the requested QoS, or return a BSSMAP-LE Perform Location response indicating failure of the location service and the cause of the failure in the BSSLAP Abort. For a BSSLAP Reject and BSSLAP Reset, the SMLC has the additional option of restarting the location service attempt and using the same or a different position method where a location estimate was requested. A decision to restart the location service shall take into account the cause of the location service failure as conveyed in the BSSLAP Reject or BSSLAP Reset and whether, in the case of successful intra-BSC handover, the new cell for the target MS is still associated with the SMLC. If the SMLC receives a BSSLAP Reject or BSSLAP Reset with a cause indicating intra-BSC handover and with a new cell identity for the target MS that is not associated with the SMLC, the SMLC shall return a BSSMAP-LE Perform Location response containing either a location estimate, if requested, available and sufficient for the requested QoS, or a failure cause indicating “intra-BSC” handover.  Note:  This procedure may only be needed for an NSS-based SMLC.
The SMLC may indicate an inability to support location due to overload by rejecting with a cause indicating congestion a BSSMAP-LE Perform Location request received from either an MSC or BSC. 
7.11.2

Procedures in the VMSC

After the VMSC has requested a location service for a particular MS from the SMLC or BSC, certain events may occur that may temporarily or permanently interfere with the location service attempt. For each such event notified to the VMSC, the VMSC shall employ one of the following error recovery actions.

Restart the Location Service
This action shall be employed for any event that temporarily impedes a location service attempt and cannot be delayed until the location service attempt is complete. When such an event is notified to the VMSC, it shall immediately cancel the location service attempt and the associated BSSMAP-LE or BSSMAP dialogue with the SMLC (NSS based SMLC) or BSC (BSS based SMLC), respectively, if this still exists by sending a BSSMAP-LE or BSSMAP Perform Location Abort message to the SMLC or BSC, respectively. The Abort message shall  contain the reason for the location procedure cancellation. 

After aborting the location request dialogue with the SMLC or BSC, the VMSC may queue the location service request until the event causing the restart has terminated (if not already terminated). The VMSC may optionally wait for an additional time period (e.g. if the queuing delay is minimal) to ensure that any resources allocated in and by the SMLC have time to be released. The VMSC may then send another location service request to the SMLC or BSC associated with the current serving cell of the target MS.  

Abort the Location Service

This action shall be employed for any event that permanently impedes a location service attempt, such as loss of the DCCH to the target MS. When such an event is notified to the VMSC, it shall cancel the current location service attempt and the associated BSSMAP-LE or BSSMAP dialogue with the SMLC (NSS based SMLC) or BSC (BSS based SMLC), respectively, if still existing, by sending a BSSMAP-LE or BSSMAP Perform Location Abort message to the SMLC or BSC, respectively. The Abort message shall contain the reason for the location procedure cancellation. The VMSC shall then return an error response to the client or network entity from which the location request was originally received. The VMSC shall also release all resources (e.g. DCCH) specifically allocated for the location attempt.

The following table indicates the appropriate error recovery procedure for certain events. For events not listed in the table, the VMSC need take no action.

Table 2: LCS Error Recovery Procedures in the VMSC for certain Events

Event
VMSC Error Recovery

Release of radio channel to the MS 
Abort

Any error response from the SMLC or BSC except for intra-BSC, inter-BSC or inter-MSC handover
Abort

An error response from the SMLC indicating intra-BSC handover
Restart with no additional delay required

Inter-BSC Handover
Restart after handover completed

Inter-MSC Handover
Restart after handover completed

If a location service request is aborted due to an error response from the SMLC or BSC indicating congestion, the MSC may reduce the frequency of location service requests to this SMLC or BSC according to the rules in GSM 09.31, which give precedence to location service requests with a higher priority  
7.11.3
 Procedures in an LMU

An LMU shall return an error indication to its controlling SMLC when location measurements previously ordered by the SMLC cannot be provided due to any error condition.

7.11.4 Procedures in the BSC

7.11.4.1
General Procedures

The BSC serving a target MS shall supervise any network or MS location service procedure, including transfer of positioning assistance data to an MS, and shall only allow one such procedure to be active at any time. If a new procedure is instigated by the SMLC for any target MS, the BSC shall cancel any previous procedure without notifying the SMLC or target MS. The new procedure shall then be treated according to the prevailing conditions – e.g. may be rejected if a previous TOA handover attempt was not yet completed.  If a location information transfer to an MS initiated by an SMLC is not active, the BSC shall discard any RRLP message or message segment received from the MS.  This precludes the initiation of any location service procedure from an MS.
Depending on the location procedure and its current state of execution, a serving BSC may chose to defer certain radio related events (e.g. handover) to avoid interference with location – refer to the later sections for each position method. A serving BSC shall abort all existing location related procedures for a particular target MS without notifying an NSS based SMLC or target MS if the DCCH to the target MS or the SCCP connection to the VMSC or a BSS based SMLC is released. In the event of an abort with a BSS based SMLC, the BSC shall attempt to notify the SMLC using a BSSMAP-LE Perform Location Abort.
7.11.4.2
Rejection of an SMLC Positioning Request

The BSC may reject any request from an SMLC for positioning or transfer of assistance data for a target MS if the request cannot be performed for reasons other than interaction with handover or other RR management. If the request is rejected, the BSC shall return a BSSLAP Reject to the SMLC containing the cause of rejection.

7.11.4.3
Interaction with Inter-BSC or Inter-MSC Handover

The BSC shall reject any request from an SMLC for positioning or transfer of assistance data while an inter-BSC or inter-MSC handover procedure is ongoing and shall return a BSSLAP Abort to the SMLC.

The BSC shall terminate any network or MS positioning procedure or any transfer of RRLP assistance data already in progress if inter-BSC or inter-MSC handover is needed and is not precluded by the particular location procedure and its current state. When a location procedure is terminated, the BSC shall return a BSSLAP Abort message to the SMLC after the BSSMAP Handover Required has been sent to the serving MSC. The BSSLAP Abort shall contain the cause of the location procedure failure.

7.11.4.4
Interaction with Intra-BSC Handover and other RR Management Procedures

The BSC shall reject any request from an SMLC for positioning or transfer of assistance data while an intra-BSC handover or other intra-BSC RR management procedure involving the target MS is ongoing and shall return a BSSLAP Reset to the SMLC when the handover or other RR management procedure is complete or has timed out in the BSC.

The BSC shall terminate any network or MS positioning procedure or any transfer of RRLP assistance data already in progress if an intra-BSC handover or other intra-BSC RR management procedure is needed and is not precluded by the particular location procedure and its current state. When a location procedure is terminated, the BSC shall return a BSSLAP Reset message to the SMLC after the intra-BSC handover or other RR management procedure is complete or has timed out in the BSC. The BSSLAP Reset shall contain a cause indication, the current serving cell identity and may contain measurement information for the target MS (e.g. TA value).

7.11.4.5 Priority of Handover and Other RR Management Procedures
If the transfer of RRLP messages between an SMLC and target MS is interrupted by intra-BSC handover, inter-BSC handover or any other intra-BSC RR management procedure, the BSC shall avoid delay to the handover or RR management procedure by employing the preemption capability defined in GSM 04.06 and 04.08. This allows an RR Handover Command or other RR management command sent to the target MS to be assigned a “high” priority at the data link level enabling preemption of “low” priority RR Application Information messages (carrying RRLP messages) which may have been sent earlier. This procedure ensures that any RRLP data still untransmitted to the MS will be preempted (and discarded) by the data link layer in the BTS prior to transmission of the Handover Command or other RR Management command.
7.11.4.6
Interaction with Segmentation
When requested to transfer a segmented RRLP message between an SMLC and target MS, the BSC shall discard all received RRLP segments if the transfer procedure in the BSC cannot be supported or is aborted. The BSC need not wait until all RRLP segments are received before notifying the SMLC of the failure of the RRLP procedure with a BSSLAP Abort, Reject or Reset message. 
If a location service procedure for a target MS is not currently underway or previously failed, the BSC shall discard all BSSLAP segments received from an SMLC for this MS until it receives the first or only segment of a new BSSLAP message.  Once a location service procedure has been started involving RRLP message transfer to a target MS, the BSC shall discard all RRLP segments received from the MS until it receives the first or only segment of a new RRLP message. The new RRLP message shall then be treated according to the state of the RRLP message transfer as described in section 7.7.
Further details regarding transfer and segmentation of RRLP messages between a BSC and MS can be found in GSM 04.08.
7.11.4.7
Overload

The BSC may indicate an inability to support location due to overload by rejecting with a cause indicating congestion a BSSMAP Perform Location request received from the MSC. If a BSS based SMLC has rejected a request from the BSC to perform location with a cause indicating congestion, the BSC shall convey the rejection and cause to the MSC if the request was MSC initiated. If the request was initiated by the BSC, the BSC may reduce the frequency of its location requests to the SMLC according to the rules in GSM 09.31, which give precedence to location service requests with a higher priority.
*** NEXT MODIFIED SECTION ***

7.12.3

MS Privacy Options

The MS privacy options in the SLPP apply to an MT-LR or NI-LR and either indicate that no MT-LR or NI-LR is allowed for the MS (except as may be overridden by the POI or local regulatory requirements) or define the particular classes of LCS client for which an MT-LR or NI-LR for location are allowed, with the following classes being possible:

(a) Universal Class – allow positioning by all LCS clients

(b) Call related Class – comprises any LCS client to which the MS originated a call that is currently established. For all clients in the call related class, one of the following subscription options shall apply:
· positioning allowed without notifying the MS user (default case)
· positioning allowed with notification to the MS user

· positioning requires notification and verification by the MS user; positioning is allowed only if granted by the MS user or if there is no response to the notification

· positioning requires notification and verification by the MS user; positioning is allowed only if granted by the MS user
(c) Non-Call related Class – allow positioning by specific identified LCS Clients or groups of LCS Client with the following restrictions allowed for each identified LCS Client or group of LCS Clients

· Location request allowed only from GMLCs identified in the SLPP

· Location request allowed only from a GMLC in the home country

· Location request allowed from any GMLC (default case)
For each identified value added LCS client in the privacy exception list, one of the following subscription options shall apply:

· 
· 
· positioning allowed without notifying the MS user (default case)
· positioning allowed with notification to the MS user

· positioning requires notification and verification by the MS user; positioning is allowed only if granted by the MS user or if there is no response to the notification

· positioning requires notification and verification by the MS user; positioning is allowed only if granted by the MS user

For all value added LCS clients sending a non-call related MT-LR that are not identified in the privacy exception list, one of the following subscription option shall apply:

· 
· positioning not allowed (default case)
· positioning allowed with notification to the MS user

· positioning requires notification and verification by the MS user; positioning is allowed only if granted by the MS user or if there is no response to the notification

· positioning requires notification and verification by the MS user; positioning is allowed only if granted by the MS user

(d) PLMN operator Class – allow positioning by specific types of client within or associated with the VPLMN, with the following types of client identified:

· clients providing a location related broadcast service

· O&M client in the HPLMN (when the MS is currently being served by the HPLMN)

· O&M client in the VPLMN

· Clients recording anonymous location information without any MS identifier

· Clients enhancing or supporting any supplementary service, IN service, bearer service or teleservice subscribed to by the target MS subscriber

If the MS subscribes to the universal class, any MT-LR or NI-LR shall be allowed by the VMSC. If local regulatory requirements mandate it, any MT-LR for an emergency services LCS client and any NI-LR for an emergency services call origination shall be allowed by the VMSC. 
If the MS subscribes to the call-related class, an MT-LR may be allowed if the MS previously originated a call that is still established and the called party number either dialed by the MS or used by the VMSC for routing matches the called party number received from the GMLC. If the called party number conditions are satisfied, the MT-LR shall be allowed if the MS user subscribes to either location without notification or location with notification. If the MS user subscribes to location with notification and privacy verification, the MT-LR shall be allowed following notification to the MS if the MS user either returns a response indicating that location is allowed or returns no response but subscribes to allowing location in the absence of a response. In all other cases, the MT-LR shall be restricted.
If the MS subscribes to the non-call related class, an MT-LR may be allowed by the network if the identity of the LCS client or LCS client group supplied by the GMLC matches the identity of any LCS Client or LCS Client group contained in the MS’s SLPP and any other GMLC restrictions associated with this LCS Client identity in the SLPP are also met. If the LCS client is correctly matched in this way and any GMLC restrictions are satisfied,  the MT-LR shall be allowed if the MS user subscribes to either location without notification or location with notification. If the MS user subscribes to location with notification and privacy verification, the MT-LR shall be allowed following notification to the MS if the MS user either returns a response indicating that location is allowed or returns no response but subscribes to location in the absence of a response. In all other cases, the MT-LR shall be restricted.
If the MS subscribes to the non-call related class, an MT-LR from an LCS client that is not contained in the MS’s SLPP shall allowed or restricted according to the following conditions. For any non-matched LCS client, the MT-LR shall be allowed if the MS user subscribes to location with notification. If the MS user subscribes to location with notification and privacy verification, the MT-LR shall be allowed following notification to the MS if the MS user either returns a response indicating that location is allowed or returns no response but subscribes to location in the absence of a response. In all other cases, the MT-LR shall be restricted.

If the MS subscribes to the PLMN class, an NI-LR or MT-LR shall be allowed if the client within the VPLMN, for an NI-LR, or the client identified by the GMLC,  for an MT-LR, either matches a generic type of client contained in the MS’s SLPP or is otherwise authorized by local regulatory requirements  to locate the MS.

In evaluating privacy where any address “A” associated with the LCS client (e.g. LCS client ID or GMLC address) needs to be compared with a corresponding address “B” in the target MS’s SLPP, a match shall be determined if a match is found for each of the following components of each address:

(a) Numbering Plan

(b) Nature of Address Indicator

(c) Corresponding address digits for all digits in “B” (the digits or initial digits in “A” must match all the digits in “B”, but “A” may contain additional digits beyond those in “B)

All addresses shall be transferred to the MSC/VLR in international format, 
*** NEXT MODIFIED SECTION ***
10.
E-OTD and GPS Positioning Procedures

10.1
Positioning for BSS based SMLC

This signaling flow is generic for all MS based or assisted location methods (MS Based E-OTD, MS Assisted E-OTD, GPS and Assisted GPS).
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Figure 54: E-OTD /GPS Positioning Flow

1. The SMLC determines possible assistance data and sends RRLP MEASURE POSITION REQUEST to the BSC. 
2. The BSC forwards the positioning request including the QoS and any assistance data to the MS in a RRLP MEASURE POSITION REQUEST.
3. The MS performs the requested E-OTD or GPS measurements, if needed assistance data is available in MS. If the MS is able to calculate its own location and this is required and needed assistance data is available in MS, the MS computes a location estimate based on E-OTD or GPS measurements. In case of E-OTD, any data necessary to perform these operations will either be provided in the RRLP MEASURE POSITION request or available from broadcast sources. In case of Assisted GPS and first positioning attempt, Acquisition Assistance data and optionally Differential GPS data will be provided in the RRLP MEASURE POSITION REQUEST. In case of MS based GPS and further positioning attempt (failure in first attempt due to missing assistance data), complete GPS assistance data excluding Acquisition Assistance data will be provided in the RRLP MEASURE POSITION REQUEST. The resulting E-OTD or GPS measurements or E-OTD or GPS location estimate are returned to the BSC in a RRLP MEASURE POSITION RESPONSE. If the MS was unable to perform the necessary measurements, or compute a location, a failure indication identifying the reason for failure (e.g. missing assistance data) is returned instead.

4. BSC forwards the RRLP MEASURE POSITION response to SMLC.

10.2
Positioning for NSS based SMLC 

This signaling flow is generic for all MS based or assisted location methods (MS Based E-OTD, MS Assisted E-OTD, GPS and Assisted GPS).
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Figure 55: E-OTD /GPS Positioning Flow

1. The SMLC determines possible assistance data and sends RRLP MEASURE POSITION REQUEST to MSC. 
2. The MSC forwards the RRLP MEASURE POSITION REQUEST to the BSC. 

3. The BSC sends the positioning request including the QoS and any assistance data to the MS in a RRLP MEASURE POSITION REQUEST.
4. The MS performs the requested E-OTD or GPS measurements, if needed assistance data is available in MS. If the MS is able to calculate its own location and this is required and needed assistance data is available in MS, the MS computes an E-OTD or GPS location estimate. In case of E-OTD, any data necessary to perform these operations will be either provided in the RRLP MEASURE POSITOIN request or available from broadcast sources. In case of Assisted GPS and first positioning attempt, Acquisition Assistance data and optionally Differential GPS data will be provided in the RRLP MEASURE POSITION REQUEST. In case of MS based GPS and further positioning attempt (failure in first attempt due to missing assistance data), complete GPS assistance data excluding Acquisition Assistance data will be provided in the RRLP MEASURE POSITION REQUEST. The resulting E-OTD or GPS measurements or E-OTD or GPS location estimate are returned to the BSC in a RRLP MEASURE POSITION RESPONSE. If the MS was unable to perform the necessary measurements, or compute a location, a failure indication identifying the reason for failure (e.g. missing assistance data) is returned instead.

5. BSC sends measurement results in the MEASURE POSITION RESPONSE within BSSMAP Location Information Report message to MSC.

6. MSC forwards the measurement results in the MEASURE POSITION RESPONSE within LCS Information Report message to SMLC.

10.3
Assistance Data Delivery from BSS based SMLC

This signaling flow is generic for all MS based location methods (MS Based and Assisted E-OTD and Network Based and Assisted GPS).
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Figure 56: E-OTD or GPS Assistance Data Delivery Flow with BSS based SMLC

(1) The SMLC determines assistance data and sends it in the RRLP ASSISTANCE DATA message to the BSC. 
(2) The BSC forwards the assistance data to the MS in a RRLP ASSISTANCE DATA message. 
(3) The MS acknowledges the reception of complete assistance data to the BSC with a RRLP ASSISTANCE DATA Ack. 

(4) The BSC forwards the RRLP ASSISTANCE DATA Ack message to the SMLC.

10.4
Assistance Data Delivery from NSS based SMLC

This signaling flow is generic for all MS based location methods (MS Based and Assisted E-OTD and Network Based and Assisted GPS).
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Figure 57: E-OTD or GPS Assistance Data Delivery Flow with NSS based SMLC

(1) The SMLC determines assistance data and sends the RRLP ASSISTANCE DATA message to the MSC. 

(2) The MSC forwards the RRLP ASSISTANCE DATA message to the BSC. 
(3) The BSC sends the assistance data to the MS in a RRLP ASSISTANCE DATA message. 
(4) The MS acknowledges the reception of complete assistance data to the BSC in a RRLP ASSISTANCE DATA Ack. 

(5) The BSC sends the RRLP ASSISTANCE DATA Ack to the MSC.

(6) The MSC forwards the RRLP ASSISTANCE DATA Ack to the SMLC.

10.5
Error Handling for E-OTD and GPS

This section describes error handling for positioning and transfer of assistance data for E-OTD and GPS. For a description of error handling involving segmentation, refer to section 7.11.4.
Case 1: 
When the RRLP request comes to BSC for E-OTD and GPS, The BSC will send a BSSLAP reject message to SMLC if the request cannot be supported in the BSC for reasons other than an ongoing intra BSC or inter BSC handover or other ongoing RR management procedure. For an ongoing intra BSC HO or other RR management procedure, the BSC shall return a BSSLAP Reset when the handover or RR management procedure is complete. The SMLC may then start the RRLP request (if there is time) again. For ongoing inter-BSC HO, the SMLC shall return a BSSLAP Abort. The location service request may then restart from either the LCS Client or VMSC).

Case 2: 
When the RRLP request comes to BSC from SMLC, BSC sends the RRLP request to  the MS   if there is no ongoing HO or other RR management procedure at that point. If an intra-BSC HO or other RR management procedure is initiated in BSC, the BSC sends the HO or other RR management command to MS. A timer will then be started in BSC, the duration of which is network dependent, but typically 6 (six) seconds. Upon receiving the HO of other RR management command, the MS will stop the location procedure and start on handover or other RR management procedure, since this has higher priority than location. The MS will then send the HO complete or other RR management response message to BSC. When this message is received before the expiration of BSC timer, a BSSLAP Reset message will be sent to SMLC from BSC. The Reset will tell SMLC to start another location service request if there is enough time.

Case 3: 
During intra-BSC HO or other intra-BSC RR management procedure, if a HO complete or RR management procedure completion was not received in BSC and the corresponding timer expired. In this case a reset or abort message will be sent to SMLC indicating MS timeout. The location service may then restart from either the SMLC if a reset was sent or from the LCS Client or VMSC if an abort was sent.

Case  4: 
If an inter-BSC (or inter-MSC) handover is needed during a location procedure or if the BSC times out on an RRLP response from the target MS, the BSC shall send a BSSLAP Abort to the SMLC. The location service attempt may then be restarted  from either the LCS Client or VMSC.

10.5.1
NSS based SMLC
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10.5.2
BSS based SMLC
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*** NEXT MODIFIED SECTION ***

12.
Information storage

This section describes information storage structures that are mandatory (M), conditional (C) or optional (O) for LCS, and the recovery and restoration procedures needed to maintain service if inconsistencies in databases occur and for lost or invalid database information.

12.1
HLR

The HLR holds LCS data for both MS subscribers and LMUs.

LCS Data in the HLR for an MS Subscriber

The IMSI is the primary key for LCS MS subscription data in the HLR. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR able to hold a number of MSPs per IMSI.

LCS MS subscription data includes a privacy exception list containing the privacy classes for which location of the target MS is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to GSM 03.11 for an explanation of the notation):

Table 4: Logical States for each LCS Privacy Class

Provisioning State
Registration State
Activation State
HLR Induction State

(Not Provisioned,
Not Applicable,
Not Active,
Not Induced)

(Provisioned,
Not Applicable,
Active and Operative,
Not Induced)

For each LCS privacy class, the HLR shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated below shall be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is “provisioned”. For the meaning of each LCS privacy class, refer to section 7 and to GSM 02.71.

Table 5: LCS data stored in the HLR privacy exception list for an MS Subscriber (or MS Subscriber MSP)

LCS Privacy Class
Status
Additional HLR Data when Class is provisioned

Universal Class
-
No additional data

Call Related Class
M
Indication of one of the following mutually exclusive options: 
· Location allowed without notification (default case)

· Location allowed with notification
· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response

Call Unrelated Class
M

O

C

O

C
Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:
· Location not allowed (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response
· Location with notification and privacy verification; location restricted if no response
External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target MS

· 
· 
· 
· Restriction on the GMLC. Possible values are:

· identified GMLCs only

· Any GMLC in the home country


· Indication of one of the following mutually exclusive options:
· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response

PLMN Operator Class
O
LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular MS. The following classes are distinguished:

· LCS client broadcasting location related information

· O&M LCS client in the HPLMN

· O&M LCS client in the VPLMN

· LCS client recording anonymous location information

· LCS Client supporting a bearer service, teleservice or supplementary service to the target MS

LCS MS subscription data may include a mobile originating list containing the LCS mobile originating classes that an MS is permitted to request. Each LCS mobile originating class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each mobile originating class (refer to GSM 03.11 for an explanation of the notation):

Table 6: Logical States for each Mobile Originating LCS Class

Provisioning State
Registration State
Activation State
HLR Induction State

(Not Provisioned,
Not Applicable,
Not Active,
Not Induced)

(Provisioned,
Not Applicable,
Active and Operative,
Not Induced)

For each LCS Mobile Originating class, the HLR shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In this version of LCS, there is no additional permanent data in the HLR. The table below shows the defined mobile originating classes. For the meaning of each LCS mobile originating class, refer to section 7 and to GSM 02.71.

Table 7: Data stored in the HLR for the LCS Mobile Originating List for an MS (or MS Subscriber MSP)

LCS Mobile Originating Class
Status
Additional HLR Data when Class is provisioned

Basic Self Location
-
No additional data

Autonomous Self Location
-
No additional data

Transfer to Third Party
-
No additional data

In addition to the privacy exception list, the following other data items may be stored in the MS subscription profile in the HLR to support LCS:

Table 8: Temporary LCS data in the HLR

Other Data in the HLR
Status
Description

GMLC List
O
List of one or more E.164 addresses of the GMLCs from which a location request for an MT-LR is allowed, The addresses are only relevant to an LCS client that is restricted (in the MS privacy exception list) to making call unrelated location requests.

LCS data in the HLR for a Type A LMU with an NSS based SMLC

The IMSI is the primary key to data for a Type A LMU stored in the HLR when the SMLC associated with the LMU is NSS based. Any subscription data that is applicable to an MS subscriber may be held by the HLR for a Type A LMU, since the LMU is treated by the HLR similarly to an MS subscriber. However, a HLR will normally restrict LMU subscription data to just the IMSI, MSISDN, SMS-PP MT (if assigned) and barring of all incoming and possibly outgoing calls. Use of MSPs is also unnecessary for an LMU.  A Type A LMU has no HLR subscription when the SMLC associated with the LMU is BSS-based.

An HLR also needs to hold the following additional permanent data for a Type A LMU.

Table 9: Additional permanent data in the HLR for a Type A LMU

Additional LMU Data in HLR
Status
Description

LMU Indicator
M
Distinguishes a Type A LMU from a normal MS Subscriber

12.2
VLR

The VLR contains the same LCS permanent data for each registered MS subscriber and each Type A LMU when the SMLC associated with the LMU is NSS-based, as does the HLR. This data is downloaded to the VLR as part of the location update procedure between the VLR and HLR for either an MS subscriber or LMU.  The VLR has no data for Type A LMUs when the SMLC associated with the LMU is BSS-based.

12.3
GMLC

The GMLC holds data for a set of external LCS clients that may make call related or non-call related MT-LR requests to this GMLC. The permanent data administered for each LCS client is as follows.

Table10: GMLC Permanent Data for a LCS Client

LCS Client data in GMLC
Status
Description

LCS Client Type
M
Identifies the type LCS client from among the following:

· Emergency Services

· Value Added Services

· PLMN Operator Services

· Lawful Intercept Services

External identity
M
A list of one or more identifiers used to identify an external LCS client when making an MT-LR – the nature and content of the identifier(s) is outside the scope of this specification

Authentication data
M
Data employed to authenticate the identity of an LCS client – details are outside the scope of this specification

Call related identity
O
A list of one or more international E.164 addresses to identify the client for a call related MT-LR

Each call related identity may be associated with a specific external identity

Non-call related identity
O
A list of one or more international E.164 addresses to identify the client for a non-call related MT-LR.

Each non-call related identity may be associated with a specific external identity

Override capability
O
Indication of whether the LCS client possesses the override capability (not applicable to a value added client)

Authorized MS List
O
A list of MSISDNs or groups of MSISDN for which the LCS client may issue a non-call related MT-LR. Separate lists of MSISDNs and groups of MSISDN may be associated with each distinct external or non-call related client identity.

Priority
M
The priority of the LCS client – to be treated as either the default priority when priority is not negotiated between the LCS server and client or the highest allowed priority when priority is negotiated

QoS parameters
M
The default QoS requirements for the LCS client, comprising: 

· Accuracy

· Response time

Separate default QoS parameters may be maintained for each distinct LCS client identity (external, non-call related, call related) 

Allowed LCS Request Types
M
Indicates which of the following are allowed:

· Non-call related MT-LR

· Call related MT-LR

· Specification or negotiation of priority

· Specification or negotiation of QoS parameters

· Request of current location


· Request of current or last known location

Local Coordinate System
O
Definition of the coordinate system(s) in which a location estimate shall be provided – details are outside the scope of this specification

Access Barring List(s)
O
List(s) of MSISDNs or groups of MSISDN for which a location request is barred
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