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Abstract of the contribution: the contribution discusses the issue related to whether a UE that has a regular PDN connection over WLAN and an IMS registration can re-use the existing connectivity for IMS emergency over WLAN.
1
Introduction

A basic question regarding the establishment of emergency calls over WLAN is whether a UE that already has connectivity via S2a or S2b and is regularly IMS registered, would have to establish a dedicated PDN connection for emergency services (and consequenty re-register with IMS) or whether it can re-use the existing registration.

2
Discussion
2.1 Current Status on 3GPP Access

Looking at current specifications, we have guidance for procedures over 3GPP access, but no support for scenarios considering WLAN. 
When considering VoIMS emergency calls over 3GPP LTE, the UE must always create a new/dedicated PDN connection for IMS emergency. This is necessary because a set of functions in both the IMS infrastructure and in the packet core need to be aware of the call being an emergency calls, in order to provide connectivity towards the required entities. 

As an example, the MME applies the MME Emergency Configuration Data only when the MME is aware that the required connectivity is for emergency services. Among the functionality that needs to be activated is the selection of appropriate PDN GWs that enable interconnection to the appropriate PSAP. 
2.2 How does this apply to WLAN?

We can expect the same to be true for e.g. the ePDG and the TWAG.

In addition, there are some scenarios specific to WLAN that need to be considered. Specifically referring to S2b, can we safely assume that if the UE is safely registered over Wi-Fi with S2b with a PDN for VoIMS services, the UE will be able to issue an emergency call with the current IMS registration and the current PDN? 

One could argue that the answer could be yes if key issue 5 were solved in such a way that the UE successfully registers for VoIMS over a PDN with S2b over Wi-Fi only when the UE is in a location that supports emergency services.
However, one aspect that is unclear is whether the PGW that was selected when performing the regular PDN establishment on which the IMS registrations is performed can for sure enable connectivity with the correct PSAP. Let’s analyze why.
In several countries, carriers provide emergency services in the area of coverage where they provide LTE/3G/2G. For the LTE case, when the device establishes an IMS PDN connection, the network can select the PGW in such a way that a potential emergency calls can be routed to the appropriate PSAP given the UE location, since the UE is located in an area where the operator has LTE coverage.

Now, let’s consider Wi-Fi. In phase 1 at least, we are catering for Wi-Fi as the last resort (i.e. everything else failed, including trying on LTE, or LTE not available, or CS not available). This includes the case where the UE is in an area that has no cellular coverage. Also, for both phase 1 and phase 2, we need to consider a scenario where the UE is in a location where there is a WLAN AP available but no cellular coverage by the carrier (think remote rural, mountain, etc. locations). This applies similarly to Wi-Fi hotspots, e.g. on a boat/ship. 
In these scenarios, the UE may have an IMS PDN connection established over S2b, and a PGW was selected. Regular VoIMS may work, since the PGW location is not that important in this scenario for the ability to provide a regular VoIMS call. The user is happy because even without cellular coverage, she is still able to talk to her grandkids.
Now the user needs to make an emergency call. Can we ensure that the PGW that was selected for the regular voice calls will enable connectivity to the (probably) rural PSAP serving the user location? We argue this is not true in most cases. This is due to the fact that with S2b the UE may be connecting from a location where the operator does not provide any cellular coverage and therefore does not regularly provide emergency calls, and therefore never setup interconnectivity agreements with the local PSAPs.
3
Proposal

We propose to add a general assumption to address this.

FIRST CHANGE

4
Architectural assumptions

4.1
General architectural assumptions

General assumptions:

1
SEW solutions do not support pre Rel. 13 devices and networks.

2
no new requirements are defined for the UE for undetected emergency calls  

3
In the case of S2b connectivity, the authentication mechanisms used by the UE to authenticate with WLAN for local IP access are out of scope of the SEW work. The SEW work does not consider the development of new authentication mechanisms for this case

4
During the establishment of connectivity for emergency services over WLAN, the UE provides an indication that the connectivity request is for emergency services. The mechanisms defined for LTE (i.e. specific request type and mechanisms in the MME) are adopted, with an indication in the connectivity request being added by the UE to the TWAG and the ePDG,  

Editor’s note: how the UE provides such indication is FFS and depends on the connectivity mechanism (e.g. S2b vs. S2a)

5
A UE establishing connectivity for emergency services over WLAN does not provide an emergency APN.

6
It is assumed that the same mechanisms adopted in the MME for PDN GW selection for emergency services can be extended to connectivity establishment for IMS emergency services over WLAN.

7
In SEW work no new mechanisms are defined for P-CSCF Selection for IMS emergency services over WLAN.

8
In S2a case, mechanisms have been defined (as part Netloc_TWAN) to provide location information from TWAG to IMS nodes upon bearer creation / deletion / modification. No more work is assumed for the S2a procedures and flows in order to support providing network asserted location information from TWAG to IMS nodes. This does not preclude addition of relevant new information in TWAN ID
9
An UE shall select an ePDG of the local country when connecting to an ePDG in order to issue an emergency session. 

10
A UE already registered to IMS for regular IMS services (i.e. not emergency services) over WLAN shall
10a. In case of S2b connectivity, establish a new PDN connection for emergency services according the procedures defined for IMS emergency services over S2b, and (re)register to IMS.
10b. In case of S2a SCM connectivity, disconnect and reconnect to establish a PDN connection for emergency services according the procedures defined for IMS emergency services over S2a SCM, and (re)register to IMS.

10c. In case of S2a MCM connectivity, establish a new PDN connection for emergency services according the procedures defined for IMS emergency services over S2a, and (re)register to IMS.
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