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Abstract of the contribution: This paper analyzes the solutions on how to avoid the SRVCC and proposes the suggestion.
1. Discussion
To avoid the SRVCC for the WebRTC is an important feature.

There are 5 options in the TR as following:

Option 1: If voice session is initiated by WIC, UE ensures its SRVCC network capability is set to “not support” in the MME. This can be done by UE initiating TAU with an indication that SRVCC is not supported. However, this will not take effect until the next IDLE to ACTIVE state because “SRVCC operation possible” indication is only given in S1 AP Initial Context Setup Request. Another issue is that this means the lower layers of the UE are able to know / detect that a QCI= 1 bearer has been initiated due to a WebRTC call

Option 2: When QCI-1 is established for a session handled by eP-CSCF, PCRF includes an explicit indication in addition to QCI-1 (similar to video SRVCC) to indicate to eNB that this QCI-1 is not eligible for SRVCC.

Option 3: define new QCI-x with same characteristic as QCI-1. This is not recommended to avoid the proliferation of new QCI values that intermediate nodes (PGW, SGW need to know to map to proper QoS at transport level)

Option 4: When MME receives the SRVCC handover required message from source eNB, MME determines that this QCI-1 is not established for the PDN connection that is established for well-known IMS APN and rejects the SRVCC handover request or perform the PS handover including the QCI-1. 

Option 5: During dedicated bearer setup with QCI-1, MME aware that this is not related to the well-know IMS APN and gives an explicit indication to eNB that this bearer is not eligible for SRVCC.

Note: The above option-4 and option-5 assume IMS APN is not used.
Option 1 and Option 3 make quite significant change on the existing mechanism. 

Option 2 is similar what has been done for vSRVCC. But this impacts too much.

Option 4 and 5 are so-called APN based solution. It is simple than Option 1/2/3. The MME/eNB is still required to be enhanced or configured to do so.
An additional option is: While the WIC is establishing the session, the eP-CSCF (AF) treats this session as internet traffic rather than voice. The voice packet will run on the default bearer rather than dedicate bearer with QCI=1. The voice packet also can run on the dedicate bearer which QCI is not equal to 1. Because there is no QCI=1 bearer, so SRVCC will not be triggered.

The advantage of this option is just eP-CSCF is impacted and there is no APN limitation. 
The disadvantage is there is QoS. The WebRTC voice is similar OTT voice which is also without QoS. In general, the WebRTC voice is free or very low rate, so without QoS may be reasonable.
For option 4/5, eNB only triggers SRVCC when it receives the “SRVCC operation possible" indication in the S1 AP Initial Context Setup Request in Attach procedure from MME. So when MME does not send this indication in Attach procedure, the eNB will not trigger SRVCC.  
So the simple option is to do not send “SRVCC operation possible”
2. Proposal
It is proposed to update 23.706 accordingly.

***********************************************Start of 1st Change******************************************************

7.2.2
Solution 2: Avoiding SRVCC false trigger
7.2.2.1
Solution Principles

A SRVCC procedure applying to a bearer with QCI=1 is likely to fail if this bearer is related to a WebRTC call initiated by a script running above a browser.  This is an issue when the script runs in a device that also supports an IMS client capable of SRVCC as the device has indicated it is supporting in its capabilities sent to the network
eNB will not trigger the SRVCC handover if certain pre-condition(s) are not met and/or an explicit indication is given to eNB that SRVCC is not allowed. 
Option 1: If voice session is initiated by WIC, UE ensures its SRVCC network capability is set to “not support” in the MME. This can be done by UE initiating TAU with an indication that SRVCC is not supported. However, this will not take effect until the next IDLE to ACTIVE state because “SRVCC operation possible” indication is only given in S1 AP Initial Context Setup Request. Another issue is that this means the lower layers of the UE are able to know / detect that a QCI= 1 bearer has been initiated due to a WebRTC call

Option 2: When QCI-1 is established for a session handled by eP-CSCF, PCRF includes an explicit indication in addition to QCI-1 (similar to video SRVCC) to indicate to eNB that this QCI-1 is not eligible for SRVCC.

Option 3: define new QCI-x with same characteristic as QCI-1. This is not recommended to avoid the proliferation of new QCI values that intermediate nodes (PGW, SGW need to know to map to proper QoS at transport level)

Option 4: When MME receives the SRVCC handover required message from source eNB, MME determines that this QCI-1 is not established for the PDN connection that is established for well-known IMS APN and rejects the SRVCC handover request or perform the PS handover including the QCI-1. 

Option 5: During dedicated bearer setup with QCI-1, MME aware that this is not related to the well-know IMS APN and gives an explicit indication to eNB that this bearer is not eligible for SRVCC.
Option 6: During WebRTC session setup, no QCI=1 bearer is setup to avoid SRVCC.
Note: The above option-4 and option-5 assume IMS APN is not used.
**********************************************End of 1st Change******************************************************

**********************************************Start of 2nd Change*****************************************************

7.4
Conclusion
7.2.1
Avoid SRVCC
Option 6 is selected to avoid SRVCC.
To avoid SRVCC false trigger, QCI 1 is not used for WebRTC traffic.
An APN based solution is not further considered as it is not possible to avoid the WIC using the IMS-APN.
**********************************************End of 2nd Change******************************************************
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