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Abstract of the contribution: describes the scalability and how in case of failure of a S-CSCF or of an eP-CSCF, the IMS service is still supported for all users / IMPU(s)
1. Discussion 

Void.
2. Proposal

To modify the TR as follows (revision marks)

5.2.1 
Solution 1: Single HSS subscription for an unbounded number of users

NOTE: In this section, the words IMPU and Public User Id are synonyms.

5.2.1.1
Principles

The solution is based on following principles

1
The operator and a 3rd party can agree on a subscription where the 3rd party may be granted a  range-IMPU (set of IMPU defined using wildcarding) and be responsible of allocating individual IMPU within the scope of this range-IMPU. 
a. A range-IMPU corresponds to a set of IMPU (called “individual IMPU”) that share the same IMS services (the same subscription). As opposed to wildcard IMPU defined in pre-Rel13 releases, there is no global routing associated with the range-IMPU, i.e. different individual IMPU related with a range-IMPU may be supported by different network functions (eP-CSCF, S-CSCF, AS…).
b. The number of users (“individual IMPU”) of the 3rd party (service on WWW, corporate,…) associated with a range-IMPU may be unbounded.
c. The Third party and the IMS operator need only to negotiate one single range-IMPU regardless of the number of individual users the Third party is intending to manage. When the “customer base” of the Third party grows, the Third party does not need to ask for more range-IMPU. 
d. Any user corresponding to a Third party (user associated with the range-IMPU negotiated with a Third party) may be served by any S-CSCF that supports the feature: Users corresponding to a Third party may be spread onto all S-CSCF that support the feature
e. Any User corresponding to a Third party (users associated with the range-IMPU negotiated with the Third party) may be served by any eP-CSCF that is configured to accept the security token from that Third party.
2 There is one HSS record for a range-IMPU. The HSS record for a range- IMPU contains subscription data shared by all individual IMPU potentially identified by the range-IMPU. The range-IMPU is not meant to be registered. There is no record in HSS per individual IMPU. The structure of range-IMPU needs to allow distinguishing range-IMPU from wildcard IMPU defined in pre-Rel13 releases.
NOTE 1:
For example such range-IMPU may be defined as !.*!@my-game.www.operator.com or !.*!.my-game@www.operator.com where “my-game” is responsible of allocating individual IMPU within that scope. Nevertheless all the capabilities currently allowed for wildcarding e.g. defining a set of URIs via a full regular expression is allowed.
3
Terminating calls to individual IMPU are supported.

4
When an end-user is allocated an individual IMPU within the scope of a range-IMPU, an IMS registration of this individual IMPU takes place (including the allocation of the S-CSCF for this individual IMPU and the retrieval of user subscription from the HSS). The 3rd party is responsible of (where needed) authenticating the end-user and of allocating individual IMPU within the scope of the  range-IMPU

a. The registration mechanisms described in 23.228 Annex U.2.1.4
“WIC registration of individual Public User Identity from a pool of Public User Identities” support the corresponding procedures but need to be updated with regard to the mapping between S-CSCF and individual IMPU.

b. The range-IMPU of a single HSS subscription may correspond to multiple IMPI. In that case, in order to avoid that the Third party has to manage IMPI, an optimization may consist in upgrading Cx in order that the HSS does not check the IMPI it receives from I-CSCF in UAR. 
c. After the registration of an individual IMPU, a binding is made for an individual IMPU on the eP-CSCF. The eP-CSCF is then referenced (via Service-Route header data) from the registry on the S-CSCF for the individual IMPU (The entity that is registered and identified on the eP-CSCF and on the S-CSCF is not the range-IMPU but the individual IMPU)

NOTE:
The solution aims at spreading the users of the 3rd party on various eP-CSCF/ S-CSCF. It does not rely on routing per block of IMPU as was defined for business trunking. Thus the registration of an individual IMPU within a range- IMPU on an eP-CSCF / S-CSCF does not mean that the whole range-IMPU is registered on this eP-CSCF / S-CSCF.

5
The HSS does not perform registration for an individual IMPU: there is no storage of the S-CSCF serving an individual IMPU in the HSS as there is no individual record in HSS for each individual IMPU / end-user that uses the service of the 3rd party.

-
an assigned S-CSCF is not stored in the HSS for the range-IMPU itself allowing I-CSCF to continue selecting S-CSCF (among a pool of S-CSCF) for each individual IMPU that is registers. From the HSS perspective the range-IMPU remains at the UN-REGISTERED state.
-
if not all S-CSCFs in operator’s network are enhanced to support the requirements from this solution, specific S-CSCF capability needs to be prvisioned in HSS indicating support of registration for individual IMPU within the range-IMPU, in order for I-CSCF to select proper S-CSCF.
6
(in order to support incoming sessions) The relationship between individual IMPU and S-CSCF is stored in another DB: the WUDB (“WWW users DB”)
Editor’s Note: Whether other entities may also query WUBD, e.g. an AS is FFS.
7
I-CSCF are modified to consider the IMPU belonging to the domain associated with WWW users (e.g. *.*.www@operator.com) as some kind of PSI: for any incoming request, they look up the WUDB (instead of issuing a LIR to the HSS).

8
The range-IMPU corresponds to a pattern that is detected by I-CSCF and S-CSCF as having a specific behaviour with regard to registration, i.e. by analysis of the IMPU (as currently done for PSI – Public Service Identity)  the S/I-CSCF can detect that the registration status of such IMPU is not managed by the HSS,
9
WUDB/HSS status information need not be aligned as HSS stores the generic subscription data that is valid for all IMPUs of the range-IMPU and does not store the association between individual IMPU and S-CSCF while the WUDB only stores the association between individual IMPU and S-CSCF.

10
There can be multiple contacts associated with an allocated IMPU. This happens if the same user registers from two or more different WICs. These different contacts may be supported by different eP-CSCF.

11
As there is only one record in the HSS for an IMPU range, hence for different terminals (that correspond to different data sessions), the usage of following features is not assumed by this solution as for business trunking:

a. Allocation of a STN-SR or retrieval of UE SRVCC capabilities from the HSS. Anyhow no procedure is defined that allows WebRTC clients to support SRVCC.
b. T-ADS related procedures involving the HSS. Anyhow no procedure is defined that allows WebRTC clients to support T-ADS.
c. Retrieval of the location of an individual IMPU via the HSS. Network provided location retrieval is still possible using PCC.

d. P-CSCF restoration using the HSS. P-CSCF restoration is still possible using PCC.
e. Retrieval of the S-CSCF name from the HSS. The AS are assumed to get the identity of the S-CSCF serving an UE via the iFC trigger from S-CSCF at the registration of an individual IMPU.
12
The HSS is not modified by the solution: at registration, the S-CSCF issues  a SAR with a Server Assignment Type set to “NO_ASSIGNMENT” to request from HSS the user profile without affecting the registration state of the IMPU and the range IMPU remains non registered as seen by the HSS. Then the HSS is not involved by the handling of originating / terminating calls targeting an individual IMPU related with a range-IMPU subscription.

13
If S-CSCF restoration procedures need to be supported for IMPU associated with a range-IMPU subscription, then the S-CSCF needs to store/get the Restoration-Info in the WUDB and not in the HSS. 
14
Service resiliency at the failure of a CSCF is defined in sub-clause 5.2.1.3.4
15
There is no need to align the WUDB and the HSS with regard to the IMPI as the WUDB does not store IMPI.
16
A service profile modification for a Third party subscription is supported as for baseline users: the HSS profile is updated and the subscription profile pushed to the S-CSCF over Cx
**** Next Change ****
5.2.1.3.4
Service resiliency at the failure of a CSCF 

Service resiliency at the failure of an I-CSCF works as for normal (non WebRTC) users.
There is no mapping between a range-IMPU and an eP-CSCF or a S-CSCF. The routing of signaling related with a Public User Id part of a range-IMPU does not rely on the mapping between this range-IMPU and an eP-CSCF or a S-CSCF (as is the case for the routing of signaling related with business trunking users) . 
When a S-CSCF on which an user is registered fails, another S-CSCF is selected by the I-CSCF during the regular re-registration process. Any S-CSCF that supports the feature may be selected for that purpose.
When an eP-CSCF is detected as failed, another eP-CSCF is selected by the WIC. Any eP-CSCF that is configured to accept the security token from the Third party may be selected for that purpose.
Note : 
As an example, the SW downloaded by a Third party on the WIC may contain a FQDN that refers to all the eP-CSCF that are configured to accept the security token from this Third party
The S-CSCF stores its restoration data on the WUDB. When a new S-CSCF is elected it retrieves its restoration data from the WUDB.
***** End of changes *****
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