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Abstract of the contribution: the contribution introduces three solutions for the key issue on location information.
1. Discussion
Three solutions are being proposed of for the key issue on location information.
2. Proposal
It is proposed that the following changes are adopted.
FIRST CHANGE

A.B Solution 1 for Key Issue #
Location information for WLAN access can be conveyed at the IMS level from a UE to a P-CSCF and E-CSCF in the serving VPLMN using mechanisms already defined in 3GPP TS 24.229. Specifically, TS 24.229 already defines (e.g. see section 5.1.2A.1.1) that when originating any SIP dialogue (e.g. for an IMS emergency call), a UE shall include a P-Access-Network-Info (PANI) header into the request for the dialogue (e.g. a SIP INVITE) if available to the UE as defined for the applicable access type. In the case of WLAN access, TS 24.229 further defines (e.g. see Annex R.3.1.1 and section 7.2A.4.3) that the PANI shall be included for WLAN access and that the content of the PANI shall include the WLAN AP MAC address for the serving (associated) WLAN AP. The syntax of the PANI in this case includes the parameter name “i-wlan-node-id” (see RFC 7315 section 5.4) which, although not exactly applicable to trusted/untrusted WLAN access, is allowed by TS 24.229 for any type of WLAN. Therefore, existing IMS signalling proceeds allow (and indeed require) a UE to include the serving/associated AP MAC address in a SIP INVITE sent to originate an IMS emergency call over a WLAN. The E-CSCF will transfer the received SIP INVITE to an LRF when an LRF is used to provide call routing information. Hence the E-CSCF (when the E-CSCF performs the call routing) or the LRF (when the LRF performs call routing) have access to the serving/associated AP MAC address and can use this to select an onward routing address (e.g. for a selective router or routing proxy on the PSAP side) provided the serving VPLMN is configured with routing or location related information for APs in supported access networks. Any configured location information for the serving/associated AP MAC address may also be used to provide a location to support PSAP dispatch.
Solution 1 is supported by current standards.

A.B Solution 2 for Key Issue #
Location information for WLAN access for an IMS emergency call can be provided to IMS entities such as an LRF using a user plane location solution such as the OMA SUPL solution. Use of SUPL to support both emergency call routing and provision of location to support PSAP dispatch is already defined for IMS emergency calls using LTE and HSPA access in 3GPP TS 23.167 (e.g. see section 7.6.1). Initiation of a SUPL session to a calling UE by a SUPL E-SLP is enabled for LTE access using UDP/IP (e.g. see TS 23.167 Annex H.4). Similar initiation could be defined for WLAN access which would mean that an E-SLP (and LRF) would only need the UE IP address to instigate a SUPL session. Location of a UE using SUPL in the case of WLAN access can make use of the serving/associated WLAN AP MAC address which can be provided by the UE to the E-SLP either at the SUPL level or using the 3GPP LPP positioning protocol combined with the OMA LPPe positioning protocol which can be carried within SUPL messages. SUPL and LPP/LPPe also support provision of other visible AP MAC addresses by a UE to an E-SLP, provision of visible cell IDs (e.g. for LTE, WCDMA or GSM) by a UE to an E-SLP and measurements of WLAN APs and/or cells (e.g. RSSI and/or RTT measurements). LPP/LPPe also supports other position methods such as A-GNSS and OTDOA using visible LTE cells. 
When SUPL is used to obtain information to support routing of an emergency call, positioning may be based mainly or solely on visible WLAN AP MAC address and/or IDs for visible cells to reduce delay in obtaining this information at a UE and processing it at an E-SLP.

When SUPL is used to obtain information to support PSAP dispatch, the additional cellular and/or WLAN measurements may be used (e.g. RTT, RSSI) and/or methods like A-GNSS and OTDOA.

Solution 2 is mostly supported by current standards and requires only a new requirement (e.g. new Annex) in TS 23.167 to define applicability of SUPL location support for IMS emergency calls with WLAN access.
A.B Solution 3 for Key Issue #
In some scenarios, a serving network may not have location information or reliable or accurate location information configured for a serving/associated WLAN AP for an IMS emergency call via WLAN. In that case, the SUPL location solution described for solution 2 may be used to obtain location information for a UE from other WLAN APs or cells visible to a UE or using A-GNSS. However, there may be scenarios where there are no other visible WLAN APs or where the serving network does not have location information (or reliable or accurate location information) configured for other visible WLAN APs and where there are no visible cells (or no visible macro cells associated with reliable preconfigured location information). For these scenarios, reliable call routing and provision of a location to support PSAP dispatch may not be possible.
A solution that may partly overcome this limitation would be for a UE to provide the most recently visible cell ID or the most recent serving cell ID – e.g. by including a second PANI header in a SIP INVITE containing the cell ID. This may be included for all emergency call requests since a UE will not know in advance whether location information for the serving/associated WLAN AP MAC address is or is not configured in the serving network. The serving network (e.g. the LRF or E-CSCF) can still know that the call originates from a WLAN AP and not from a cellular access type from the presence of a PANI containing a WLAN AP MAC address which may be defined to be present if and only if a UE is accessing a WLAN AP. Possibly a time value or “age” for the last visible cell ID can be included as well although this will impact the PANI syntax.

Solution 3 need not impact stage 3 signalling (if an “age” value is not included) except for adding a second PANI header in a SIP INVITE.
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