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Abstract of the contribution: This paper updates the definition of steering rules applied to Gx and Sd based solution for uplink and downlink traffic.
Discussion

For some subscriber session, uplink traffic and downlink traffic can share the service function chain and hence the same traffic steering rules. However, there are other cases where the uplink traffic and downlink traffic need to go through different service function chains, e.g. video optimization or transcoding functionality only needs to be steered for one direction traffic. Further, as described in the general requirements of FMSS in the TS 22.101, traffic steering policy shall be able to distinguish between upstream and downstream traffic. Thus it is proposed to differentiate steering policies for uplink traffic and for downlink traffic, hence to define them separately.
There are several different options for handling uplink and downlink traffic corresponding to a traffic service description equal to SDF or application.
1. One steering rule per general rule/traffic service description per direction.
In the case separate steering rules are needed in both uplink and downlink directions, the possibilities are:

a. Define general rules separately for uplink and downlink

i. On application level - i.e. the whole rule would apply to one direction only and the application id would also correspond to one direction only

ii. On SDF level - i.e. the whole rule would apply to one direction only as SDF template would correspond to one direction only, e.g. by using the Flow-Direction parameter

b. Define possibility of several combinations of application id/SDF with Traffic-Steering-Rule-Identifier within the same general rule, i.e. there would be a combination of application id/SDF in uplink with their Traffic-Steering-Rule-Identifier along with its Rule-Identifier, and a combination of application id/SDF in downlink with their Traffic-Steering-Rule-Identifier along with another Rule-Identifier.
2. Separate steering rules for uplink and for downlink (i.e. one Traffic-Steering-Rule-Identifier per direction) while both are handled by the same general rule.
3. Separate steering rules for any combination of uplink and downlink chains.
Discussing the applicability of the different solutions above for steering rules related with Applications:
· Option 1a potentially creates twice more general rules (and also e.g. definition of twice more application id etc.) due to separation of steering rules for uplink and downlink respectively.
· Option 1b may use less rules compared with 1a, but still creates twice more application id etc. to be used separately for uplink and for downlink.
· Option 2 keeps the least number of general rules compared with Option 1 and avoids twice definition of application id/sdf for uplink and downlink. 
· Option 3 creates multiple rules compared with Option 2. For example, if there are 10 uplink chains and 10 downlink chains, then 100 different rules have to be configured in (S)Gi-LAN (combination of each uplink and downlink chain) with Option 3. While with Option 2, only 10+10 different rules need to be configured, i.e. 10 for uplink and 10 for downlink (one for each chain in each direction), Option 2 allows any combination of the uplink rules and downlink rules by providing each of them in the steering policy.
Therefore, it is proposed to apply Option 2 for handling uplink and downlink traffic corresponding to a traffic service description equal to SDF or application.

Proposal

It is proposed to apply the following updates to the TR 23.718 v0.2.0, i.e. to define steering rules for uplink traffic and downlink traffic respectively, and to remove the corresponding Editor’s Notes regarding “Traffic direction needs to be taken into account for the Steering-Rule-Identifier and it is FFS.” and “Further checking is needed if the following mapping can be used or new AVPs are needed.” are removed.
* * * First Change * * * *

6.2.1
Solution 2.1: Semantics of traffic steering policy

6.2.1.1
Description

This solution describes the nature of information exchanged under the Traffic Steering Policy (TSP) for achieving traffic steering within (S)Gi-LAN. 

This solution is applicable for enhancing Gx and Sd interfaces for traffic steering.

6.2.1.1.1
Components of Traffic Steering Policy

For a given IP/subscriber session, the Traffic Steering Policy (TSP) identifies the application traffic and the service functions via which the application traffic needs to be steered. Following components are defined under TSP: The Traffic steering policy contains:

· TSP-Name: It uniquely identifies a traffic steering policy. It is used to reference a pre-defined or dynamic steering policy and it is mandatory for all the operations related steering policy. While provisioning a steering policy, if the following components are excluded then TSP-Name refers to a pre-defined steering policy. Else, it is referring to a new steering policy whose definition is provided using the below components.

· Service-Description: It identifies a specific UE traffic in terms of UE IP address (via IPv4 and/or IPv6 prefix) or application flow in terms of either service data flow filters, e.g. using IP 5-tuple or Application Identifier for which steering rule referenced by Traffic-Steering-Rule-Identifier-Uplink, Traffic-Steering-Rule-Identifier-Downlink or by both shall be applied.
· Traffic-Steering-Rule-Identifier-Uplink: It is a reference to a pre-configured rule which identifies a set of service function(s), potentially including their order, via which the uplink traffic, identified by the Service-Description, shall be steered. 
· Traffic-Steering-Rule-Identifier-Downlink: It is a reference to a pre-configured rule which identifies a set of service function(s), potentially including their order, via which the downlink traffic, identified by the Service-Description, shall be steered.
· Precedence: It identifies the priority order of the traffic steering policy. It is relevant only when multiple TSP overlap i.e. the IP-traffic is identified by multiple TSP that apply different traffic steering policies. In that case, the traffic steering policy with the highest precedence shall be applied.


6.2.1.1.2
Traffic Steering Policy over Sd/Gx interface

If an existing interface, i.e. Sd/Gx interface, is used to provide the traffic steering policies then the PCC/ADC rules can be reused and the components of Traffic Steering Policy (as described in clause 6.1.1.1.1) can be mapped to the existing information (refer 3GPP TS 23.203 [3] table 6.8 and table 6.3) and AVP (refer to 3GPP TS 29.212 [4]) as described below.


	Component of TSP
	Potential information & AVP over Sd
	Potential information & AVP over Gx

	TSP-Name
	ADC Rule Identifier (ADC-Rule-Name)
	Rule Identifier (PCC-Rule-Name)

	Service Description
	Service Data Flow Template (Flow-Information)

Note: Support needed in PCRF to TDF direction.

Application Identifier (TDF-Application-Identifier)
	Service Data Flow Template (Flow-Information, Application Identifier)

	Traffic-Steering-Rule-Identifier-Uplink
	New information needed.
	New information needed. (NOTE 2)

	Traffic-Steering-Rule-Identifier-Downlink
	New information needed.
	New information needed. (NOTE 2)

	Precedence
	Precedence (Precedence)
	Precedence (Precedence)


Table 6.2.1.1.2-1 Mapping of components of TSP to information over Sd/Gx interface

NOTE 1:
The mapping to AVPs over Sd/Gx interface, mentioned within "( )" in the above table is shown to highlight that existing AVPs can be used for most of the components of the TSP.
NOTE 2:
When the PCC rule applies to one direction only (Flow-Direction) then only one of the Traffic-Steering-Rule-Identifier-Uplink or of the Traffic-Steering-Rule-Identifier-Downlink applies.
6.2.1.2
Impacts on existing nodes and functionality

PCRF:

· Must be enhanced to generate TSP and perform operations to provision, modify and remove TSP.
Steering Policy Enforcer:

· Must support TSP, execute operations to provision, modify and remove TSP and enforce those steering policies on subscriber traffic.
NOTE:
The Steering Policy Enforcer could be an existing 3GPP functional entity, e.g. if the steering policies are provided via existing 3GPP interface, or a new logical entity.

6.2.1.3
Solution Evaluation

The proposed solution provisions a traffic steering policy (TSP) by referencing to a set of pre-configured steering rules (uplink, downlink or both) each one identifying a set of service function(s) including their order. The pre-configured steering rules may also comprise other information, e.g. input needed for specific service function to perform traffic service steering. This, i.e. referencing a pre-defined steering rule, fulfils the objective of providing service steering policies within the scope of the work since the service functions and the steering of traffic between them are out of 3GPP's scope of work.

The Traffic Steering Policy and the components proposed under it can be mapped to existing set of AVPs, where applicable, if the existing 3GPP interface is used to provide service steering policies.
* * * End of Changes * * * *
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