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Abstract of the contribution: The contribution discusses the execution order of PCC/ADC rule enforcement and traffic steering. 
Discussion
Enabler functions could impact the service flows in various ways and this might be of relevance for the charging/policing/monitoring realized via PCC/ADC rules in the PCEF/TDF. For example, if compression is used, the payload of the downlink IP packets becomes shorter and thus the PCEF/TDF would count a different volume and could accept more IP packets during policing. If time based charging/monitoring is applied, the additional delay (caused by the traffic steering) could also play a role (as the PCEF/TDF decision about whether to stop time measurement depends on the last packet received in any direction). Consequently, the execution order of PCC/ADC rule enforcement and traffic steering needs to be clarified. 

In uplink direction, the traffic will always be handled by the PCEF/TDF first and thus PCC/ADC rule enforcement happens before any traffic steering. This has the benefit that the IP packets that were transferred over the air interface can be accounted for in their current IP packet size. There is of course a certain risk that some packets are discarded or lost by an enabler during the traffic steering but this should be a rare case.
In downlink direction, two possibilities exist. Service flows could be passed through the enablers first before PCC/ADC rule enforcement applies. Or vice versa, PCC/ADC rule enforcement could take place before the service flows are passed through the enablers. The first possibility ensures that PCC/ADC rule enforcement is always operating with the “optimized” traffic, i.e. the traffic which was influenced by the enablers (e.g. by payload compression, video optimization, …) and thus the PCEF/TDF can perform the accounting based on the IP packet size that will finally be transferred over the air interface. The second possibility would ensure that service flows that are subject to heavy policing (e.g. with a gate closed or strong bitrate shaping) are not unnecessarily burdening the enablers. Comparing the two possibilities, a correct charging/policing/monitoring for the downlink traffic should be much more important than an optimizing enabler performance. 
Proposal

Based on the above discussion, it is proposed to clarify the execution order of PCC/ADC rule enforcement and traffic steering as a new architectural assumption in the FMSS TR 23.xyz v0.1.0.
* * * First Change * * * *
4.x
Execution order of PCC/ADC rule enforcement actions and traffic steering
In order to realize traffic steering in the operator deployed (S)Gi-LAN, the execution order of PCC/ADC rule enforcement actions (i.e. charging, policing, monitoring) and traffic steering needs to be defined:
In general, in uplink direction, PCC/ADC rule enforcement actions take place before the traffic is steered to service functions in Gi-LAN network system. However, in some cases (e.g. firewall which may block the request) based on operator configuration, traffic steering may be performed before PCC/ADC rule enforcement actions (e.g. to ensure accurate charging).
In general, in downlink direction, traffic steering to service functions in Gi-LAN network system happens first. PCC/ADC rule enforcement actions take place afterwards. However, in some cases (e.g. header enrichment which may add extra bytes) based on operator configuration, PCC/ADC rule enforcement actions may be performed before traffic steering (e.g. to ensure accurate charging).
* * * End of Changes * * * *
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