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Abstract of the contribution: This contribution proposes one possible solution for FMSS.
Discussion

At last SA2 meeting, it is concluded that the PCRF is the traffic steering policy generator (refer to S2-144601), while what is the component of the traffic steering policy and how to enforce the policy correspondingly and route the packets to the (S)Gi-LAN system is still FFS. This paper provides a solution for FMSS.
The subclause 4 of IETF SFC WG draft "draft-ietf-sfc-architecture-04" describes a high level logical architecture of an SFC-enabled system as follows.
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Figure 1 Service Function Chain Architecture
The terms of SFP, SFC and Classification are defined as the following:

Service Function Chain (SFC):  A service function chain defines a set of abstract service functions and ordering constraints that must be applied to packets and/or frames selected as a result of classification.  The implied order may not be a linear progression as the architecture allows for SFCs that copy to more than one branch, and also allows for cases where there is flexibility in the order in which service functions need to be applied.  The term service chain is often used as shorthand for service function chain.

Service Function Path (SFP):  The SFP provides a level of indirection between the fully abstract notion of service chain as a sequence of abstract service functions to be delivered, and the fully specified notion of exactly which SFF/SFs the packet will visit        when it actually traverses the network.
SFC Encapsulation: The SFC Encapsulation provides at a minimum SFP identification, and is used by the SFC-aware functions, such as the SFF and SFC-aware SFs. 

Classifier: An element that performs Classification.
Classification: traffic that satisfies classification rules is forwarded according to a specific SFP.

It can be seen that the Service Classification Function is part of the functionalities of the Classifier. In this paper, it is the PCEF/TDF that plays the role of the Classifier and encapsulates the packets, and routes the packet to the (S)Gi-LAN system. 
The key points of the solution are as follows:
· The PCRF makes a decision on the service steering policy based on the necessary information, such as user subscription, user's current RAT, network load status, application characteristics, and so on, and generates the corresponding PCC/ADC rules.
· The PCRF sends to the PCEF/TDF within the PCC/ADC rules the identification of the service chains for uplink/downlink data packet respectively, which identifies the traffic steering policy for the data packet routing in (S)Gi-LAN system.
· The PCEF/TDF generates an SFP ID based on the uplink/downlink service chain ID retrieved from the PCRF as part of the PCC/ADC rules and includes the SFP ID in the data packet, and route the data packet to (S)Gi-LAN for the traffic routing.
As a service steering policy generator, the PCRF determines proper Uplink/Downlink chain IDs for a specific service data flow or an application. The PCC/ADC rules as defined in the TS 23.203 are to be enhanced to include the Uplink/Downlink chain IDs for FMSS,, as shown in the following table:
	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic PCC/ADC rule in the PCEF/TDF

	Rule identifier
	Uniquely identifies the PCC/ADC rule, within an IP‑CAN/TDF session.

It is used between PCRF and PCEF/TDF for referencing PCC/ADC rules.
	Mandatory
	no

	…
	…
	…
	…

	UL-chain ID
	Uniquely identify the traffic steering policy in (S)Gi-LAN for the uplink data. It is used between PCRF and PCEF/TDF for referencing traffic steering policy.
	Optional
	Yes

	DL-chain ID
	Uniquely identify the traffic steering policy in (S)Gi-LAN for the downlink data. It is used between PCRF and PCEF/TDF for referencing traffic steering policy.
	Optional
	Yes


As a classifier, when the PCEF/TDF receives the data packet, it detects and acquires the application id or the flow information, and finds the service chain ID by matching the service data flow or the application ID in the PCC/ADC rules. Then the PCEF/TDF generates the SFP ID according to the service chain ID and includes the SFP ID into the data packet, routing to the (S)Gi-LAN. The format of the SFP ID follows what’s defined by IETF.
Proposal

It is proposed to add the alternative solution as described in the above section to the TR 23.xyz v0.1.0.
* * * First Change * * * *
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* * * Next Change * * * *
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1], TS 22.101 [2], and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Service Function Chain (SFC): A service function chain defines a set of abstract service functions and ordering constraints that is to be applied to packets and/or frames selected as a result of classification. See IETF SFC WG draft "draft-ietf-sfc-architecture-04" [3] for the definition of SFC.
Service Function Path (SFP): The SFP provides a level of indirection between the fully abstract notion of service chain as a sequence of abstract service functions to be delivered, and the fully specified notion of exactly which SFF/SFs the packet is tovisit when it actually traverses the network. See IETF SFC WG draft "draft-ietf-sfc-architecture-04" [3] for the definition of SFC.
Classifier: An element that performs Classification. See IETF SFC WG draft "draft-ietf-sfc-architecture-04" [3] for the definition of SFC.
Classification: traffic that satisfies classification rules is forwarded according to a specific SFP. See IETF SFC WG draft "draft-ietf-sfc-architecture-04" [3] for the definition of SFC.
* * * Next Change * * * *

6.x
Solution x: < Transfer of Service Steering Policy with Enhanced PCC/ADC Rules>
6.x.1
Description
6.x.1.1 Overview
The PCRF generates the service steering policy according to the user subscription, application characteristics, cell status the UE located etc, and determines proper uplink/downlink service chain IDs accordingly based on the operator’s policy.Then the PCRF sends the uplink/downlink service chain ID and the related classification rule (i.e. service data flow or application id) to the PCEF/TDF (acting as the Classifier) with the PCC/ADC rules which are to be extended for service steering policy transferring.
When the PCEF/TDF receives the data packets, it acquires the application id or the flow information, and finds the service chain ID by matching the application id or service data flow in the PCC/ADC rules as received from the PCRF. Then the PCEF/TDF generates the SFP ID corresponding to the service chain ID and includes the SFP ID into the data packet following the format definition in IETF. 
Editor's Note: The generation of the SFP ID in the PCEF/TDF is FFS.
6.x.2
Impacts on existing nodes and functionality
6.x.2.1 PCRF
· Generate the service steering policy and determine proper service chain ID for the service data flow/application;
-
 Provide the service chain ID to the PCEF via PCC/ADC rules;
6.x.2.2 PCEF/TDF
· Support to detect the service data flow application, matching the PCC/ADC rules and find the related service chain ID for the packets.
· Generate the SFP ID based on the service chain ID and add the SFP ID in the packet header, and routes the packet to the (S)Gi-LAN.
6.x.1.1 PCC/ADC rules exchanged via Gx/Sd interface
· Addition of the service chain ID into the PCC/ADC rules.
6.x.3
Solution Evaluation

Editor's Note: Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
* * * End of Changes * * * *
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