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Abstract of the contribution: An efficient FMSS solution is proposed. The key aspect of the solution is to perform traffic classification based on the steering policy. 

1. Solution Analysis
The main goal of FMSS is “to realize efficient and flexible mobile service steering in the operator deployed (S)Gi-LAN”. 
To achieve the effective traffic steering, the traffic shall be routed to the so called Value Added Services (VAS) in an effect manner, e.g.,
1) The traffic goes through VAS only as needed.

2) Avoid traffic concentration as much as possible

3) Avoid duplicated computational intensive functions execution.
Proposal 1: TSPF (Traffic Steering Policy Function) provides policies and rules on how to decide the traffic path based on related information.

TCF (traffic classifier function) is responsible for differentiating the traffic based on the policy from the TSPF. The steering traffic executer can then route traffic accordingly based on the indication from TCF.
Proposal 2: The TCF (traffic classifier function) is introduced to differentiate variant traffic based on the policy received from TSPF and perform traffic marking. 
It is also required in TS 22.101 that: “Traffic steering policy shall be able to distinguish between upstream and downstream traffic.” For the uplink, the traffic goes to TCF after the (s)Gi interface and the traffic mark is included in the packets. For the downlink traffic, the traffic without traffic mark will be sent to TCF and get the traffic marking accordingly. For some traffic, e.g., (HTTP header enrichment, web page content added on service) the downstream traffic path can be identified based on the upstream traffic detection. This avoids double identification in the downlink direction. 
Proposal 3: TCF shall be able to figure out the downlink path of some traffic when the uplink traffic path is identified.
For some traffic handling (e.g., video traffic optimization), we have to detect the downstream traffic to figure out the application type, and then select the proper traffic handling path for the downlink traffic. For the uplink traffic TCF can collocated with PGW/TDF. For the downlink traffic, TCF shall try to avoid collocated with PGW. Otherwise, the downlink traffic may travel through PGW twice in the downlink.
Proposal 4: TCF for uplink packet can collocated with TDF/PGW. A standalone TCF for downlink packet is recommended. 

In view that TCF generally need traffic inspection and is computational intensive. Therefore, the TSPF shall be able to indicate to TCF which traffic need to be processed. For example, only those traffic generated by users subscribed with some service/application in the congested cell will be handled by deep inspection.
Proposal 5: The TSPF shall be able to indicate to TCF that what traffic will be handled by traffic inspection.
2. Conclusions
This contribution proposes the following solution to be added to FMSS.
* * * Start Change * * * *

6.X
Solution #X: Policy Based TCF Solution 

6.X.1
Description

To achieve effective traffic steering, the traffic shall be routed to the so called Value Added Services (VAS) in a proper manner: the traffic goes through VAS only as needed, avoid traffic concentration as much as possible and avoid duplicated computational intensive functions execution.

There are two types of functions are introduced in the 3GPP network scope. 
· TSPF (Traffic Steering Policy Function) provides policies and rules to TCP on how to decide the traffic path based on related information.

· The TCF (traffic classifier function) is introduced to differentiate variant traffic based on the policy received from TSPF and perform traffic marking.
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Figure 6.x.1: Overall architecture of the solution

6.X.1.1 Alleviate intensive packet handling
For the uplink, the traffic goes to TCF after the (s)Gi interface and the traffic mark is included in the packets. For the downlink traffic, the traffic without traffic mark will be sent to TCF and get the traffic marking accordingly. For some traffic, e.g., (HTTP header enrichment, web page content added on service) the downstream traffic path can be identified based on the upstream traffic detection. This avoids double identification in the downlink direction.

In view that TCF generally need traffic inspection and is computational intensive. Therefore, the TSPF shall be able to indicate to TCF which traffic need to be processed. For example, only those traffic generated by users subscribed with some service/application in the congested cell will be handled by deep inspection.

6.X.1.2 Optimization for Two TCF deployment
For some traffic handling (e.g., video traffic optimization), we have to detect the downstream traffic to figure out the application type, and then select the proper traffic handling path for the downlink traffic. For the uplink traffic TCF can collocated with PGW/TDF. In such situation, inspection of both uplink and downlink packet are necessary.  For the downlink traffic, TCF shall try to avoid collocated with PGW. Otherwise, the downlink traffic may travel through PGW twice in the downlink. 
TCF for uplink packet can collocated with TDF/PGW. A standalone TCF for downlink packet is recommended.
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Figure 6.x.2: When TCF for the uplink is co-located with PGW
6.X.2
Impacts on existing nodes and functionality
· TSPF is introduced to provide the service path policy information to Classifier. TSPF is collocated with PCRF.
· Classifier in PGW/TDF: have the function to identify the service path based on the policy received from TSPF.
· TSPF need to send policy to TCF through interface such as Gx or Sd interface. 
6.X.3
Solution Evaluation

Editor's Note: Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
* * * End of Change * * * *
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