SA WG2 Temporary Document

Page 5

SA WG2 Meeting #107
S2-150086
26 - 30 January 2015, Sorrento, Italy
(revision of S2-15xxxx)
Source:
Ericsson
Title:
Co-existence between UE-init and NW-init NBIFOM as well as with RAN Rules solution
Document for:
Approval / Discussion 

Agenda Item:
7.6
Work Item / Release:
NBIFOM / Rel-13
Abstract of the contribution: This contribution first discusses co-existence aspects between UE-initiated and NW-initiated NBIFOM and the co-existence aspects of NBIFOM and RAN Rules. 
Co-existence of UE-initiated and NW-initiated 
One of the key open issues is the co-existence between UE-initiated and NW-initiated NBIFOM procedures. One way to address this co-existence question is to look at what the main scenarios for the UE-init and NW-init procedures are. In our understanding there are two main scenarios for using UE- and/or NW-init procedures:

· Scenario 1: The UE makes UE-initiated IP Flow Mobility requests based on e.g. ANDSF IFOM policies. The ANDSF policies are used by the UE to select how to route traffic and to trigger flow mobility. The ANDSF policy may include conditions for “RAN Assistance Parameters”. 
· Scenario 2: The PGW makes NW-initiated IFOM requests to trigger IP flow mobility based on the received PCC Rules. The PCRF determines access type based on policies/subscription etc. and provides its decision to PGW. In this scenario, the UE may need to make UE-init IFOM requests to move traffic when e.g. WLAN coverage is lost. The UE may also take “RAN Rules” into account to make UE-init requests.
A key question in the co-existence discussion is whether the two scenarios above should be able to co-exist for the same PDN Connection. In our understanding it is however not clear that there are use cases for having such co-existence. So in order to simplify the co-existence question, it is proposed that full co-existence between UE-init (with ANDSF) and NW-init NBIFOM does not need to be enabled. Instead it seems sufficient to assume that either UE-init or NW-init is selected when a PDN Connection is established (with NW-init mode requires some use of UE-init to handle radio coverage aspects).
Note however that in both cases there are some aspects of both UE and NW control. In scenario 1 the NW should be able to reject a UE-init IP Flow Mobility request based on e.g. subscription restrictions. In scenario 2, the UE should be able to make UE-init IP Flow Mobility Request due to user preferences, loss of an access and based on RAN Rules status. 
Conclusion: A co-existence solution where one of two modes are selected at PDN Connection establishment is sufficient in rel-13:
- 
UE init mode: The UE makes IP Flow Mobility requests based on e.g. ANDSF IFOM policies. The NW may reject a request based on e.g. subscription restrictions. The NW does however not initiate IP Flow Mobility procedures. 
-
NW-init mode: The NW makes IP Flow Mobility requests based on PCC decisions. The UE may reject a request based on e.g. radio related reasons. The UE may make UE-initiated IP Flow Mobility requests for the following reasons: user preferences, loss of an access and to comply with RAN Rules status. 

Co-existence of RAN Rules and NBIFOM 

Introduction

When the rel-12 “RAN Assisted WLAN Interworking” solution is used without ANDSF ISRP/ISMP, the UE evaluates the “RAN Rules” programmed into the UE against the received RAN Assistance Parameters (thresholds etc). In case the “RAN Rules” for moving traffic to WLAN is satisfied, the UE access stratum (AS) layer provides a move-traffic-to-WLAN indication to UE higher layers together with WLAN identifiers. In this case the UE selects a WLAN network and moves all “offloadable” PDN Connections to WLAN. In case the “RAN Rules” for moving traffic to 3GPP access is satisfied, the UE access stratum (AS) layer provides a move-traffic-from-WLAN indication. In this case the UE moves all PDN Connections running on WLAN to 3GPP access. 

The rel-12 solution assumes that mobility is done a per PDN Connection granularity. I.e. when RAN rules are satisfied, the UE moves the “offloadable” PDN Connections. The MME/SGSN indicates via NAS signalling what PDN Connections are “offloadable”. It should be noted that from RAN point of view there is no assumption made on what mobility solution is used. The limitation to PDN Connection mobility is done from a core network / system level point of view.

Now with the introduction of NBIFOM, it needs to be defined how the rel-12 “RAN Assisted WLAN Interworking” can operate for PDN Connections supporting NBIFOM. Below we describe a solution for how this can work. We then propose to include a corresponding solution description into the TR 23.861.

Overview
In deployments where “RAN rules” are used (e.g. in case ANDSF is not deployed or supported), the UE should consider the “RAN rule” outcome also for PDN Connections where NBIFOM is applied. The RAN Rules outcome should influence both UE-initiated and NW-initiated NBIFOM procedures. 

The description below uses the Control-Plane solution with Routing Rules as example. The solution should however be equally valid for the User-Plane solution where IP flow handover requests are provided in the user plane and routing filters are kept in UE and PGW as IP filters in a Flow Binding Table)

Principles for applying RAN Rules to NBIFOM PDN Connections 

The basic principles for applying “RAN Rules” when NBIFOM is used for a PDN Connection are described in this section. The general assumptions in this solution are:

-
The UE access stratum is not impacted, i.e. the rel-12 indications from access stratum to UE higher layers are re-used also for PDN Connections using NBIFOM

-
The granularity for deciding what traffic can/should be offloaded to WLAN is on IP Flow level. NW-initiated NBIFOM procedures are used to convey the routing instructions to the UE and informing the UE about what traffic is allowed to be offloaded to WLAN. 
- 
The WLAN “offloadability” indication per PDN Connection used for non-NBIFOM PDN Connection is not used for NBIFOM PDN Connections. 
-
If the 3GPP RAN does not support RAN Assistance Parameters, the same behaviour applies as described in the individual NBIFOM solutions.
Two alternatives for how to control the “offloadability” via the Routing Rules are described below:
Alternative 1: “WLAN offloadability” is implicitly signalled from PGW via the Routing Rule access type.

In this alternative an IP flow is treated as “offloadable” if the PGW provides a Routing Rule with access type set to WLAN. If the PGW sets the access type to 3GPP, the IP flow is not offloadable. The outcome is that traffic is only routed on WLAN access if the PGW has requested/acknowledged it to be offloaded to WLAN *and* the RAN Rule for moving traffic to WLAN is satisfied, otherwise traffic is routed on 3GPP access. 
This is similar to the rel-12 behaviour where traffic is routed on WLAN only if the PDN Connection is marked as “offloadable” *and* the RAN Rule for moving traffic to WLAN is satisfied. 
This behaviour is summarized in table 1 below.
Table 1: Routing of traffic depending on RAN Rule Status and Routing access type requested by PGW

	
	RAN Rule status
	Routing access type requested by PGW
	IP Flow to be routed on

	1
	Move-traffic-to-WLAN
	WLAN
	WLAN

	2
	
	3GPP
	3GPP

	3
	Move-traffic-from-WLAN
	WLAN
	3GPP

	4
	
	3GPP
	3GPP

	5
	None
	WLAN
	WLAN

	6
	
	3GPP
	3GPP


When taking into account RAN Rules with NBIFOM, two basic events that may trigger a handover of IP flows are: 

- 
The UE receives a NW-initiated IP Flow handover request from PGW (e.g. a Routing Rule update sent by PGW)
-
The RAN Rules status changes 

How to handle these two events are further described below.
NW-initiated IP Flow handover request:

1.
NW-initiated Routing Rule update with access type set to 3GPP: In this case the IP flow shall be routed on 3GPP access independent of the status of the “RAN Rules”. The UE accepts the IP Flow handover request as described in the relevant NBIFOM solution (e.g. 7.3.2.3.3.2 and 7.3.2.3.3.3 for the Routing Rules based solution). 

2.
NW-initiated Routing Rule update with access type set to WLAN:

a.
If the access stratum last indicated “move-traffic-to-WLAN”, the IP flow shall be routed on WLAN access. Also in this case the UE accepts the IP Flow handover request as described in the relevant NBIFOM solution (e.g. 7.3.2.3.3.2 and 7.3.2.3.3.3 for the Routing Rules based solution). 

b. 
If the access stratum last indicated “move-traffic-from-WLAN”, then the IP flow shall be routed on 3GPP access. In this case the UE partially accepts the Routing Rule and indicates in the acknowledgement to PGW that the access type is changed to 3GPP. The UE also includes a suitable cause code. 
c.
In either case, when receiving a Routing Rule from PGW with access type WLAN, the UE stores the original access type (i.e. WLAN) associated with the Routing Rule as an indication that the IP flow is “offloadable”. In this way the UE maintains information that the IP flow described by the Routing Rule is allowed to be offloaded to WLAN, even in case the Routing Rule moved to 3GPP access as e.g. described in bullet b above.

RAN Rules status changes: When the indication from the access stratum changes, principles for how to handle Routing Rules installed in the UE are as follows:  

3.
Move from WLAN: If the access stratum changes the indication from “move-traffic-to-WLAN” to “move-traffic-from-WLAN”, all IP flows shall be moved to 3GPP access. This can be done similar to how loss of WLAN access is handled. (Solutions for how to handle loss of WLAN access is already described in the TR for each solution). 
4.
Move to WLAN: If the access stratum changes the indication from “move-traffic-from-WLAN” to “move-traffic-to-WLAN”, all IP flows that are originally requested by PGW to be offloaded to WLAN shall be moved to WLAN. Since the UE has stored the original access type of all Routing Rules with original access type WLAN (as per bullet 2c), the UE is aware of what IP flows shall be moved to WLAN. 
Alternative 2: 
Negotiation indication from co-existence solution C/D is used to indicate whether the RAN Rules or the Routing Rule takes precedence.

In this alternative it is assumed that the co-existence solution C/D (TR 23.861, clause 7.8.4-7.8.5) is applied and that the UE uses the negotiation indication provided with the RAN Rule to determine if a flow is authorized to be moved due to RAN Rules status. In case the negotiation indication is set to “allowed”, the UE uses UE-initiated procedures to move the flow according to RAN Rules status. If the negotiation indication is set to “forbidden”, the IP Flow is routed as determined by the NW-provided Routing Rule. 

This alternative is more symmetric than Alternative 1 in the sense that a flow can be kept on WLAN even if the RAN Rules indicates that traffic shall be moved to 3GPP access. 
This behaviour is summarized in table 2 below.
Table 2: Routing of traffic depending on RAN Rule Status and Routing access type requested by PGW

	
	RAN Rule status
	Routing access type requested by PGW
	Negotiation indication
	IP Flow to be routed on

	1
	Move-traffic-to-WLAN
	WLAN
	allowed
	WLAN

	2
	
	
	forbidden
	WLAN

	3
	
	3GPP
	allowed
	WLAN

	4
	
	
	forbidden
	3GPP

	5
	Move-traffic-from-WLAN
	WLAN
	allowed
	3GPP

	6
	
	
	forbidden
	WLAN

	7
	
	3GPP
	allowed
	3GPP

	8
	
	
	forbidden
	3GPP

	9
	None
	WLAN
	allowed
	WLAN*

	10
	
	
	forbidden
	WLAN

	11
	
	3GPP
	allowed
	3GPP*

	12
	
	
	forbidden
	3GPP


*) Due to loss of one access the UE may request a move to another access 
When taking into account RAN Rules with NBIFOM, two basic events that may trigger a handover of IP flows are: 

- 
The UE receives a NW-initiated IP Flow handover request from PGW (e.g. a Routing Rule update sent by PGW)
-
The RAN Rules status changes 

How to handle these two events are further described below.
NW-initiated IP Flow handover request:

1.
NW-initiated Routing Rule update with negotiation indication set to “forbidden”: In this case the IP flow shall be routed as determined by the Routing Rule independent of the status of the “RAN Rules”. The UE accepts or rejects the IP Flow handover request as described in the NBIFOM co-existence solution C/D (TR 23.861, clause 7.8.4-7.8.5). 

2.
NW-initiated Routing Rule update with negotiation indication set to “allowed”: In this case the RAN Rule status is followed for the IP Flow. If the access stratum last indicated “move-traffic-to-WLAN”, the IP flow shall be routed on WLAN access while if the access stratum last indicated “move-traffic-from-WLAN”, then the IP flow shall be routed on 3GPP access. 

RAN Rules status changes: When the indication from the access stratum changes, principles for how to handle Routing Rules installed in the UE are as follows:  

3.
Negotiation indication set to “allowed”: The UE follows the RAN Rules status and makes UE-init NBIFOM Request to move the flow.
4. 
Negotiation indication set to “forbidden”: No action needed. These IP flows are routed as determined by the Routing Rule independent of the status of the “RAN Rules”. 
Call flows describing the solution in more details are provided in the proposed changes below.

Proposal

It is proposed that TR 23.861 is updated as follows

Only alternative 1 is captured below. If the group decides to go with co-existence solution C/D or prefer alt 2 for other reasons, the text below should be updated.
**** First Change ****

7.X 
Co-existence of “RAN Rules” solution and NBIFOM

7.X.1 
General

7.X.2 
Solution A

7.X.2.1 
Overview

NBIFOM can be used together with the “RAN Rules” solution, as described in TR 36.300, (without ANDSF) to enable the RAN Assistance Parameters to control the IP Flow mobility. 

The basic principles for applying “RAN Rules” when NBIFOM is used for a PDN Connection are described in this section. A key assumption is that RAN and the UE access stratum are not impacted, i.e. the rel-12 indications from access stratum to UE higher layers are re-used also for PDN Connections using NBIFOM

The general assumptions in this solution are:

-
The UE access stratum is not impacted, i.e. the rel-12 indications from access stratum to UE higher layers are re-used also for PDN Connections using NBIFOM

-
The granularity for deciding what traffic can/should be offloaded to WLAN is on IP Flow level. NW-initiated NBIFOM procedures are used to convey the routing instructions to the UE and informing the UE about what traffic is allowed to be offloaded to WLAN. 

- 
The WLAN “offloadability” indication per PDN Connection used for non-NBIFOM PDN Connection is not used for NBIFOM PDN Connections. 

-
If the 3GPP RAN does not support RAN Assistance Parameters, the same behaviour applies as described in the individual NBIFOM solutions.

In this solution an IP flow is treated as “offloadable” if the PGW provides a Routing Rule with access type set to WLAN. If the PGW sets the access type to 3GPP, the IP flow is not offloadable. The outcome is that traffic is only routed on WLAN access if the PGW has requested/acknowledged it to be offloaded to WLAN *and* the RAN Rule for moving traffic to WLAN is satisfied, otherwise traffic is routed on 3GPP access. 

This alternative is in line with the rel-12 behaviour where traffic is routed on WLAN only if the PDN Connection is marked as “offloadable” *and* the RAN Rule for moving traffic to WLAN is satisfied. 

This behaviour is summarized in table 1 below.
Table 1: Routing of traffic depending on RAN Rule Status and Routing access type requested by PGW

	
	RAN Rule status
	Routing access type requested by PGW
	IP Flow to be routed on

	1
	Move-traffic-to-WLAN
	WLAN
	WLAN

	2
	
	3GPP
	3GPP

	3
	Move-traffic-from-WLAN
	WLAN
	3GPP

	4
	
	3GPP
	3GPP

	5
	None
	WLAN
	WLAN

	6
	
	3GPP
	3GPP


When taking into account RAN Rules with NBIFOM, two basic events that may trigger a handover of IP flows are: 

- 
The UE receives a NW-initiated IP Flow handover request from PGW (e.g. a Routing Rule update sent by PGW)
-
The RAN Rules status changes 

How to handle these two events are further described below.

NW-initiated IP Flow handover request:

1.
NW-initiated Routing Rule update with access type set to 3GPP: In this case the IP flow shall be routed on 3GPP access independent of the status of the “RAN Rules”. The UE accepts the IP Flow handover request as described in the relevant NBIFOM solution (e.g. 7.3.2.3.3.2 and 7.3.2.3.3.3 for the Routing Rules based solution). 

2.
NW-initiated Routing Rule update with access type set to WLAN:

a.
If the access stratum last indicated “move-traffic-to-WLAN”, the IP flow shall be routed on WLAN access. Also in this case the UE accepts the IP Flow handover request as described in the relevant NBIFOM solution (e.g. 7.3.2.3.3.2 and 7.3.2.3.3.3 for the Routing Rules based solution). 

b. 
If the access stratum last indicated “move-traffic-from-WLAN”, then the IP flow shall be routed on 3GPP access. In this case the UE partially accepts the Routing Rule and indicates in the acknowledgement to PGW that the access type is changed to 3GPP. The UE also includes a suitable cause code. 

c.
In either case, when receiving a Routing Rule from PGW with access type WLAN, the UE stores the original access type (i.e. WLAN) associated with the Routing Rule as an indication that the IP flow is “offloadable”. In this way the UE maintains information that the IP flow described by the Routing Rule is allowed to be offloaded to WLAN, even in case the Routing Rule moved to 3GPP access as e.g. described in bullet b above.

RAN Rules status changes: When the indication from the access stratum changes, principles for how to handle Routing Rules installed in the UE are as follows:  

3.
Move from WLAN: If the access stratum changes the indication from “move-traffic-to-WLAN” to “move-traffic-from-WLAN”, all IP flows shall be moved to 3GPP access. This can be done similar to how loss of WLAN access is handled. (Solutions for how to handle loss of WLAN access is already described in the TR for each solution). 

4.
Move to WLAN: If the access stratum changes the indication from “move-traffic-from-WLAN” to “move-traffic-to-WLAN”, all IP flows that are originally requested by PGW to be offloaded to WLAN shall be moved to WLAN. Since the UE has stored the original access type of all Routing Rules with original access type WLAN (as per bullet 2c), the UE is aware of what IP flows shall be moved to WLAN. 

NOTE: 
The above discussion can also be applied to the selection of default access if one considers the default access as a wild-card Routing Rule with low precedence.

Call flows describing the solution in more details are provided in the proposed changes below.

7.X.2.3 
Flows

NW-initiated Routing Rule update
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Figure 7.X.2.3-1 Network-initiated IP flow mobility within a PDN connection over TWAN access using GTP

1-4. These steps are the same as in clause 7.3.2.3.3.3.2.

5.
Based on the indications from access stratum (i.e. move-traffic-to-WLAN or move-traffic-from-WLAN) the UE determines if the IP flow shall be routed on WLAN or 3GPP access.  If the access stratum has indicated move-traffic-to-WLAN, the UE applies the accepted routing rules and acknowledges the applied rules in a new WLCP NBIFOM Response message to the TWAN. The UE and PGW then route the IP flow over WLAN. 

The UE partially accepts the Routing Rule (in bullet 3 above) and indicates in the acknowledgement to PGW that the access type is changed to 3GPP. The UE includes a cause code indication that the reason is due to RAN Rule status. In addition to UE stores the original access type (i.e. WLAN) associated with the Routing Rule. The UE and PGW then route the IP flow over 3GPP access.

6-8.These steps are the same as in clause 7.3.2.3.3.3.2.
UE-initiated Routing Rule update

This call flow is applicable in alternative 2, in case the lower layer has indicated move-traffic-to-WLAN and the UE requests a move of all IP flows that were originally requested by PGW to be offloaded to WLAN. 
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Figure 7.X.2.3-2: IP flow mobility within a PDN connection initiated over TWAN access in multi-connection mode

1.
This step is the same as in Figures 7.3.2.3.3.5.2-1 and 7.3.2.3.3.5.2-2.

2.
The UE sends to the TWAN a WLCP request, which includes the updated routing rule requested by the UE. 

If this step is triggered by lower layer indicating move-traffic-to-WLAN, the UE requests a move to WLAN of all Routing Rules that have been provided by PGW with original access type WLAN.

3-9.These steps are the same as in Figures 7.3.2.3.3.5.2-1 and 7.3.2.3.3.5.2-2.

**** End of Changes ****
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