SA WG2 Temporary Document

Page 1

SA WG2 Meeting #106
S2-143941
17 - 21 November 2014, San Francisco, USA
(revision of S2-143062)
Source:
Ericsson
Title:
P-CR on APN based group congestion control
Document for:
Discussion
Agenda Item:
7.10
Work Item / Release:
GROUPE/Rel-13
Abstract of the contribution: The discussion paper adds a solution for the group congestion control based on subscribed APN.
Discussion
The APN based congestion control as currently specified can be expanded to facilitate definition of subscriber groups with a minimum impact to existing deployments. The proposal is to reuse the APN parameter in the subscription for a group defining APN that is not used for connectivity and does thus not need the further deployment in the network. The SGSN/MME logic needs to be updated to use a subscribed APN as a parameter to determine group membership without the need for connectivity using that specific APN. With such minor SGSN/MME changes in logic the existing trigger mechanisms for APN based congestion control can be used also in APN based group congestion control.

Compared to introduction of dedicated group definitions in subscriptions the APN based group congestion control does not require any subscription parameter updates or protocol updates.
APNs used for APN based group congestion control are APNs present in subscription where only the APN Name is significant and this APN is not used for connectivity in the network. The only deployment needed is thus configuration of APN records in subscriptions and no further deployment in other network entities, e.g. no deployment in Domain Name Servers is needed. There is no difference in the required SGSN/MME configuration to define applicable trigger conditions to start and stop APN based group congestion control compared to the existing APN based congestion control, the same criteria as listed in existing standard can be used.
To avoid that an APN used for APN based group congestion control is used by terminals in connectivity requests, the operator should only add such APNs in the network and not in terminal configuration data. Further, APNs used for APN based group congestion control shall not be used as default APN to avoid connectivity reject.

Proposal
It is proposed to add the below text to the architecture assumption of TR 23.769.
***** First Change *****
5.4.2
Architectural Requirements

The following requirements need to be met:

· The network shall be able to determine if NAS signalling overload/congestion is caused by UEs that belong to a pre-defined group and apply the existing NAS level mobility management congestion control schemes, defined in TS 23.401 to UEs that belong to this group. Groups may be defined as defined in clause 5.5.

***** Next Change *****
5.4.3.1
MME/SGSN Implementation Dependent

5.4.3.1.1
General

How the MME/SGSN determines that UEs are causing NAS signalling overload/congestion is left as implementation dependent. Possible solutions that fall into this space include the following: (i) MME/SGSN can track NAS signalling per group and determine that members of a particular group are causing too much NAS signalling, (ii) the OAM system informs the MME/SGSN. The OAM system may learn about this e.g. by knowing that the server that serves a particular group of UEs has gone down. The determination of NAS signalling overload/congestion is at an individual MME/SGSN granularity and does not require joint detection across multiple MMEs/SGSNs.

Editor’s Note: It is FFS how to detect and handle periods of temporary NAS signalling peaks.

Editor’s Note: It is FFS how the MME/SGSN determines the membership of devices to groups and depends on the solution to Key Issue 5.5 Group based addressing and identifiers.

5.4.3.1.2
Impacts on existing nodes and functionality

MME/SGSN is enhanced to determine that NAS signalling overload/congestion is being caused by UEs that belong to a specific group, that may be defined as described in subclause 5.5.3.x., and apply the existing NAS mobility management congestion scheme to this group of UEs. This is an internal MME/SGSN functionality and does not impact any interfaces.
***** Next Change *****

5.5.3.x
APN based group definition
5.5.3.x.1
General

The MME/SGSN can determine whether a UE is member of a group based on presence of a particular APN in the subscription. Connectivity using the group defining APN is not required, and may not even be possible if the APN is not deployed in the network to provide connectivity. APNs used to define an APN based group without providing connectivity are only configured in the network and not in UEs to avoid unsuccessful connectivity requests. Such APNs shall also not be used as default APNs.
5.5.3.x.2
Impacts on existing nodes and functionality

MME/SGSN is enhanced to determine group membership based on presence of a group defining APN in the subscription. This is an internal SGSN/MME interpretation of an existing subscription parameter and no changes are needed in HSS (other than configuration of additional APNs in the subscription) or to any interfaces.
5.5.3.x.3
Solution Evaluation
Benefits:

- No impact on any protocols
***** End of Changes *****
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