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Abstract of the contribution: This contribution mostly addresses whether rule information (over Gx) related with access of a NBIFOM PDN connection (Access -rule) correspond to evolved PCC rules or to another kind of information.
1. Introduction
This contribution 

· mostly addresses whether Access rule information (sent over Gx) correspond to evolved PCC rules or to separate rules and proposes the usage of evolved  PCC rules
· corrects a few wording issues : removed the notion of “bonding” ( NBIFOM PDN connection and removed the notion of “Access leg” ( “Access”
· tries to split section 7.7.3 into 
· commonly agreed text (in 7.7.3.1) aimed at being a baseline and

·  text that is less widely agreed and put in other sections 7.7.3.x that should complement and refer to section 7.7.3.1. 

2. Discussion: whether Access rule rules correspond to evolved PCC rules

“Access-rule” refers to information sent over Gx related with the different accesses possibly supporting  a NBIFOM PDN connection. This includes the PCRF policies on how (over which access) the network should route traffic of an IP-CAN session

One of the key points for discussion about the PCC impacts of NBIFOM is on whether Access rule information is sent using  evolved PCC rules or using separate (dedicated) “Access Routing” rules.

It may be argued that the benefits of using a different “object” than a PCC rule to send the Access rule are:

· NBIFOM would not impact PCC rules. It should nevertheless be noted that, when, (to optimize Gx signalling),  one would want no Gx interaction at the release of an access or when an access can no more be used due to radio quality / load conditions, PCC rules should cater with the possibility for an IP flow to successively  be carried over different access (types) and thus the possibility to provide the Rating Groups and  Usage Monitoring requirements associated with these different access (types). This means a NBIFOM impact on PCC rules anyhow.
·  If the “Access-policy” would be sent as a Routing Rule, then the PGW would not need to translate the routing rule between Gx and S5. It should nevertheless be noted that the PGW performs translation between PCC rules and TFT/bearer related signalling
When Access Routing rules are different from PCC rules, the PGW has to deal with 2 sets of rules that may correspond to different filters and precedence. This has a “cost” in terms of:

· CPU needed for user plane handling as the IP traffic has to be matched with 2 sets of different filters and precedence  (doubling the effort of traffic matching into rules)
· Complexity in terms of control: the PGW has to derive from 2 sets of rules (with different filters and precedence)  over which access (leg) it has to set-up / modify / remove bearers 

· Having different kind of rules related with IP traffic brings a  higher risk of inconsistencies e.g. when the priorities of the different sets (PCC / access) of rules would not be aligned
As a consequence it is proposed to that Access rule information is sent over Gx using evolved PCC rules
3. Proposal

To update the text in  the TR as shown by following revision marks. It may be simpler for the editor to consider that the whole section 7.7.3.1 has been replaced by the text below.
-------  1rst change: update § 7.7.3.1  in TR -----

7.7.3.1 
Solution A: PCC rules related with the Access Type – Notifications related with the Access Type

7.7.3.1.1
Definitions

· 
· 
An access represents all the resources supporting a PDN connection over an access e.g.

· For an access over a 3GPP access: S5/S8 tunnels and the corresponding radio bearers over a 3GPP radio. Any kind of 3GPP RAN (GERAN, UTRAN, E-UTRAN) may support the 3GPP access of a NBIFOM PDN connection.
· For an access over a TWAN: S2a tunnels and the corresponding resources over the TWAN

· For an access over a Non Trusted access: S2b tunnels and the corresponding IKE/IPsec resources 


A NBIFOM PDN connection is a PDN connection that may simultaneously be supported over multiple accesses
An Access Type (AT) corresponds to an IP-CAN-Type (3GPP-EPS versus Non3GPP-EPS) possibly (in case of Non 3GPP access) refined by a RAT-Type (e.g. WLAN) 


The PCRF can provide the PGW with Access rule information. The Access rule information may correspond to rules about the access over which to route some traffic, but also with (e.g. charging and usage monitoring) requirements associated with the usage of a given Access Type.  

7.7.3.1.2
Overview
This sub-clause focuses on the PCC impacts of NBIFOM, i.e. on the key issue #7. The PCC mechanisms that are described are meant to be applicable in following cases:

· Usage of either S2a or S2b as NBM reference point for the Non 3gpp access of an IP-CAN session.

NOTE: The PCC interface is meant to be independent of the signalling means between the PGW and the UE 

· UE-initiated NBIFOM and Network-initiated NBIFOM
Editor’s Note: the current version of this solution focuses on GTP based NBM. Impacts of PMIP based NBM are FFS

The content of this  sub-clause is meant to apply to  User Plane based and Control Plane based Routing Rules signalling between the UE and the network. It is assumed to act as the baseline for other PCC related solutions.
Only one IP-CAN session (only one Gx session) is associated with a NBIFOM PDN connection regardless of the number of access it is using


Due to NBIFOM, the Policy control interface (Gx) between the PCRF and the PGW is modified as follows: 

· The PCRF can control whether a given IP-CAN session may benefit of NBIFOM 
· 
· For its decision related with NBIFOM, the PCRF decision may rely on network capabilities, user subscription (SPR) and on local policies.
-
The PGW can notify the PCRF with which accesses currently supports an IP-CAN session and for each of these access provide the PCRF with information such as the IP-CAN Type, RAT-Type, the UE location Information. This mechanism is controlled by the PCRF (event reports set by the PCRF)
-
The PCRF may decide that NBIFOM is no more possible for an IP-CAN session (e.g. when some traffic threshold has been crossed on an access). When NBIFOM is not possible, the PCRF indicates to the PGW the access to release. Proper signalling is sent to the UE for the UE not to retry immediately  adding the access to the corresponding PDN connection. 
-
For Network-initiated NBIFOM, 
-
the PCRF can control the access routing decisions for the IP flow(s) by providing the PGW with PCC rules that include Access rule information for a SDF. 
- 
in case of Control Plane Routing Rules signalling the PGW/PCEF is enhanced to generate Routing Rules based on the Gx Access rule information. 
-
For UE-initiated NBIFOM 
-
when the PCRF has set the relevant event trigger the action described in the following are executed , 
-
the PGW notifies the PCRF with the mapping between IP Flows and access . 
-
the PCRF analyses and authorizes the requested mapping between IP Flows and access and creates/modifies/deactivates corresponding PCC rules 

- 
the PCRF provides the PGW with PCC rules that includes the access -routing information for a IP-CAN session fulfilling the UE-initiated IP flow mobility request
-
in case of Control Plane Routing Rules signalling the PGW/PCEF answers with relevant Routing Rules signalling to the UE
-
Usage Monitoring: As per rel-12 TS 23.203 [7], usage monitoring on Gx is supported on a Monitoring Key (MK) granularity. This applies also for NBIFOM. To support Usage Monitoring per Access Type the PCRF shall be able to set different Usage Monitoring Keys for traffic exchanged on different Access.

The Data model of an IP-CAN session is modified as follows: Over Gx an intermediate level of information i.e. the access is introduced between the IP-CAN session level and the SDF/PCC rule level. This leads to following split up of information handled over Gx 

· Parameters associated with an IP-CAN session: IMSI, IP address / IPv6 Prefix, APN, APN-AMBR, etc…

· Parameters associated with an access: IP-CAN Type, RAT-Type, Location information (Cell Id, TWAN Id,…),  etc..

· Parameters associated with a PCC rule: SDF description, Rating group, QCI, ARP, GBR, gate info, 

· 
· 

PCC rules on Gx are evolved to include Access rule information  : PCC rules control over which access (s) of a NBIFOM PDN connection IP traffic corresponding to the SDF may be sent. The PCC rules are thus used to map traffic both to the right access as well as to the right bearer. 
The access over which IP traffic corresponding to the SDF may be sent is identified by an Access Type (AT). 
Upon reception of a Gx request related with a PCC rule containing Access rule information , the PGW 

· translates the Access rule information into routing rules that are sent to the UE in case of Control Plane Routing rules Signalling and that generate a decision for sending a Re-direct Packet in case of User Plane routing rules signalling   

· performs the “legacy” PCEF functionality, including bearer (creation / modification / removal) procedures: since PCC rule contains Access Type (AT) information, it is straightforward for the PCEF to determine in which access(s) to apply bearer binding etc.. 

 When NBIFOM applies to an IPCAN session, a PCC rule associates a SDF with 
-
“common” (i.e. access type independent)  parameters such as Rule Precedence, QCI, ARP

-
Access rule parameters per Access Type such as the Rating Group, a potential Monitoring Key and an access type priority. 

This may be supported by following alternatives
1 PCC rules associate a SDF with an allowed Access Type. When the corresponding access is released, event reporting from PGW is needed to allow the PCRF to change the corresponding PCC rules
2 PCC rules may associate a SDF with multiple allowed Access Types. When one of the corresponding access is released, event reporting from PGW is not required. This alternative is further described in sub-clause7.7.3.1.4  
Editor’s Note: whether one (and which one) or both alternatives will be standardized is FFS

7.7.3.1.3
 Void






· 





7.7.3.1.4
PCRF control of  the IP flow routing decisions of the PGW 
As the lifetime a of a WLAN based access may be short, when an IP-CAN session can support NBIFOM it may be more efficient for the PCRF to indicate Access rule information referring to access types that are not yet established.

NOTE:
 This is to avoid the PCEF having to report to PCRF and PCRF having to update Access rule information each time a WLAN access (leg) is added / removed

PCC rules may associate a SDF with multiple allowed Access Types. When the PGW receives such a PCC rule, it generates the corresponding Routing Rule based on the existing access for the NBIFOM PDN connection. If no access identified by a rule is established, then it rejects the corresponding rule.
Such PCC rule may have one set of parameters for e.g. charging and monitoring control (Rating Group etc) that apply to all access types, or a set of parameters per Access Type (e.g. Rating Group per Access Type)

When one of the access is identified by a rule established or released, event reporting from PGW is not required (but possible). 
Editor’s Note: whether in case of  Control Plane Routing Rules signalling, the Routing Rules signalled between the UE and the PGW may associate a flow with multiple allowed Access Types is FFS
In case the UE issues an IP flow mobility request (via  Control Plane  or User plane Routing Rules signalling), the PGW  may autonomously decide whether to accept the UE request (e.g. depending on whether the UE request  is compatible with Access rule information in existing PCC rule) if the ROUTING_RULE_CHANGE event has not been set..
7.7.3.1.5
Message Flows
NOTE:
 The whole sub-clause focuses on the Gx additions related with NBIFOM. 


7.7.3.1.5.1
Set up of an IP-CAN session
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Figure 7.7.3.1.5.1-1: Set up of an IP-CAN session
1. The GW/PCEF receives a request for creating a PDN Connection. The UE may provide a request for NBIFOM. The GW/PCEF also receives indication(s) whether the MME, SGSN, SGW are NBIFOM capable. 

2. The GW/PCEF sends a request for IP-CAN session establishment. The GW/PCEF provides the IP-CAN-Type, RAT-Type, User Location Information  and may provide an indication about whether NBIFOM is requested for the PDN Connection.    

3. The PCRF may download the subscription profile 

4. PCRF makes a policy decision based on the received information. This decision may take into account UE support of NBIFOM but may consider other input (such as the APN, the IMSI range etc… ).
5. The PCRF sends an Acknowledge of IP‑CAN Session establishment) to the GW/PCEF. The Acknowledge of IP‑CAN Session establishment may provide PCC rules containing Access rule information to the PGW... and/or subscription to Event Triggers related with NBIFOM such as events asking to notify the PCRF of the addition / deletion of an access supporting an IP-CAN session
6. The GW/PCEF replies to the request for creating a PDN Connection. When the UE has indicated its support of NBIFOM, the PGW indicates to the UE the network decision about the support of NBIFOM for the IP-CAN session. This is relayed by the serving node (e.g. MME/SGSN and SGW, / TWAG / ePDG).
if it has received Access rule information from the PCRF, the PGW may also provide Routing Rules to the UE determined based on Access rule information received from the PCRF,
7. The GW/PCEF creates / modifies /updates bearers as required by the PCC rule.
1. / TWAG, ePDG . 


 
2. 




.
3. 


4. 
.
7.7.3.1.5.2
Addition / removal of an access to an IP-CAN session

NOTE1: 
This sub-clause assumes this is neither the addition of the first access nor the removal of the last Access. It also assumes NBIFOM is allowed for the PDN connection / IP-CAN session.
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Figure 7.7.3.1.5.2-1: Addition / removal of an access to an IP-CAN session
1. The UE requests that an access is added / removed to the PDN connection. The PGW receives an indication that an access is added / removed  to the PDN Connection 
NOTE2: 
 No IP address / IPv6 Prefix allocation / de-allocation is carried out when an access is added / removed to a PDN connection.
2. When the PCRF has set the corresponding Event Trigger, the PGW notifies the PCRF of the addition / removal of an access with, in case of an access leg addition,  an indication of the RAT-Type, IP-CAN Type, Location information, etc… of this new access. 
3. PCRF makes a policy decision  and generates/modifies PCC rules with appropriate IP-CAN Type values
When an IP-CAN session is associated with different access and thus different values of IP-CAN Type, RAT-Type, Location information are reported to PCRF, the PCRF reporting to the AF of IP-CAN Type, RAT-Type, Location information works as follows:

-
When an Application Function supports NBIFOM IP-CAN connectivity, the PCRF may report to the AF the values of (IP-CAN Type, RAT-Type, Location information) that correspond to the different Access(es) of the IP-CAN session
 -
When the Application Function does not support NBIFOM IP-CAN connectivity, it is up to the PCRF policies to decide which IP-CAN Type, RAT-Type, Location information to report to the AF
4. . The PCRF sends an Acknowledge of IP‑CAN Session modification to the GW/PCEF The answer may contain new PCC rules including new Access rule information determined based on the addition / removal of the access
5. The PGW sends an acknowledgement to the UE
 Based on Access rule information received from the PCRF, the PGW may also provide Routing Rules to the UE.

6. The GW/PCEF performs down-link IP flow routing based on the installed PCC rules

7. The GW/PCEF may create /update/delete bearers on S5/S8 and/or S2a/S2b as needed

. 
The PCRF may ask the PGW to release / not to accept the set-up of a specific (IP-CAN Type, RAT Type) access supporting an IP-CAN session. In the case where this is because NBIFOM access is not allowed by the subscription, proper signalling (error cause) is sent to the UE to prevent the UE from repeating its attempt to set NBIFOM. For example the UE may not be allowed to retry adding an access on a PDN connection to this APN until it reboots.

NW-initiated IP Flow Mobility (PCRF-initiated IP-CAN Session Modification)
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1
The PCRF makes a policy decision to initiate IP flow mobility 

2
The PCRF sends the Policy and Charging Rules Provision (PCC Rules, etc) to the PCEF. The PCC rules may contain Access rule information. 

3
The GW/PCEF enforces the decision. The GW/PCEF generates Routing Rules as applicable based on the received PCC decision. 
4
Based on Access rule information received from the PCRF, the PGW may also provide Routing Rules to the UE. The UE acknowledges the Routing Rules
5
The PCEF sends Acknowledge Policy and Charging Rules Provisioning (accept or reject of the PCC rule operation(s)) to the PCRF
6.
The GW/PCEF creates/modifies/updates bearers on S5/S8 and/or S2a/S2b as needed


7
The GW/PCEF performs down-link IP flow routing based on the installed PCC rules

UE-initiated IP Flow Mobility (PCEF-initiated IP-CAN Session Modification)
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1.  (The PGW receives a Routing Rule request from the UE

2. The GW/PCEF provides an event report to the PCEF (e.g. in case PCRF has subscribed to the corresponding event). The PCRF forwards the requested IP flow mapping to the PCRF

3. PCRF analyses the information (RR etc), makes a policy decision  and may generate/modifies PCC rules with appropriate Access Type values

4. The PCRF sends an Acknowledge of IP‑CAN Session modification (PCC Rules etc) to the GW/PCEF

5. The PGW sends an acknowledgement to the UE

6. The GW/PCEF performs down-link IP flow routing based on the installed PCC rules

7. The GW/PCEF creates/modifies/updates bearers on S5/S8 and/or S2a/S2b as needed

7.7.3.1.6
Charging impacts 
When one Gy session per IP-CAN session is applicable, the Charging interfaces of the PGW are upgraded to support NBIFOM
· to support the notification to the charging entities (OCS/OFCS) that an IP-CAN session is simultaneously associated with different access that correspond to different values of parameters such as  IP-CAN Type, RAT-Type, Location.

· This means event reporting on Gy is defined for the PGW to be able to report when an access is added to / removed from a a NBIFOM PDN connection
· The CDR (“Call Detailed Report”) associated with an IP-CAN session that supports NBIFOM is updated to track when NBIFOM has occurred and to store the corresponding parameters (IP-CAN Type, …) of the various access supporting the NBIFOM PDN connection

· 
Editor’s Notes: It is FFS whether this means that when one Gy session per IP-CAN session is deployed, quota per Rating Group and access type needs to be negotiated over Gy. 

As per Rel-12 TS 23.203 [7], the PCEF reports usage information for each charging key (CK) value or each charging key/service identifier (CK/SI) combination. This applies also for NBIFOM. If charging per PDN Connections is used, traffic from different access legs may be included in the report for a CK or combination of CK/SI. In order to separate usage according to access leg, PCC rules for different access types need to have different CK or CK/SI.

As per Rel-12 TS 23.203 [7], credit management operates on a per charging key basis. This applies also for NBIFOM. Quota for a specific CK may be consumed by traffic traveling on different access legs. In order to separate quota management per access type if charging per PDN Connections is used, different CK need to be used for different access types.


-------  2nd change: The following corresponds to NEW text for the TR: text just copied from 7.7.3.1 and put in a new “solution” is nevertheless shown without revision marks -----
7.7.3.X 
Solution Ax: Support of Traffic sharing for a SDF
7.7.3.X.1
Overview

This solution builds upon the solution described in section 7.7.3.1 (and especially on 7.7.3.1.4) with additions described in this section 7.7.3.X
The IP traffic identified by an Access rule (within a PCC rule) may be allowed on only an access Type, or associated with a strict priority between different access types (all traffic is sent on the allowed access type of the highest priority that is available) or shared on multiple access Types. When the IP traffic identified by an PCC rule may be shared between multiple access types, this means that, at a given time, different IP flows of the IP traffic identified by the rule may be carried over different access. 

Nevertheless an IP flow cannot be shared i.e. all packets of an IP flow shall be sent on a single access.

NOTE: 
This is to avoid the reordering of the packets (of e.g. a TCP connection) that may occur when different access correspond to different transfer delays.

When IP traffic identified by an a PCC rule may be shared between different access, the PCRF sends “traffic-distribution” information to the PGW to indicate “traffic-distribution” information. Such information:
· Indicates per allowed access type, a “nominal-weight” that is used to determine which proportion of the IP traffic identified by the rule is to be sent on the different access currently supporting an IP-CAN session.
NOTE: 
When IP traffic identified by an a PCC rule may be shared between different access, PGW and UE decisions may lead to different access used in the UL and in the DL direction.

When NBIFOM applies to an IPCAN session, a PCC rule associates a SDF with 

-
“common” (access type independent)  parameters such as Rule Precedence, QCI, ARP

-
(Access rule information) parameters per Access Type such as the Rating Group, a potential Monitoring Key and a weight for load sharing (between the access(es)) of IP flows of the SDF. A weight of “0” indicates that the Access Type is actually forbidden

 (Control Plane Routing Rules signalling) The routing rules provided to the UE in case there is an Control Plane signalling of these routing rules to the UE has following format.

Table 7.7.3.X.3-1: Routing rules

	Routing Rule

Priority
	Routing Filter 
	Routing Access Type-1
	Weight
	Routing Access Type-2
	Weight

	a
	Description of IP flows…
	3GPP
	x
	WLAN
	0

	b
	Description of IP flows…
	3GPP
	x
	WLAN
	x

	b
	Description of IP flows…
	3GPP
	0
	WLAN
	x


NOTE: In the example above, flows identified by the first Routing Rule  cannot be sent over WLAN, flows identified by the Third Routing Rule cannot be sent over 3GPP while there is an even share of IP flows between 3GPP and WLAN for flows identified by the second Routing Rule .
-The Routing Rule priority in the Routing Rule sent to the UE is derived from the PCC rule priority.
------ 3rd change: The following corresponds to NEW text for the TR: text just copied from 7.7.3.1 and put in a new “solution” is nevertheless shown without revision marks ----- 

7.7.3.Y 
Solution Ay: Support of APN-AMBR per Access Type
7.7.3.Y.1
Overview

This solution builds upon the solution described in section 7.7.3.1 with additions described in this section 7.7.3.Y
Two levels of DL APN-AMBR are defined for an IP-CAN session

· APN-AMBR per IP-CAN session that controls the overall DL traffic sent for the  IP-CAN session
· (new feature) APN-AMBR per access Type of an IP-CAN session that controls the DL traffic sent over an Access Leg type within the IP-CAN session.  

The APN-AMBR per Access Type is defined at command level
The PCRF may subscribe to the event associated with the APN-AMBR being reached on a given access Type. The associated reporting from the PGW may allow the PCRF to change policies with regard to the access selection for SDF.
7.7.3.Z 
Solution Az: Access Type depending on TWAN-Id
7.7.3.Z.1
Overview

This solution builds upon the solution described in section 7.7.3.1 with additions described in this section 7.7.3.Z
It consists, for the case of TWAN, on the Access Type possibly referring to a TWAN-Id (as defined in 23.402 § 16.1.7) on top on the information listed in section 7.7.3.1. The TWAN-Id information that may be used as part of the Access Type is: 

· the SSID and / or 

· the TWAN PLMN-ID or on the TWAN Operator Name 
3GPP
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