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Abstract of the contribution: This contribution analysis the reference to external documents used in TS 23.402, TS 23.401, TS 23.203, TS 23.139 For each document the table indicates the reference which might be changed, for example since the IETF RFC has been updated or it obsolete, some considerations and suggests actions to be taken. 
1. Discussion
This contribution analysis the reference to external documents used in TS 23.402, TS 23.401, TS 23.203, TS 23.139 For each document the table indicates the reference which might be changed, for example since the IETF RFC has been updated or made obsolete, some analysis and suggested actions are proposed for considerations.
1.1 TS 23.402

Reference document Rel 12 v 6.0.0
	
	Current reference
	Reason for considering revision
	Difference analysis
	Impact analysis
	Recommendation
	Proposed Action
	Note for SA2

	1
	[8] IETF RFC 5213: "Proxy Mobile IPv6
	Update in RFC 6543
	RFC 6543 introduces two reserved IPv6 interface identifier for use with PMIPv6, both are 'SHOULD' be supported.

In 5213, the use of interface ID was assigned arbitrarily which led to complex configuration in domains that crossed a single administrative control.
	The MAG implementations would in effect be recommended to change behavior and act autonomously with respect to IPv6 prefix configuration rather than receive prefix assignment from the PGW (PMIPv6 LMA). This would result in both stage 2 changes in procedures 5.2 (see step C.4), 5.7 (e.g. 5.7.1 step A.3), etc. In short the address allocation procedures would be impacted at stage 2.
	The change should be made as it will make deployment of a PMIP-based S8 much simpler. This is especially important if PMIP based eSaMOG enabled ePDGs are used.

However the change of revision may impact the feature implementation. 
	FFS

This may lead to a Cat B or C CR
	Requires CR

Several references within the text in 23.402

	2
	[9] IETF RFC 5996, "Internet Key Exchange Protocol Version 2 (IKEv2)"
	Updated by RFC 5998.


	IKEv2 specifies that EAP authentication must be used together with responder authentication    based on public key signatures.  This is necessary with EAP    methods that provide only unilateral authentication using, e.g., one- time passwords or token cards.

IKEv2 mandates to use PKI which in many deployment is not realistic, so RFC 5998 specified how EAP methods that provide mutual authentication and key agreement can be used to provide extensible responder authentication for IKEv2 based on methods other than public key signatures
	In 3GPP WLAN interworking the assumption is to use AKA authentication method for accessing EPC. EAP-AKA supports mutual authentication, so the usage of RFC 5998 updates will avoid the usage of a PKI.
	In several procedures the step description refers to RFC 5996 as "the IKEv2 is terminated as defined in RFC 5996"

The change should be made since it avoid usage of PKI in 2b when USIM authentication is used. 


	-To add RFC 5998 to usage of RFC 5998

This may lead to  Cat B or C CR 

For which Rel should be discussed.

- to request guidance to SA3 and inform CT
	Requires CR

Several references within the text in 23.402

	3
	[11] IETF RFC 3748: "Extensible Authentication Protocol (EAP)"
	Updated by RFC 5247 and RFC 7057
	RFC 7057 " Update to the Extensible Authentication Protocol (EAP) Applicability Statement forApplication Bridging for Federated Access Beyond Web (ABFAB)" 

RFC 5247 specifies the EAP key hierarchy and provides a  framework for the transport and usage of keying material and    parameters generated by EAP methods. The EAP format is defined in 3748
	The RFC 3748 is referenced to indicate mainly that EAP protocol is used. In case of s2n that EAP is used over IKEv2. The use is not fully correct and not aligned with SA3 specification.  

The RFC 7057 is not applicable to the scenario considered in TS 23.402
	It is recommended to consider the addition of RFC 5247 or in case of description of IKEv2 to refer to RFC 5996 and RFC 5996 (also above comments to RFC 5996) 
	See recommendation
- to request guidance to SA3 and inform CT 
This may lead to  Cat F CR 


	Requires CR

Several references within the text in 23.402

	4
	[28] IETF RFC 2131: "Dynamic Host Configuration Protocol"
	Updated by RFC 3396, RFC 4361, RFC 5494, RFC 6842
	RFC 2131 is quite old RFC from 1997 and it has been updated by several RFCs.

RFC 5494 refers to ARP and not necessary to refer in the context of replacing RFC 2131.

RFC 6842 modifies the client identifier part.

RFC 3396 describes how to encoding long options.

RFC4361 defines how to encoding the client identifier
	
	To replace RFC 2131 with RFC 3396 and RFC 4361


	This may lead to  Cat F CR 

- to inform CT 


	Requires CR

Several references within the text in 23.402

	5
	[38] IETF RFC 4861: "Neighbor Discovery for IP Version 6 (IPv6)"
	Updated by RFC 5942, RFC 6980, RFC 7048, 
	RFC 5942 describes the most important difference: that an IPv6 address isn't automatically associated with an IPv6 on-link prefix. This document also updates (partially due to security concerns caused by incorrect implementations) a part of the definition of "on-link" from RFC 4861
RFC6980 analyzes the security implications of employing IPv6  fragmentation with Neighbor Discovery (ND) messages.  It updates RFC 4861 such that use of the IPv6 Fragmentation Header is forbidden in all Neighbor Discovery messages, defining counter measurement.
RFC 7048 updates RFVC 4861 specifying relaxed rules for Neighbor Discovery retransmissions that allow an implementation to choose different timeout behaviour based on whether   or not there are alternative neighbours

	The RFC 4861 has been updated in order to correct some part of specification mainly on the security aspects part and on IPv6 Fragmentation. The correction are essentiual for a correct implementation of Neibor discovery for IPv6.
	it is suggested to consider to replace RFC 4861 with the reference to RFC 5942, RFC 6980 and RFC 7048
	This may lead to  Cat B or C CR 

Inform CT
	

	6
	[56] IETF RFC 6267: "DHCPv6 Prefix Delegation for Network Mobility (NEMO)
	---
	----
	the RFC title does not corresponds to the RFC number. The correct number is RFC 6276


	Correct in reference clause RFC 6267 with RFC 6276


	CAT D CR
	---

	7
	[59] IETF RFC 4861: "Neighbor Discovery for IP version 6 (IPv6)"
	repetition, the RFC is already present in ref [38].
	---
	---
	Editorial revision
	Remove reference [59] and refers to [28]

Cat D CR for rel-13/rel-12
	Requires CR

2 references in the text 

	8
	[65] IEEE Std 802.1X-2004: "IEEE Standard for Local and Metropolitan Area Networks: Port-Based Network Access Control"
	Updated by 2010 version
	The 2010 version incorporate the extension defined in 802.1AE MAC security specifying protocols that establish secure associations for IEEE Std 802.1AE MAC Security
	The reference to 802.1X is present only in clause 16.1.2 for TWAN specifying that 3GPP-based network access authentication with EPC over WLAN shall be supported by UE as defined in clause 4.9.1 (pointing to 33.402) and, using IEEE Std 802.1X-2004 [65].
	the support EAP-based authentication with port control for WLAN in 2004 and 2010 is not changed.
	To replace 2004 with 2010 version

Cat F CR for rel-13/rel-12
- to inform CT & SA3


	Requires CR

Only 1 reference in text 

	9
	[66] IETF RFC 791: "Internet Protocol"
	updated by several RFCs such as RFC 3168, RFC 3260, RFC 6864, RFC 4301, RFC 6040 etc
	this is the initial RFC defining Internet for IPv4 from 1981 (!!!!)  which has been defined by several RFCs 
	In TS 23.402 there is only 1 occurrence for SaMOG related the request to UE to support IPv4 and IPv6.
	It is proposed to revise TS 23.402 text indicating that UE shall support IPv4 and IPv6 without any references to specific RFC, since it is anyway not completed and the requirement is well understood. Furthermore equivalent text does not exist in other part of the TS even if it is required that UE supports IPv4 and IPv6.


	Cat F CR for rel-13/rel-12


	Requires CR

Only 1 reference in text 

	10
	[67] IETF RFC 2460: "Internet Protocol, Version 6 (IPv6) Specification"
	Updated by several RFCs such as  RFC 5095, RFC 5722, RFC 5871, RFC 6437, RFC 6564, RFC 6935, RFC 6946, RFC 7045, RFC 7112, etc
	this is the initial RFC defining Internet for IPv4 from 1998 (!!!!)  which has been defined by several RFCs
	see above for [66]


	see above for [66]


	see above for [66]


	see above for [66]




1.2 TS 23.401

Reference document Rel 12 v 6.0.0

	
	Current reference
	Reason for considering revision
	Difference analysis
	Impact analysis
	Recommendation
	Proposed Action
	Note for SA2

	1
	[17] IETF RFC 1034 (1987): "Domain names – concepts and facilities" (STD 13)
	Updated by several RFC
	The original RFC is very old RFC which has be updates over the years with several RFC.
	in TS 23.401 it is refer to DNS function on PDN GW in clause 4.3.9.1

Several RFCs can be used as reference for DNS function, which use?
	FFS
	FFS
	

	2
	[19] IETF RFC 2131: "Dynamic Host Configuration Protocol"
	Updated by RFC 3396, RFC 4361, RFC 5494, RFC 6842
	RFC 2131 is quite old RFC from 1997 and it has been updated by several RFCs.

RFC 5494 refers to ARP and not necessary to refer in the context of replacing RFC 2131.

RFC 6842 modifies the client identifier part.

RFC 3396 describes how to encoding long options.

RFC4361 defines how to encoding the client identifier
	
	To replace RFC 2131 with RFC 3396 and RFC 4361


	This may lead to  Cat F CR 

- to inform CT 


	

	3
	[21] IETF RFC 3633: "IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP) version 6"
	Updated by RFC 6603
	RFC 6603 specification defines an optional mechanism to allow exclusion of one specific prefix from a delegated prefix set when using  DHCPv6-based prefix delegation
	The addition of RFC 6603 support is a new features, which may be considered if needed


	FFS
	This may lead to a Cat B or C CR
	Requires a CR to 23.401 to update all references in the main body 

	4
	[31] IETF RFC 3588: "Diameter Base Protocol"
	Obsoleted by RFC 6733
	
	
	To replace RFC 3588 with RFC 6733 
	CAT F CR

- inform CT
	Requires a CR to 23.401 to update all references in the main body 

	5
	32] IETF RFC 4861: "Neighbor Discovery for IP Version 6 (IPv6)"
	Updated by RFC 5942, RFC 6980, RFC 7048
	RFC 5942 describes the most important difference: that an IPv6 address isn't automatically associated with an IPv6 on-link prefix. This document also updates (partially due to security concerns caused by incorrect implementations) a part of the definition of "on-link" from RFC 4861
RFC6980 analyzes the security implications of employing IPv6  fragmentation with Neighbor Discovery (ND) messages.  It updates RFC 4861 such that use of the IPv6 Fragmentation Header is forbidden in all Neighbor Discovery messages, defining counter measurement.
RFC 7048 updates RFVC 4861 specifying relaxed rules for Neighbor Discovery retransmissions that allow an implementation to choose different timeout behaviour based on whether   or not there are alternative neighbours

	The RFC 4861 has been updated in order to correct some part of specification mainly on the security aspects part and on IPv6 Fragmentation. The correction are essential for a correct implementation of Neibor discovery for IPv6.
	it is suggested to consider to replace RFC 4861 with the reference to RFC 5942, RFC 6980 and RFC 7048
	This may lead to  Cat B or C CR 

Inform CT
	

	6
	[35] IETF RFC 4960: "Stream Control Transmission Protocol"
	Updated by RFC6096 and RFC7053 
	RFC6096 extension for chunk flags registration

RFC7053 extension for SACK-IMMEDIATELY


	The reference in TS 23.401 are for definition of SCTP, so is update required?


	No action required
	---
	---

	7
	[55] IETF RFC 3168: "The Addition of Explicit Congestion Notification (ECN) to IP"
	Updated by RFC 6040
	RFC 6040 ("Tunnelling of Explicit Congestion Notification") redefines how the explicit congestion notification  (ECN) field of the IP header should be constructed on entry to and exit from any IP-in-IP tunnel.  On encapsulation, it updates RFC 3168  to bring all IP-in-IP tunnels (v4 or v6) into line with RFC 4301  IPsec ECN processing.  On decapsulation, it updates both RFC 3168 and RFC 4301 to add new behaviours for previously unused combinations of  inner and outer headers.

(text above copied from RFC 6040)
	Should RFC 3168 be replaced with RFC 6040?


	
	This may lead to  Cat B or C CR 


	

	8
	[62] IETF RFC 3376: "Internet Group Management Protocol, Version 3"
	Updated by RFC 4604
	the RFC 4604 adds IGMPv3 and MLDv2 support

The RFC is referenced for LIPA together with RFC 3810 which is updated by RFC 4604
	Should RFC 3376 and RFC 3810 be replaced with RFC 4604?


	FFS
	FFS

This may lead to  Cat B or C CR 


	

	9
	[63] IETF RFC 3810: "Multicast Listener Discovery Version 2 (MLDv2) for IPv6"
	see comment above [62] 
	see comment above [62]
	see comment above [62]
	see comment above [62]
	see comment above [62]
	


1.3 TS 23.203

Reference document Rel 12 v 6.0.0

	
	Current reference
	Reason for considering revision
	Difference analysis
	Impact analysis
	Recommendation
	Note for SA2

	1
	[30] Broadband Forum WT-203: "Interworking between Next Generation Fixed and 3GPP Wireless Access" (work in progress)
	Approved by BBF
	No technical difference, since name changed per BBF process
	No impact on current spec since aligned during the work via LS exchanged
	Editorial replacement of WT-302 with TR-203

Cat D CR
	Requires a CR to 23.203 to update all references 

	2
	[31] Broadband Forum WT-134: "Policy Control Framework " (work in progress)
	Approved by BBF
	As above
	As above
	Editorial replacement of WT-134 with TR-134

Cat D CR
	Requires a CR to 23.203 to update all references 

	3
	[33] Broadband Forum WT-291: "Nodal Requirements for Interworking between Next Generation Fixed and 3GPP Wireless Access" (work in progress)
	Approved by BBF
	As above
	As above
	Editorial replacement of WT-291 with TR-291

Cat D CR
	Requires a CR to 23.203 to update all references 

	4
	[34a] Broadband Forum TR-124 issue 2: "Functional Requirements for Broadband Residential Gateway Devices"
	This document has been supersede by TR-124 issue 3 [34b], moreover it is never referenced in the main body
	---
	---
	Remove from references clause

Cat D CR
	Requires a CR to 23.203 to update all references 

	5
	[37] Broadband Forum WT-300: "Nodal Requirements for Converged Policy Management"
	Approved by BBF
	As above
	As above
	Editorial replacement of WT-300 with TR-300

Cat D CR
	Requires a CR to 23.203 to update all references 


1.4 TS 23.139

Reference document Rel 12 v 1.0.0

	
	Current reference
	Reason for considering revision
	Difference analysis
	Impact analysis
	Recommendation
	Note for SA2

	1
	[6] Broadband Forum WT-203: "Interworking between Next Generation Fixed and 3GPP Wireless Access" (work in progress).
	Approved by BBF
	No technical difference, since name changed per BBF process
	No impact on current spec since aligned during the work via LS exchanged
	Editorial replacement of WT-203 with TR-203

Cat D CR
	Requires a CR to 23.139 to update all references 

	2
	[10]
Broadband Forum WT-145: "Multi-service Broadband Network Functional Modules and Architecture " work in progress.
	Approved by BBF
	As above
	As above
	Editorial replacement of WT-145 to TR-145

Cat D CR
	Requires a CR to 23.139 to update all references 

	3
	[11]
Broadband Forum WT-134: "Policy Control Framework " work in progress.
	Approved by BBF
	As above
	As above
	Editorial replacement of WT-134 with TR-134

Cat D CR
	Requires a CR to 23.139 to update all references 

	4
	[30]
Broadband Forum WT-291: "Nodal Requirements for Interworking between Next Generation Fixed and 3GPP Wireless Access"
	Approved by BBF
	As above
	As above
	Editorial replacement of WT-291 with TR-291

Cat D CR
	Requires a CR to 23.139 to update all references 


1

