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Abstract of the contribution: This contribution introduces the SEES requirements about indication of the roaming status to the 3rd party and proposes to update the MONTE solution to address this requirement.
Introduction
The following SEES requirement is specified in TS22.101:
“The 3GPP Core Network shall be able to provide the following information about a UE that is served by the 3rd party service provider: 

-Indication of the roaming status (i.e. Roaming and No Roaming) and the serving network, when the UE starts/stops roaming, 

-Loss of connectivity of the UE, 
-Change or loss of the association between the ME and the UICC, 

-Communication failure events of the UE (e.g. for troubleshooting). 

-Reporting when the UE moves in/out of a geographic area that is indicated by the 3rd party, 

-Reporting when the UE changes Routing Area / Tracking Area / Location Area / Cell. 

NOTE: The area indicated by a 3rd party service provider can be mapped to the area used in the 3GPP network, i.e. a list of LAs/RAs/TAs. The 3rd party service provider can define a geographical area as shapes (e.g. polygons, circles) or civic addresses (streets, districts…) as referenced by OMA Presence API [53] e.g. defined by shape areas of IETF RFC-5491 [54] or by civic addresses defined in IETF RFC-5139 [55]. ”
This requirement is related to the ongoing MONTE work. This paper proposes to update “Solution 1: Monitoring via HSS” in MONTE TR to address the following SEES requirement:

- Indication of the roaming status (i.e. Roaming and No Roaming) and the serving network, when the UE starts/stops roaming
***** 1st CHANGE *****
6.1
Solution 1: Monitoring via HSS 
6.1.1
Description

6.1.1.1
General

An architecture model for monitoring via HSS is depicted in the following figure.
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Figure 6.1.1.1-1: Monitoring architecture model 

The main idea of the reference architecture is that the API-GWF receives the monitoring event subscription request or status queries from SCS or Application Server via API and distributes those to HSS in HPLMN. HSS based monitoring functionality provides monitoring event reports via API-GWF to SCS/AS. Whether an IWF is needed in addition for providing specific functionality is tbd.

6.1.1.2
Flow for Monitoring event configuration

Figure 6.1.1.2-1 illustrates the procedure of monitoring event configuration.
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Figure 6.1.1.2-1: Monitoring Configuration flow
1.
The SCS/AS sends a Monitoring Request to the API-GWF.

2.
The API-GWF checks that the SCS/AS is authorised to request monitoring and that the SCS/AS has not exceeded its quota or rate of submitting monitoring requests over Tsp. If this check fails the API-GWF sends a Monitoring Request Response message, i.e. proceeds with step 8. The need for an IWF is FFS, e.g. the quota or rate verification may be performed by an additional IWF if not performed by the API-GWF.
3.
More detailed authorization verification may be performed by the HSS, which verifies whether the requested monitoring events are permitted for the SCS/AS for the specifically targeted UE. If permitted, the HSS configures any monitoring events that are managed by the HSS and stores the SCS/AS ID for reporting when the event happens. If the HSS managed monitoring events require also reporting from serving CN nodes the HSS conifgures monitoring events in serving CN nodes.

4
The HSS sends a Subs-Notif Resp message indicating which monitoring events are configured successfully and which failed, possibly indicating a cause per failed monitoring event. 
5.
If the HSS managed monitoring events require reporting from serving CN nodes the HSS configures monitoring events in serving CN nodes. Depending on the event there may be different messages for configuring events or querying state information. E.g. for UE reachability it may be the message UE-REACHABILITY-NOTIFICATION-REQUEST. For other events it may be through the existing subscription downloading procedures (e.g., during Attach/RAU/TAU procedure etc. or as part of an Insert Subscriber Data procedure). 

6.
SGSN/MME configures the requested monitoring events and confirms success or failure to HSS.


When the monitoring request requires the involvement of other nodes (e.g. eNB, SGW, PGW/GGSN), the SGSN/MME propagates the monitoring request towards these nodes.

7.
The API-GWF sends a Monitoring Request Response indicating which monitoring events are configured successfully and which failed, possibly indication a cause per failed monitoring event.
Monitoring configuration that is stored in HSS and relevant for SGSN/MME is sent to SGSN/MME any time when the HSS provisions the SGSN/MME with subscriber data, e.g. during an attach, or when a need for configuring events occurs.

6.1.1.3
Monitoring event reporting flows

6.1.1.3.1
Monitoring event reporting via HSS
The figure 6.1.1.3.1-1 illustrates reporting monitoring events from SGSN/MME to SCS/AS via API-GWF.
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Figure 6.1.1.3.1-1: Monitoring event reporting

1.
Depending on the monitoring event, the SGSN/MME detects a monitoring event and reports it to HSS using the signalling that applies for the specific event, e.g. UE-Activity-Notification for UEs that become reachable.

2.
Depending on the monitoring event the HSS forwards a received notification or the HSS itself detects an event. The HSS reports the HSS or SGSN/MME detected monitoring event to the API-GWF using Sh Notification signalling. HSS report includes the SCS/AS ID.

3.
The API-GWF sends monitoring event report to the appropriate SCS/AS.

6.1.1.4
Specific Monitoring Event handling

Using Sh interface, which is designed for providing Application Servers with HSS based or HSS accessible information, the full set of information that is defined for Sh becomes available for monitoring via HSS when Sh accessible information is exposed by the API-GW. This includes already “UE Reachability” as well as various other status information, like MM and SM status or also location information (with granularity: node, registration area, cell, RAT, time zone) and that with or without paging the UE for determining the information.

Additional, not yet supported monitoring events are described in the following.
Monitoring Event: Change of the association between the ME and the UICC

This event is configured in the HSS. Attach and other procedures today already transfer any changed IMEI-SV to the HSS, to some extent depending on activation of other features like ADD. This functionality is new only for the HSS. The HSS compares the received IMEI-SV with the stored IMEI-SV and reports any difference towards the SCS/AS that subscribed to that information.

As an action it may be configured in HSS that only the stored IMEI-SV is permitted to receive services from the network. Any registration request from a UE with a different IMEI-SV gets rejected by the HSS.
Monitoring Event: Loss of connectivity

The event is also described under monitoring via PCC, but for GBR bearers. Those bearers get released when the UE is lost, which triggers already PCC events. For UEs not using GBR bearers the request for notifying is configured in the serving nodes similar to the request to inform the HSS when the UE becomes active. For the “loss of connectivity” the serving node notifies the HSS when the UE’s periodic re-registration (RAU or TAU) is missing. The HSS notifies the SCS/AS. When subscribing to this event the SCS/AS may provide a time period value after which “loss of connectivity” shall be detected. This time period value determines the periodic RAU/TAU timers for the UE
Editor’s note: The impacts to existing functions and signalling as a result of reporting of RAU/TAU timer expiration from the serving node are FFS. 

Monitoring Event: Indication of roaming status

This event is subscribed at the HSS, and the event reporting condition may be per starting/stopping roaming, per serving PLMN change or per roaming country change. Attach and other mobility management procedures already transfer location update notification to HSS, and HSS can identify the roaming status from the serving PLMN ID. Event reporting is triggering by the requested condition. The HSS reports the notification (i.e. Roaming/No roaming, the serving PLMN ID, roamed to country) to the SCEF.

In addition to the event condition to report when roaming starts/stops, the serving PLMN or the visited country changes, the monitoring request also indicates whether continuous reporting or a limited number of reports is requested. A request for a single report is assumed to deliver immediately the current status, like also any other request delivers as the first event report the current status that is then the basis for any subsequent reports of changes.
6.1.2
Impacts on existing nodes and functionality
API-GWF will need to:

-
use the Sh interface for subscribing to monitoring events and for receiving notifications when subscribed events happen.

HSS will need to:

-
act basically unchanged for handling events or status queries that the HSS already supports. For example, UE reachability and various other status information is already offered via Sh.

-
The HSS needs to implement the new subscription related events when any new events are identified and agreed as being added to the set of already supported events.
Other entities like SGSN/MME and SGW/PGW/GGSN will need to:

-
act basically unchanged for handling events or status queries that the entities already supports 
-
implement new event monitoring and reporting actions when new events are identified and agreed as being added to the set of already supported events.
6.1.3
Solution Evaluation

Benefits:

-
Session and subscription based monitoring are offered with efficient reuse of already existing monitoring functionality.

-
Control of access to that monitoring functionality is performed by the API-GWF, not adding this to HSS functionality.

Drawbacks:

· Increases performance needs for involved network entities, e.g. increases signalling traffic and storage needs in HSS.
· ***** End of CHANGE *****
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7. Monitoring Request Response
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