SA WG2 Temporary Document

Page 1

SA WG2 Meeting #105
S2-143229
13 - 17 October 2014, Sapporo, Japan
(revision of S2-14xxxx)
Source:
Huawei
Title:
Update of T5 solution
Document for:
Approval
Agenda Item:
7.9
Work Item / Release:
Rel-13
Abstract of the contribution: This contribution proposes the update of Solution 3 'Monitoring using T5'.
Introduction
The T5 solution was developed for triggering. It was never concluded on whether and how to store trigger requests. Here in the paper updating the T5 approach it is proposed to store subscriptions/configuration of monitoring event in the HSS. Storing event subscriptions only in serving node is not sufficient as there are various situations where a new serving node cannot derive the old node and therefore not receive subscribed/configured monitoring events from an old node. Therefore it is proposed in this paper to reduce the description to the option of storing in HSS and transfer at node change always from HSS. It is also better for avoiding any race conditions as any continuously subscribed events should be only reported after the new node fully serves the UE. So that not, for example, downlink data are triggered at AS while the new node has not yet allocated a new SGW.

For the update of the T5 monitoring approach it is considered that its main advantage is reducing load on other network entities for events that cause frequent event reporting, like continuous report of cell changes or always reporting when PSM UEs are reachable for downlink data. The update focuses on efficient support of such scenarios.

***** 1st CHANGE *****
6.3
Solution 3 - Monitoring using T5
6.3.1


General description

This solution is based on the current architecture for Machine Type communication defined in TS 23.682 [3] and utilizes in addiiton T5 reference point for monitoring event reporting.

Before the detection and reporting of Monitoring events, the Monitoring configuration data is provided to the network entities which perform the detection and reporting of Monitoring events. The Monitoring configuration data provides the information related to the detection/reporting of Monitoring events, such as: the Monitoring event type, corresponding actions to the event, the identity of SCS/AS which subscribes via SCEF the Monitoring events, the activation/deactivation of each Monitoring event, etc.
In this solution, the MTC Monitoring configuration can be performed in the following way:

-
The MTC Monitoring configuration data is stored as part of UE data in HSS, and downloaded to the SGSN/MME during Attach or any SGSN/MME node change Procedures or pushed to the serving MME/SGSN when a monitoring event is subscribed or modified.
-
The SCS/AS sends requests to the SCEF to configure, activate, deactivate or trigger report delivery for a particular monitoring event. The SCEF instructs the HSS to perform corresponding actions.


To support MTC Monitoring feature in roaming scenario, an interoperator agreement needs to be made between HPLMN and VPLMN, and the T5 interfaces need to be designed to support roaming.
Editor's note:
It is FFS whether part of the described functionality is provided by an IWF instead of providing it by the API-GWF.

Editor’s Note: API-GWF denotes the functional entity that exposes monitoring API. Terminology needs to be aligned with agreed terminology in AESE work item.  
6.3.1.1
MTC monitoring configuration at SGSN/MME
Figure 6.3.1.1-1 illustrates the procedure of MTC Monitoring configuration at SGSN/MME.




Figure 6.3.1.1-1: Monitoring call flow at SGSN/MME using T5
1.
The SCS/AS sends a Monitoring Request message to the SCEF to configure delivery of a particular monitoring event. SCS/AS provides other monitoring configuration data as part of Monitoring Request message such as Monitoring Event ID and associated parameters, Monitoring Event Priority, Monitoring Destination node etc.

2,3.
The SCEF checks that the SCS/AS is authorised to send monitoring requests and that the SCS/AS has not exceeded its quota or rate of submitting monitoring requests. If this check fails the SCEF sends a Monitoring Answer message with a cause value indicating the reason for the failure condition and the flow stops at this step. Otherwise, the SCEF confirms acceptance of the request.

4-6.
The SCEF sends a Submit Request message to the HSS. The HSS authorizes the request details (e.g.: Monitoring Event ID). Permitted monitoring events are configured in HSS as part of HSS stored UE data. The HSS verifies the monitoring event information and if authorized the HSS stores the event subscription and responds to the SCEF.

7.
Based on type of event action requested the HSS determines the destination node for monitoring event based on the information received from SCS/AS. For example in case of monitoring event configuration (or activation/deactivation) at MME, HSS sends a Submit Request message to the MME with the monitoring event data.
8.
MME on receiving submit request configures (or activates/deactivate) monitoring event and generates Monitoring configuration context. Alternatively, SGSN/MME gets MTC Monitoring configuration data downloaded from HSS as part of UE subscription download procedure, e.g. during Attach or TAU procedure with MME change.


The Monitoring configuration context are stored as part of UE context. 

 
The MME responds to the HSS.
6.3.1.2
Detection of monitoring events

Monitoring event can be detected by different nodes depending on event type. When Monitoring event are detected, the Monitoring event reports are generated and sent out. 


6.3.1.3
Reporting of monitoring events from SGSN/MME

The following figure illustrates the procedure flow of reporting Monitoring events to the SCS/AS.
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Figure 6.3.1.3-1 Reporting monitoring events from the SGSN/MME
1.
A monitoring event is detected by SGSN/MME.
2.
The SGSN/MME sends a Monitoring event report to the SCEF. The SCEF address is stored by the SGSN/MME as part of the subscribed event. Alternatively the SCEF address is derived from some SCEF FQDN that may be constructed considering APN FQDN construction rules. The SGSN/MME includes the Identity of the Monitoring Destination node.



5.
The SCEF sends the Monitoring event report to the Monitoring Destination node.
6.3.1.4
Specific Monitoring Event handling

Monitoring Event: Loss of connectivity

For the “loss of connectivity” the serving node reports to SCEF when the UE’s periodic re-registration (RAU or TAU) is missing. When subscribing to this event the SCS/AS may provide a time period value after which “loss of connectivity” shall be detected. This time period value determines the periodic RAU/TAU timers for the UE.
Editor’s note: The impacts to existing functions and signalling as a result of reporting of RAU/TAU timer expiration from the serving node are FFS. 
Monitoring Event: Location change with cell level accuracy

The serving node reports to SCEF when the UE is active in new cell. The SCEF maps that cell to a geo-location and reports to teh requestor. When subscribing to location events the service requestor may indicate the required location accuracy. If it allows for cell level tracking, the SCEF select this mechanism here. If only a single event report is requested, the HSS may just inquire the serving MME/SGSN instead of pushing subscriber data with the monitoring event information to the MME/SGSN.
Editor’s note: FFS whether and how to provide periodic location reporting with this mechanism.

Monitoring Event: UE reachability

The serving node reports to SCEF when the UE becomes active, i.e. connected, e.g. for UEs using Power Saving Mode. The SCEF reports to SCS/AS, which may use this, for example, as a trigger for sending data to the UE. When subscribing to this event, the service requestor indicates whether single or continuous reporting is wanted.
6.3.1.4
Charging

Charging is provided on per Monitoring event detection/report basis. The SGSN/MME and SCEF generate CDRs taking into account successful and unsuccessful delivery of Monitoring event report.

6.3.2
Impacts on existing nodes and functionality

-
T5 interface needs to be enhanced to support new messages and/or new IEs for Monitoring.

-
HSS needs to store monitoring events configuration data as part of stored UE data and needs to respond to SCEF interrogation.

-
MME/SGSN need to detect configured monitoring event and report to SCEF.

6.3.3
Solution evaluation

***** End of CHANGE *****
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