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Introduction

This contribution discusses PCC aspects of NBIFOM. In particular different options for how to control NBIFOM from the PCRF are analysed. It is proposed to add a solution description to TR 23.861.
The analysis in this paper is based on the assumption that PCRF control of NBIFOM shall be supported, both for UE-initiated and NW-initiated cases.
Discussion

Solution options
There are at least two options for how the routing information can be provided from PCRF to PGW/PCEF:

Solution alternative 1: Extended PCC rules

In this solution the PCRF includes the routing information in PCC rules, i.e. the PCRF provides the routing policy as PCC rules enhanced with IP-CAN Type (ICT). DL routing in the PGW onto S5/S8 or S2a/S2b is based on the PCC Rules. The packet filters (SDF template) and precedence in PCC rules are thus used for both mapping to bearers and mapping to access (S5/S8 vs S2a/S2b).
Solution alternative 2: Routing Rules separate from PCC rules. 

In this solution the PCRF provides Routing Rules / Routing Policy that is separate from the PCC rules. Basically the PCC rules and Routing Rules (RR) are logically separate and are used for different purposes:
· PCC rules are used to control QoS, bearer mapping, charging, bit rate enforcement, application detection etc.

· Routing Rules are used to control access leg selection 

The Routing Rules and PCC rules have separate IP filters and precedence. In addition to IP filters and precedence, a RR also contains an Access Type / IP-CAN Type but it does not contain QCI, ARP, bit rate parameters etc. A PCC rule is defined as per current specifications, i.e. it contains QCI, ARP, bit rates etc. Whether the PCC rule in this case also needs to contain an IP-CAN Type is discussed below. The PGW performs DL routing in the PGW onto either S5/S8 or S2a/S2b based on the RR while it performs the bearer mapping based on the current PCC architecture using PCC rules.
Analysis
In this section we analyse the properties of the two solution options. We divide the analysis into different categories.
NW-initiated NBIFOM

In the NW-initiated case, the PCRF take the initiative to provide updated IP flow routing decision to the PGW, e.g. with the intent to move an IP flow from one access to another.
For solution 1, the PCRF provides new or modified PCC rules to the PGW, or deactivates existing PCC rules. Each PCC rule contains an IP-CAN Type (ICT) parameter. The PGW takes the new/modified/removed PCC rules into account, including the ICT parameter in each rule, and constructs Routing Rules that are sent to the UE. The PGW also performs the “legacy” PCEF functionality based on the PCC rules, including triggering bearer procedures. Since each PCC rule contains an ICT parameter, it is straightforward for the PCEF to determine in what access leg to apply the PCC rule, bearer binding etc. The PCC rules are used both to map DL traffic to the right access leg as well as to the right bearer. 
For solution 2, the PCRF provides new or modified Routing Rules (RR) to the PGW. Based on the received RR received on Gx, the PGW constructs RR that is forwarded to the UE. The PCRF may also need to provide updated PCC rules to the PCEF depending on the updated IP flow routing decision. 

A key open question in this solution 2 is whether there is a relation or coordination between RRs and PCC rules on Gx, or if RRs and PCC rules are completely decoupled. These two cases are discussed as sub-alternatives to solution 2 below.
Solution 2a: coordinated PCC rules and RR: 

In order to ensure that the current bearer binding concept can be maintained (i.e. one PCC rule maps to one IP-CAN bearer) it needs to be ensured that: 

· The IP filters of a PCC rule does not overlap with the IP filters of multiple RRs with different access type parameters. I.e. one PCC rule must not be split over multiple access legs.
· In order to make bearer binding and, if needed, perform bearer operations with a single IP-CAN bearer, the PCEF needs to know what access type the traffic matching a PCC rule will use. 
To achieve this, coordination between RRs and PCC rules is needed. For example, some entity (e.g. PCRF) would need to analyse the RR and determine what access will be used for the SDF traffic. Also, the PCRF may need to create new PCC rules or split existing PCC rules in order to ensure that they are not covering multiple access legs. In practice each PCC rule would need to be marked with an access type / IP-CAN type to allow PCEF to make the correct bearer binding (i.e. bearer binding based on not only QCI/ARP but also based on Access Type / IP-CAN Type). 

This solution is basically the same as solution 1, with the addition that two correlated sets of IP filters (instead of one set of filters) are provided over Gx. There does not seem to be any benefit with this approach compared to solution 1, and therefore this variant is not considered further.

Solution 2b: uncoordinated PCC rules and RR:

If coordination between RRs and PCC rules is not done, the PCEF is not aware beforehand what access will be used by traffic matching a PCC rule. A match with a RR is needed in order to determine access leg (or in case of no match; default access is used). The PGW thus performs detection against two sets of IP filters that are not correlated: the set of SDF filters in the PCC rules and the set of routing filters in the RRs. The two matches together determine what access leg and bearer will be used for DL traffic. 
However, even in this case there is a need to allow the PCEF to do bearer binding (and perform bearer operations) for the PCC rules. If the PCEF does not know beforehand what access-leg a packet matching a PCC rule will use, the PCEF does not know in what access leg to do bearer binding. Therefore PCEF would basically need to do the same bearer operations in both access legs and bind each PCC rule to a bearer in each leg. Alternatively the PCRF could provide multiple PCC rules for the same SDF templates, one PCC rule for each access leg. The PCEF could then bind each PCC rule to a single bearer only. When preforming SDF detection, the access type determined by a RR match is used by PCEF as “tie breaker” between the two PCC rules. The common aspect of these solutions is that the same SDF template need to be bound to both access legs (either as one of two PCC rules). A drawback with solution 2b is thus that the amount of rules (RR and PCC rules) are multiplied and that all bearers need to be established in both access legs even though the RR only directs traffic to one of the legs. 
Note that a more close analysis of this option would be needed to understand whether it is feasible. Introducing “double bearer binding” is a significant change to the baseline PCC architecture and risk impacting large portions of PCC.
UE-initiated NBIFOM

In case of UE-initiated NBIFOM, the UE sends a request to the network for adding/modifying/removing Routing Rules. For both solutions 1 and 2, it is assumed that the PGW forwards the RR to the PCRF. This is similar to how the rel-10 solution for S2c specified. (Note however that for the S2c rel-10 solution, there is no NW-initiated option.)

For solution 1, the PCRF needs to “map” the new/updated/removed IP flow routing into PCC rules and provide those PCC rules to the PGW. In order to do this the PCRF would need to analyse the RR IP filters, precedence and Access Type to identify what existing PCC rules are impacted, if new PCC rules need to be created or if PCC rules need to be removed. If the RR overlaps with existing PCC rule(s), the PCRF may need to split the PCC rules in order to ensure that each PCC rule is only associated with a single access leg. The PCRF then updates the IP-CAN Type value in each affected PCC rule based on the RR analysis. This RR analysis is similar to what was described for solution 2a in the NW-initiated case above, and is also similar to the rel-10 solution for S2c. 
For solution 2, the PCRF may authorize the request from the UE, and then send an acknowledgement to the PGW. Similar to the solution 2 NW-initiated case there is however also a need sort out the bearer binding aspects. See above for a description. 
Charging and usage monitoring (i.e. PCRF control of charging and usage monitoring per access)

When NBIFOM is used, there is likely a desire to be able to charge separately per access used. In the current standard, the usage is reported by PCEF on a Charging Key (CK) granularity, or on a CK and  Service Identifier (SI) granularity. In order to reduce the impact to the 3GPP system, it is desirable that this property is maintained also when NBIFOM is used. 

For solution 1 this capability is naturally maintained since each PCC rules is associated with a specific access technology and the PCRF can provide the appropriate CK, etc for the IP-CAN Type. In order to support different charging per access type, different CK can be used in 3GPP and Wi-Fi respectively. 

For solution 2b, where PCC rules and RR are uncorrelated and PCC rule(s) for the same SDF are bound to both accesses, other solutions are needed. The PCRF may e.g. provide multiple PCC rules for each SDF template, one PCC rule for each IP-CAN Type with different values of CK, etc.

Similar considerations apply to usage monitoring, i.e. different MK can be used per IP-CAN Type. Usage monitoring is however still performed on an MK granularity.

Summary 
Below the pros and cons of each solution option is summarized.
Solution 1 (extended PCC rules)
Pros

· Only a single set of packet filters for a PDN Connection. Easier to ensure consistency.

· Limited impact to PCC. Existing bearer binding concepts can be essentially maintained.
· Fully integrated with PCC

Cons

· In UE-initiated case, the PCRF needs to “translate” the UE-requested RR updates into PCC rules

Solution 2a (separate RR, where PCC rules are correlated with the RR)

Pros

· ?

Cons

· No clear benefits over solution 1. The same RR analysis needs to be supported as for solution 1. 

· Two sets of filter rules (RR and PCC rules) on Gx and in PGW for no apparent reason

Solution 2b (separate RR, where PCC rules are completely uncorrelated from RR)

Pros

· RR analysis not needed in the network: no correlation between RR and PCC rules is needed

Cons

· Two sets of filter rules (RR and PCC rules) on Gx is more complex and has higher risk of inconsistencies. Also requires double IP filter detection in PGW.
· Requires that bearers are duplicated in both access legs even though they are only used in one access leg. 
· Bearer binding procedures are impacted (detailed impact is unclear)

Conclusion and Proposal

Our understanding is that Solution 1 (extended PCC rules) is the simplest solution, has least impact on PCC, and least risk for inconsistent routing and QoS/charging policies. 

It is proposed to update TR 23.861 as follows:

NOTE: In the changes below, the “advanced” features that go beyond an extension of PCC to support basic NBIFOM features have been removed in order to only capture the baseline solution in one clause. As discussed on the pre-meeting conference call, the more “advanced” features would be captured in separate clauses. 
7.7.3.1 
Solution A: PCC rules related with the Access Type – Notifications related with the Access Type

7.7.3.1.1
Definitions
NBIFOM allows a PDN connection to use simultaneously multiple accesses e.g.

· An access which is via 3GPP access and  is connected over S5/S8 to a PGW

· An access which is via non-3GPP access is connected over S2a / S2b to a PGW

An access leg represents all the resources supporting a PDN connection over an access e.g.

· For an access leg over a 3GPP access: S5/S8 tunnels and the corresponding radio bearers over a 3GPP radio

· For an access leg over a TWAN: S2a tunnels and the corresponding resources over the TWAN

· For an access leg over a Non Trusted access: S2b tunnels and the corresponding IKE/IPsec resources 

Access legs that simultaneously support the same PDN connection are said to be bonded. As an extension a PDN connection where NBIFOM applies is said to be a bonded PDN connection.

Editor’s Note: the content of this sub-clause might be better moved to sub-clause 3.1

7.7.3.1.2
Overview
This sub-clause focuses on the PCC impacts of NBIFOM, i.e. on the key issue #7. The PCC mechanisms that are described are meant to be applicable in following cases:

· Usage of either S2a or S2b as NBM reference point for the Non 3gpp access leg of an IP-CAN session.

NOTE: The PCC interface is meant to be independent of the signalling means between the PGW and the UE 

· UE-initiated NBIFOM and Network-initiated NBIFOM
Editor’s Note: the current version of this solution focuses on GTP based NBM. Impacts of PMIP based NBM are FFS 

Due to NBIFOM, the Policy control interface (Gx) between the PCRF and the PGW is modified as follows: 

-
The PCRF can control whether a given IP-CAN session may benefit of NBIFOM 
· 
· For its decision, the PCRF decision may rely on UE request, network capabilities, user subscription (SPR) and on local policies.
-
The PGW can notify the PCRF with which access legs currently supports an IP-CAN session and for each of these access legs provide the PCRF with information such as the IP-CAN Type, RAT-Type, the UE location Information
-
The PCRF may decide that NBIFOM is no more possible for an IP-CAN session (e.g. when some traffic threshold has been crossed). When NBIFOM is not possible, the PCRF indicates to the PGW the access legs to release. Proper signalling is sent to the UE for the UE not to retry immediately bonding for the corresponding PDN connection. 
-
PCC rule is enhanced to contain an IP-CAN Type (ICT) parameter: 

- 
The IP-CAN Type parameter describes in what access leg (S5/S8 or S2a/S2b) the traffic described by the SDF template shall be routed. 

- 
The GW/PCEF makes bearer binding to an IP-CAN bearer in the access-leg described by the ICT parameter.   

- 
The GW/PCEF performs down-link IP flow routing decision based on the PCC rules enhanced with ICT.

- 
For network-initiated NBIFOM: 

- 
the PCRF can control the (IP flow) access routing decisions by providing the PGW with PCC rules that include the access-leg-routing information for a IP-CAN session. 

- 
the GW/PCEF is enhanced to generate Routing Rules based on the PCC rules. 
- 
For Network-initiated NBIFOM: 
- 
the PCRF can control the (IP flow) access routing decisions by providing the PGW with Access-leg-routing information for a “bonded” IP-CAN session. The access routing decisions are provided to the PGW with PCC rules that include the access-leg-routing information for a IP-CAN session. 
- 
the GW/PCEF is enhanced to generate Routing Rules based on the PCC rules. 
-
For UE-initiated NBIFOM: 
- 
the PGW can notify the PCRF with the mapping between IP Flows and access legs as in case of S2c based IFOM. The corresponding Gx signalling is nevertheless modified as an access leg cannot be identified by a Care Of Address (as in case of S2c based IFOM). 
-
the PCRF analyses and authorizes the requested mapping between IP Flows and access legs and creates/modifies/deactivates corresponding PCC rules 

- 
the PCRF provides the PGW with PCC rules that includes the access-leg-routing information for a IP-CAN session fulfilling the UE-initiated IP flow mobility request. 

- 
Usage Monitoring: As per rel-12 TS 23.203 [7], usage monitoring on Gx is supported on a Monitoring Key (MK) granularity. This applies also for NBIFOM. To support Usage Monitoring per Access Type, the PCRF shall be able to set different Usage Monitoring Keys for traffic exchanged on different Access legs.


The Data model of an IP-CAN session is modified as follows: Over Gx an intermediate level of information i.e. the access leg is introduced between the IP-CAN session level and the SDF/PCC rule level. This leads to following split up of information handled over Gx 

· Parameters associated with an IP-CAN session: IMSI, IP address / IPv6 Prefix, APN, APN-AMBR, etc…

· Parameters associated with an access leg: IP-CAN Type, RAT-Type, Location information (Cell Id, TWAN Id,…),  etc..

· Parameters associated with a PCC rule: SDF description, Rating group, QCI, ARP, GBR, gate info, 

· 
· 








· 








7.7.3.1.5
Flows
NOTE:
 The whole sub-clause focuses on the Gx additions related with NBIFOM. 

Editor’s Note: The Figures need to be revisited to be editable

7.7.3.1.5.1

Initial Attach (IP-CAN Session Establishment)
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V  -  PCRF      H  -  PCRF      SPR     

Roaming Scenarios     

4 . Policy Decision  

1 .    Establish IP   -   CAN Bearer Request  

2 . Indication of IP CAN Session Establishment  

3 .  Profile Request  

5 . Acknowledge IP CAN Session Esta blishment  

6 .    Establish IP  CAN Bearer   Response  

7 . IP CAN Bearer Signaling  


1. The GW/PCEF receives a request for creating a PDN Connection. The UE may provide a request for NBIFOM. The GW/PCEF also receives indication(s) whether the MME, SGSN, SGW are NBIFOM capable. 

2. The GW/PCEF sends a request for iP-CAN session establishment. The GW/PCEF also provides an indication about whether NBIFOM is requested for the PDN Connection.    
3. The PCRF may download the subscription profile 
4. PCRF makes a policy decision based on the received information

5. The PCRF sends an Acknowledge of IP‑CAN Session establishment (PCC Rules etc) to the GW/PCEF

6. THE GW/PCEF replies to the request for creating a PDN Connection

7. The GW/PCEF updates bearers as needed

Addition of access leg (PCEF-initiated IP-CAN Session Modification)
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P G W/ PCEF  

V  -  PCRF      H  -  PCRF     

Roaming Scenarios     

3 . Policy D ecision  

1 .    Addition of access leg   to a PDN Co nnection  

2 . Indication of IP CAN Session  Modification  

4 . Acknowledge IP CAN Session Establishment  

5 .    Ack  

7 . IP CAN Bearer Signaling  

6. Route IP flows on S5/S8    and S2a/S2b as indicated    by PCC rules  


1. The PGW receives an indication that an access leg is added to the PDN Connection 

2. The GW/PCEF provides an event report to the PCEF (e.g. in case PCRF has subscribed to the corresponding event). In case an access type is added the GW/PCEF includes the IP-CAN Type, Location information etc. 

3. PCRF makes a policy decision  and generates/modifies PCC rules with appropriate IP-CAN Type values

4. The PCRF sends an Acknowledge of IP‑CAN Session modification (PCC Rules etc) to the GW/PCEF

5. The PGW sends an acknowledgement to the UE

6. The GW/PCEF performs down-link IP flow routing based on the installed PCC rules

7. The GW/PCEF updates bearers on S5/S8 and/or S2a/S2b as needed

NW-initiated IP Flow Mobility (PCRF-initiated IP-CAN Session Modification)
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PGW/PCEF  

V  -  PCRF      H  -  PCRF     

Roaming Scenarios     

1 . Policy Decision  

2 .  PCC Rule P r o vision  

7 .  Ack  

4 .    Send Routing Rules to UE  

8 . IP CAN Bearer Signaling  

6. Route IP flows on S5/S8    an d S2a/S2b as indicated    by PCC rules  

3. Generate/Modify    Routing Rules based    on PCC Rules  

5.    Ack  


1. The PCRF makes a policy decision to initiate IP flow mobility 

2. The PCRF sends the Policy and Charging Rules Provision (PCC Rules, etc) to the PCEF. Each dynamic PCC rule contains an IP-CAN Type. 

3. The GW/PCEF enforces the decision. The GW/PCEF generates Routing Rules as applicable based on the received PCC decision

4. The GW/PCEF provides new/updated/removed RR to the UE as applicable

5. The UE acknowledges the RR 

6. The GW/PCEF performs down-link IP flow routing based on the installed PCC rules

7. The PCEF sends Acknowledge Policy and Charging Rules Provisioning (accept or reject of the PCC rule operation(s)) to the PCRF.
8. The GW/PCEF updates bearers on S5/S8 and/or S2a/S2b as needed

UE-initiated IP Flow Mobility (PCEF-initiated IP-CAN Session Modification)
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P GW / PCEF  

V  -  PCRF      H  -  PCRF     

Roaming Scenarios     

3 .  Policy Decision  

1 .    Updated RR from the UE  

2 . Indication of IP CAN Session  Modification   (Updated RR)  

4 . Acknowledge IP CAN Session  Modification  

5 .     Ack  

7 . IP CAN Bearer Signaling  

6. Route IP flows on S5/S8    and S2a/S2b as indicated    by PCC rules  


1. The PGW receives a Routing Rule request from the UE

2. The GW/PCEF provides an event report to the PCEF (e.g. in case PCRF has subscribed to the corresponding event). The PCRF forwards the requested IP flow mapping to the PCRF

3. PCRF analyses the information (RR etc), makes a policy decision  and generates/modifies PCC rules with appropriate IP-CAN Type values

4. The PCRF sends an Acknowledge of IP‑CAN Session modification (PCC Rules etc) to the GW/PCEF

5. The PGW sends an acknowledgement to the UE

6. The GW/PCEF performs down-link IP flow routing based on the installed PCC rules

7. The GW/PCEF updates bearers on S5/S8 and/or S2a/S2b as needed
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7.7.3.1.6
Charging impacts 
When one Gy session per IP-CAN session is applicable, the Charging interfaces of the PGW are upgraded to support NBIFOM
· to support the notification to the charging entities (OCS/OFCS) that an IP-CAN session is simultaneously associated with different access legs that correspond to different values of parameters such as  IP-CAN Type, RAT-Type, Location.

· This means event reporting on Gy is defined for the PGW to be able to report when an access leg is added / removed from a bonded IP-CAN session
· The CDR (“Call Detailed Report”) associated with an IP-CAN session that supports bonding is updated to track when bonding has occurred and to store the corresponding features of the various access legs supporting the bonded PDN connection

· 

As per Rel-12 TS 23.203 [7], the PCEF reports usage information for each charging key (CK) value or each charging key/service identifier (CK/SI) combination. This applies also for NBIFOM. If charging per PDN Connections is used, traffic from different access legs may be included in the report for a CK or combination of CK/SI. In order to separate usage according to access leg, PCC rules for different access types need to have different CK or CK/SI.

As per Rel-12 TS 23.203 [7], credit management operates on a per charging key basis. This applies also for NBIFOM. Quota for a specific CK may be consumed by traffic traveling on different access legs. In order to separate quota management per access type if charging per PDN Connections is used, different CK need to be used for different access types.
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