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Abstract of the contribution: This  Tdoc contains some proposed ways to deal with some of the open issues listed in this solution (S2-143016 and revisions)
1. Introduction
This contribution discusses a few Open issues / assumptions listed in the merged contribution “Merged Annex-X Proposal for NBIFOM”
2. Discussion

A. Open Issue#3: It is FFS to decide if routing rule can also be included when adding additional access

Why would it be prevented to carry routing rules in the (Initial) Create Session (Response) related signalling that creates a PDN connection or that adds a leg to a PDN connection? Couldn’t we let this kind of debate to stage 3?
B. Not considering the inter-MME etc. mobility for NBIFOM, with the understanding that, if MME is changed during the UE's mobility, it is likely that, the UE's attached TWAN will also be changed which may require re-authentication.  Given eSaMOG has not supported the inter-TWAG mobility, hence, such mobility scenario for changing target MME/TWAG/SGW/SGSN etc may not be worthwhile for consideration in Rel13, 

The change of MME/SGW may not correspond to a change of TWAN (considering a WiFi Access Network made up of multiple AP connected via an Access Controller that hides the mobility between the AP). Thus If the different connection legs are maintained after the mobility from one MME / SGW to another MME/SGW, why would it have an impact on the NBIFOM procedure?  
As mobility between TWAG and between ePDG is not supported it is understood that the change of TWAG / ePDG corresponds to the removal of an (old) access leg and the addition of a (new) access leg.

C. Should the routing rules as part of the PCC rules which are agnostic to the access type?  In other words, should the routing rules be specific to a given access type (i.e. 3GPP vs. WiFi access)? 

The information sent over Gx to control the access (leg) over which a flow should be sent relates to an access Type. But other information related with a SDF may depend on the access type: For example it should be possible to set a Rating Group depending on the Access Type (e.g. You Tube is charged differently from e-mail except when sent over WiFi where it is charged the same way). It should also be possible to set different Usage Monitoring sessions (different UM keys) on different access Types.
D. For NBIFOM mobility signalling via 3GPP access, the routing rules are sent by the PDN GW to S-GW and the MME/SGSN via GTP-C/PMIP and further to the UE via the 3GPP access specific signalling (i.e. NAS) procedure, the PDN GW initiated bearer modification procedure (i.e. Attach Response, Activate Default EPS Bearer Context etc.), as defined in TS 23.401 [8].
In PMIP case, when the PCRF updates the Access-leg-policy rules in the middle of an established PDN connection (i.e. while multiple legs are established), how are the routing rules sent to the UE? 
E. The Table 7.3.x.1.3-1: Routing rules

	Routing Rule Name
	Routing Access Type
	Routing Access Type Priority
	FID
	FID

Priority
	Routing Filter 

	Rule Name 1
	3GPP
	x
	FID1
	a
	Description of IP flows…

	Rule Name 2
	3GPP
	x
	FID2
	b
	Description of IP flows…

	Rule Name 3
	TWAN
	y
	FID3
	c
	Description of IP flows…


Why are both a Rule name and a FID provided?

What is the usage of the Routing Access Type Priority?
3. Proposal

To modify the text in the “merged contribution” as follows
-------  1rst change-----

7.3.x        Solution x: Explicit Signaling Support for NBIFOM Mobility

The solution described here leverage explicit signaling to support UE-initiated and Network-initiated NBIFOM mobility.  The additional signalling transports the routing rules, coordinates the operation between the UE-initiated and Network-initiated if both operations are initiated simultaneously and resolves any conflicts, if necessary.  

The key design aspects are:

A. Leveraging PCO to support NBIFOM capability discovery and negotiation during the UE’s initial attach 

B. Intermediate nodes (e.g. MME, SGW, SGSN, TWAG etc.) are enhanced to notify PGW in a separate signalling IE for their support of NBIFOM irrespective the UE requests NBIFOM feature during its initial attach

Note: which signalling IE is to be used is left for stage 3.
C. Transporting routing rule in a separate bearer control procedure 
Open Issue#2: which bearer control procedures is to be used. is left for stage 3 

D. .  Given eSaMOG has not supported the inter-TWAG mobility, hence, such mobility scenario for changing target TWAG/ /SGSN etc may not be worthwhile for consideration in Rel13, 

In addition to the open issues above, the following are the additional open issues that need to be addressed:

Open Issue#4: Do we need additional indication (i.e.”null” routing rule) as proposed by Qualcom to indicate to PGW not to release the connection even when all the IP flows are moved to another access? 

Open Issue#5: How should the routing rules be transported and represented over Gx is addressed by other solutions? i.e. 
· Should the routing rules as part of the PCC rules which are agnostic to the access type?  In other words, should the routing rules be specific to a given access type (i.e. 3GPP vs. WiFi access)? 

· How much the routing rules concept from DSMIP IFOM can be applied to NBIFOM? 

· How would the routing rules be transported over the Gx (i.e. should it be logically separated from the PCC rules)?  
Open Issue#6: In the case of SCM, 
· how should the routing rule be conveyed for network-initiated NBIFOM if EAP is used, and how should the other side "reject" the routing rule?  
· how should the routing rule be updated when SCM is used and the 3GPP access is not available, and if so how this is done
· once the UE has successfully attached, what subsequent EAP message can be used for the UE-initiated NBIFOM to provide the new routing rule?
Open Issue#7: It is FFS on the signalling procedures for the support of the co-existence handling of UE-initiated and Network-initiated 

Open Issue#8: It is FFS on the co-existence support for network-initiated IP flow mobility and ANDSF.
Open Issue#9:: How the Routing rules are delivered (to the SGW / TWAG / ePDG)  in PMIP case is FFS, especially when the Routing rules are modified based on a PCRF initiated IP-CAN session modification procedure.
-------  Next change-----

7.3.x.1.3        Routing rules considerations 
A routing rule consists of a filter, an access type and a priority. A filter consists of IP header parameter values/ranges used to identify one or more IP flows. For the purpose of matching user traffic against routing rules, the filters are applied in the order of their priority.

Editor’s note: The relation between the filters, access type and priority in the routing rules and the SDF templates and precedence in the PCC rules is FFS. 

It is assumed that between UE and the P-GW there is always a default routing access type via which packets not matching any specific routing filter are routed. The network provides a relative priority with each routing access type, where the routing access type with the highest priority is the default route. The network may update the priority of a routing access type during IP flow mobility procedures.
An example of a typical routing rule with routing filters is shown in Table 7.3.x.1.3-1.
Table 7.3.x.1.3-1: Routing rules

	Routing Rule Name
	Routing Access Type
	Routing Access Type Priority
	FID
	FID

Priority
	Routing Filter 

	Rule Name 1
	3GPP
	x
	FID1
	a
	Description of IP flows…

	Rule Name 2
	3GPP
	x
	FID2
	b
	Description of IP flows…

	Rule Name 3
	TWAN
	y
	FID3
	c
	Description of IP flows…


Editor’s note: This table above shows only a conceptual representation of the routing rule which needs further clarification for NBIFOM. The relationship of the routing rule w.r.t. PCC rules, the impacts to Gx and the routing filter format is FFS.
Editor’s note: Following points are FFS: 

· Whether both a Rule name and a FID are provided
· The usage of the Routing Access Type Priority?
-------  Next change-----

7.3.x.1.4        Delivery of routing rules 

The following principles are applied for routing rule delivery in this solution:

· The PCRF triggers an update of a routing rule via an IP-CAN Session Modification procedure. The PDN GW does not apply these new routing rules until the UE has acknowledged them.

· For NBIFOM mobility signalling via 3GPP access, the routing rules are sent by the PDN GW to S-GW and the MME/SGSN via GTP-C and further to the UE via the 3GPP access specific signalling (i.e. NAS) procedure, the PDN GW initiated bearer modification procedure (i.e. Attach Response, Activate Default EPS Bearer Context etc.), as defined in TS 23.401 [8].
Editor’s note: How the Routing rules are delivered to the SGW in PMIP case is FFS: 

· For NBIFOM mobility signalling via TWAN access in MCM, the routing rules are sent by the PDN GW to the TWAG via S2a and then to the UE via WLCP signalling over trusted TWAN as defined in TS 23.402, clause 16 [2]. A new WLCP procedure is defined to provide routing rules to the UE. 

· If the PDN GW receives a routing rule update from the PCRF, and the corresponding PDN connection is routed over both 3GPP and TWAN access in MCM, then the PDN GW sends the routing rules via either the 3GPP or the TWAN access. However, it is local policy decision for which access to carry the routing rule. 
· If the PDN GW receives a routing rule update from the PCRF, and the corresponding PDN connection is routed over both 3GPP and TWAN access in SCM, then the PDN GW sends the routing rules via the 3GPP access.

Editor’s note: It is left FFS to determine if routing rule updates are needed in SCM when the 3GPP access is not available?  And if routing rule update is still needed, how this is done?
· If updated routing rules result in that no IP flows left for a particular access, the PDN GW should not release the PDN connection for that particular access unless the PDN connection is explicitly torn down by the UE or by the network as described in clause 5.5 [13]. The PDN GW may initiate either a bearer modification or bearer release procedure.

Editor’s note: It is FFS whether IP flow routing rules exchanged between the UE and the PDN GW as defined for IFOM [13] can be reused for NBIFOM.

Editor’s note: It is FFS to determine if “null” routing rule needs to be introduced to perform the following: 

· Upon adding an access, the UE may provide a “null” routing rule indicating that no traffic shall be routed on such access. This will enable the UE to speedily move traffic to this access when required (e.g. based on policies in the UE) without requiring authentication over the new access.
· When performing IP flow mobility, the UE may also provide a “null” routing for a source access after having moved all the IP flows to a target access to avoid that the PDN GW disconnects the source access.

-------  Next change-----
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