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Abstract of the contribution: this contribution proposes an Exposure Layer capability to match Application user IDs to 3GPP network internal IDs.
Discussion

Solution 1 from TR 23.708 shows an Exposure Layer which assures the interworking between the services exposed via the Network APIs and the 3GPP specified network interfaces. It is expected that the Applications identify their users by identifiers which may be different from the identities used by 3GPP to identify its subscribers.  Currently it is unclear which function is responsible for the mapping between. This contribution proposes that the Exposure Layer (Function) performs the mapping of the Application’s user IDs (used over the Network APIs) and the 3GPP network internal IDs and vice-versa. 

Another aspect to be considered is that the Application may associate its users into groups (based on certain characteristics) or may want to address users located in specific location. For that purpose the Application can use IDs for various types of user group over the Network APIs. Therefore it is further proposed that the Exposure Layer/Function should be able to map the application level group user IDs to corresponding IDs defined by 3GPP for the exposed interfaces (e.g. which may include individual or group IDs). 
Proposal 
The following changes to TR 23.708 are proposed.

* * * 1st Change * * * *

6.1
Solution 1: AESE Architecture 
6.1.1
Description

6.1.1.1
General

The exposure of services by the network creates a “toolbox” of capabilities that, with proper authorisation, can be used, for example, to retrieve information, to request specific services, to receive notifications, to request the setting of specific parameters, etc. 
6.1.1.2
Architectural Diagram

Figure 6.1.1.2-1 provides the architecture for service exposure.
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Figure 6.1.1.2-1: Service Exposure Framework
6.1.1.3
Service Exposure Framework

The Service Exposure Framework provides a means to expose the services and capabilities provided by 3GPP network interfaces to support the functionality defined for one or more APIs. The Service Exposure Framework includes the APIs and the Exposure Layer functionality defined by OMA, GSMA, and possibly other standardisation bodies and the network interfaces and network entities specified by 3GPP. 
NOTE:
The 3GPP interfaces exposed by network entities use the protocols defined for those interfaces by 3GPP, and are not constrained to a single protocol.

6.1.1.3.1
Exposure Layer

The Exposure Layer is responsible for mapping specific APIs onto appropriate network interfaces. Individual instances of Exposure Layer functions will vary depending on what API features are supported. 
Moreover the Exposure Layer provides additional non-functional (also called “supporting”) capabilities, such as (not exhaustive):  

· Authentication and Authorization: identification of the API consumer, profile management, ACL (access control list) management

· Infrastructural Policy: access control to protect platforms and network

· Business Policy: policy related to the specific functionalities exposed
· Assurance: integration with O&M systems and assurance process related to usage of APIs

· Accounting: traffic documentation

· Access: issues related to external interconnection and point of contact 
· Mapping of the Application’s user IDs (used over the Network APIs, including the identification of group of users) to the 3GPP network IDs (used over the exposed network interfaces) and vice-versa.
NOTE:
As shown in Figure 6.1.1.2-1 the Exposure Layer is out of the scope of 3GPP.
6.1.2
Impacts on existing nodes and functionality
Editor's Note:
Capture impacts on existing 3GPP nodes and Functional elements (e.g. UE, MME, eNB, S-GW, P-GW etc.).
6.1.3
Solution Evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
* * * End of 1st Change * * * *
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