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Abstract of the contribution: Proposes to add a new Key issue on Service Capability Exposure Framework to AESE TR.
Proposal

It is proposed to add a new Key issue on Service Capability Exposure Framework to AESE TR 23.xyz:

***************** Start of changes **********************
5.x
Key Issue : Service Capability Exposure Framework
5.x.1
Description


The 3GPP system has unique core assets, denoted as 3GPP service capabilities, such as Communications, Context, Subscription and Control that may be valuable to application providers. Communications refers to functions like voice calling, SMS, MMS. Subscription includes Subscription identity, feature sets, preference. Context covers real-time user information such as location, presence, profile, device capabilities and data connection type. Control addresses functions like Quality of Service, policy and security.
3GPP Mobile Network Operators (MNO) can offer Network as a Service (NaaS) in which they expose these 3GPP service capabilities to external application providers, businesses and partners using web based API. In addition, 3GPP mobile network operators can combine other internal or external services with their network capabilities to provide richer, composite API services to their partners. NaaS brings mobile network intelligence to applications, allowing new, profitable business relationships to be created between MNOs and a wide range of external providers of enterprise/business solutions and web-based services or content.
Such 3GPP services capabilities are already offered today to some extent to external application provider e.g. via OMA API framework. This key issue aims to specify Service Capability Exposure framework that includes the identification and definition of the Service Capabilities on the one hand and the exposure of the capabilities on the other hand. This will also identify how the API framework and the 3GPP system functionality act together to expose 3GPP service capabilities.

5.x.2
Required Functionality


· Service capability exposure framework should provide authorised and secure access to 3GPP system service capabilities and execution of services under operator control.
· Service capability exposure framework should be extensible for exposing new services.
***************** End of changes **********************
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