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Abstract of the contribution: This P-CR contains a solution alternative which uses redirection to steer UE to dedicated core network.
1. Discussion

This P-CR introduces an alternative (Solution-1) which uses subscription information ("Core Network Type") and redirection to steer the UE to desired dedicated core network. The dedicated network is selected based on the Core Network Type included in the Update Location procedure between MME/SGSN and HSS.
2. Proposal

It is proposed to add the following text into TR23.8xx.

********* START OF THE CHANGE ********
5.1
Solution-1: Redirection Solution 
5.1.1
Functional Description
5.1.1.1
General
This alternative uses subscription information ("Core Network Type") to steer the UE to desired dedicated core network. To direct UEs to a specific dedicated core network, the HSS provides a “Core Network Type” value in the subscription information of the UE to the MME/SGSN. 
MMEs that belong to different dedicated core networks have different group identities (MMEGIs). Each MME has configuration about the association of MMEGI to dedicated core network. Similarly for SGSNs, different NRIs are associated with different dedicated core networks.
The following procedures are modified as follows to ensure that the UE is served by the appropriate core network:

-
During attach, if the eNB/RNC directs the Attach Request message an MME/SGSN which is not dedicated to serve the subscriber type of the UE, the MME/SGSN after determining the dedicated network for the UE, forwards the Attach Request message of the UE along with the MMEGI/NRI corresponding to core network to the RAN to re-route the Attach Request message to the MME/SGSN pool dedicated to serve the particular subscriber type of the UE. RAN then reroutes the UE’s NAS Message to an MME/SGSN dedicated to serve the subscriber type of the UE. 

-
During handover procedures, the source MME/SGSN selects a target MME/SGSN from the same core network dedicated to serve the subscriber type of the UE. 

-
During the context transfer phase of the TAU/RAU with MME/SGSN change procedure, the old MME/SGSN provides the core network type information to the new MME in the context response message. If the new MME/SGSN determines that it does not serve the subscriber type of the UE, it requests the RAN to re-route the message to the MME/SGSN pool dedicated to serve the particular subscriber type of the UE by providing the RAN with the MMEGI/INR of the dedicated network.

5.1.1.2
Roaming Scenarios

In case of roaming, if the VPLMN does not support dedicated core networks or does not support a dedicated core network for the specific “Core Network Type” value in the subscription information, then the MME/SGSN in the VPLMN ignores the “Core Network Type” value in the subscription information. 
The Core Network Type values can be separated into two ranges, one for operator specific use and another for standardized values. 
Editor’s Note: It is FFS if some Core Network Type values need to be standardized.
5.1.1.3
Handling of IRAT mobility
Dedicated core networks are supported on a RAT wide basis, i.e for E-UTRAN (UTRAN) all MMEs (SGSNs) either support dedicated core networks or do not.

If one of the RATs does not support dedicated core networks, then on IRAT mobility (handover and idle-mode) to the non-supporting RAT, the UE will be served by the single core network. Subsequent handover to the supporting RAT could result in the MME/SGSN being selected from the wrong dedicated core network. In such a case the CN node of the target RAT, will after the location area update procedure request the RAN to re-route the TAU/RAU message to the CN node of the dedicated core network corresponding to UE’s subscription information. The MME/SGSN also delays re-authenticating the UE until after it has determined the core network type for the UE.
5.1.2
Procedures

5.1.2.1
Reroute NAS message Procedure

This is a new procedure to re-route a NAS message from MME/SGSN of one dedicated core network to an MME/SGSN of another dedicated core network.
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Figure 5.1.2.1-1: Reroute NAS Message Procedure
1.
When the old MME/SGSN decides to reroute the NAS message to another dedicated core network, the old MME/SGSN sends a Reroute NAS Message Request (NAS Msg, MMEGI/NRI, GUTI) to the eNB/RNCwhich had forwarded the NAS message. The MMEGI (for E-UTRAN) or NRI (for GPRS) corresponds to the MME/SGSNs that belong to the selected dedicated core network. The MME/SGSN is configured with a mapping of MMEGI/NRI to dedicated core network type. In case of E-UTRAN, the MME may also decide to include GUTI, which is used by the new MME to request context information from the old MME.

2.
The eNB/RNC based on the MMEGI/NRI included in the Reroute NAS message request selects a new MME/SGSN corresponding to the MMEGI/NRI using existing NNSF functionality. The eNB/RNC sends the Initial UE message to the selected MME/SGSN. The initial UE message includes the NAS message and also optionally GUTI, if GUTI was provided in the previous message.
5.1.2.1
Attach

The following describes the E-UTRAN attach procedure for Solution 1. Only differences from the procedure in TS 23.401 are highlighted below.
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Figure 5.1.2.1-1: Solution 1: E-UTRAN Attach procedure
1-2:
E-UTRAN Attach procedure is performed as specified in TS23.401[x]
3.
If the UE identifies itself with GUTI and the MME has changed, the identity response message contain the Core Network Type information, if available. If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the Identification Response message, the MME sends a Reroute Command (Attach Request message, Core Network Type) to the eNodeB. The eNodeB shall reselect an MME of the indicated type and forward the Attach Request Message to the selected MME. The selected MME performs the Attach procedure starting from step 2.
4-10. Steps as specified in TS 23.401.
11.
The HSS acknowledges the Update Location message by sending an Update Location Ack (IMSI, Subscription data, Core Network Type) message to the new MME. 
12.
If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the subscription information, the MME determines the MMEGI corresponding to the dedicated core network of the UE and sends a Reroute Command (Attach Request message,MMEGI, GUTI) to the eNodeB.
13.
The eNodeB shall reselect an MME from the MME pool corresponding to the MMEGI using existing load-balancing scheme and forward the Attach Request Message to the selected MME. 
14.The MME uses the GUTI received along with the Attach Request message to request context from previous MME using the Identity Request message. The Identity request message also includes GUTI. 

15.
The MME uses the GUTI provided in the Indentity Request message to locate the context of the UE. The MME does not verify the integrity of the Attach Request message. The previous MME provides context information in the Identity response message, as specified in TS 23.401 which contains security information to enable the MME of the dedicated core network communicate using the existing NAS encryption and integrity protection.
16.
E-UTRAN Attach procedure proceeds from Step 4 onwards as specified in TS23.401[x].
5.1.2.2. Iu mode GPRS Attach procedure
Impacts to this procedure are similar to the ones in the previous section and are not shown here. Here are some of the key differences from the E-UTRAN attach procedure:
-
NRI instead of MMEGI is used.

-
GUTI is not provided by the SGSN to the RNC.
5.1.2.3
TAU
This subclause describes E-UTRAN Tracking Area Update (TAU) procedures with or without Serving GW change. Only differences from the procedure in TS23.401[x] are highlighted below. Only the TAU procedure without Service GW change is shown below; however the impacts to the TAU procedure with SGW change is similar. 
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Figure 5.1.2.3-1: Tracking Area Update procedure without Serving GW change
1-4.
E-UTRAN TAU procedure is performed as specified in TS23.401[x]
5.
The old MME responds to Context Request (step 4) with a Context Response which also includes the Core Network Type, if available.
5a. If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the Context Response message, the MME shall send a Reroute Command (TAU Request message, Core Network Type) to the eNodeB. The MME also performs Step 7.
5b. The eNodeB shall reselect an MME of the indicated type and forward the TAU Request Message to the selected MME. The selected MME continues the TAU procedure between UE and the dedicated core network, as specified in TS23.401[x], starting from Step-4.
6.
If the Context Response message does not include core network type and if the new MME supports dedicated core networks, i.e this is an IRAT mobility where the older RAT does not support dedicated core networks, the MME will delay the authentication/security procedure until after the subscription information is received from the HSS during the Location Area Update procedure. Only after the MME determines that it serves the UE, does the MME authenticates the UE. Otherwise, the MME reroutes the tracking area message to an MME of the belonging to the dedicated core network of the UE (Steps 20 and 21 below).
7.
If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the Context Response message, the MME sends a Context Acknowledge message indicating failure due to the mismatch of Core Network Type. 
8-18. Procedure as specified in TS 23.401.
19.
The HSS acknowledges the Update Location message by sending an Update Location Ack (IMSI, Subscription data, Core Network Type) message to the new MME. 
20.
If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the subscription information, the MME determines the MMEGI corresponding to the dedicated core network of the UE and sends a Reroute Command (TAU Request message,MMEGI) to the eNodeB..
21.
The eNodeB shall reselect an MME from the MME pool corresponding to the MMEGI using existing load-balancing scheme and forward the TAU Request Message to the selected MME.
22. TAU Request procedure as specified in TS 23.401 continues from Step 3 onwards.
5.1.2.4
RAU

Impacts to this procedure are similar to the ones in the previous section and are not shown here.
5.1.2.5
SGW and PGW Selection Function
DNS functionality is updated to support selection of SGW and PGW based on Core Network Type.
5.1.2.5
MME and SGSN Selection Function

Old MME/SGSN selects new MME/SGSN from the same dedicated core network based on configuration information in the old MME/SGSN.
There is no impact to MME/SGSN selection function in the eNB/RNC.
5.1.3 
Impacts to existing entities and interfaces

5.1.3.1 
MME/SGSN
-
Storing the “Core Network Type” information received from the HSS in the subscription information in the UE’s context information and providing this information to the new MME as part of Identification response message and also context response message.

-
Determining the dedicated core network type of a UE based on the subscription information of the UE, i.e configuration about MMEGI/INR mapping to dedicated core network types

-
Reroute NAS message procedure

5.1.3.2 
eNB/RNC

-
Reroute NAS message procedure.
Irfan> Need to check how much of RNC re-route which is part of shared networks can be used without change
5.1.3.2 
HSS

-
“Core network type” subscription information about the UE and providing this information to the MME/SGSN.

********* END OF THE CHANGE ********
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22. TAU Procedure from Step 3 onwards as specified in TS 23.401
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